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Introduction
The new WID on NR network-controlled repeater was approved in RAN#97e meeting [1]. In RAN3#117bis-e meeting, the repeater management was discussed and the following agreements were achieved:
The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. 
The discussion on RAN impact on validation function is pending to SA3 reply LS.
gNB-CU knows whether the connected gNB-DU supports NCR based on OAM configuration.
Down selection on all solutions which takes the feedback from SA3 and SA5 into account can be discussed in next RAN3 meeting.
The NCR-OAM connectivity requirement should be supported, further details can be discussed.
Some issues still need to be discussed in this meeting. In addition, RAN3 received the reply LS on NCR solutions from SA3. Therefore, this contribution aims to discuss the down selection on potential solutions and impacts on split architecture. 
Discussion
Down-selection on Solutions
In reply LS [2], SA3 provides the following views on security issues for solution 2.
Answer to RAN3:
Yes. For solution 2, SA3 believes that this information can be tampered due to the lack of Uu security. It exposes the OAM indirectly to attacks over the air interface. 
Therefore, we propose to rule out Solution 2 as the lack of Uu security. 
Proposal 1: It is proposed to rule out Solution 2 in WI phase as the lack of Uu security.
As SA3 thinks the meaning of “validation” is unclear, they could not give any evaluation results for Solution 1. Moreover, RAN3 also agreed that the discussion on “validation” is pending on the LS from SA3. Therefore, it is proposed to reply a LS to SA3 to clarify the “validation”. 
Proposal 2: it is proposed to reply a LS to SA3 to clarify the meaning of “validation”. 
On down-selection between Solution 3 and Solution 4, the issue on whether the “NCR support indication” is needed was not reach consensus at last meeting. One difference between solution 3 and solution 4 is whether the “NCR supported indication” is needed in NG Setup Response message. With this indication, the gNB could select the appropriate AMF for NCR. In our view, it is not needed as the NCR does not require any functionality from the CN other than authorization. In addition, the following features of CN are indicated by AMF:
· NPN supported
· Slice supported
· On boarding Supported
· IAB supported
Compare to the above features, NCR should be a very small enhancement for core network as it only requires the authorization signalling from the CN. Therefore, AMF should not indicate the “supported” indication in NG-C signalling. In addition, this indication also implies that operators need to configure a dedicate AMF pool to support the deployment of NCR. Therefore, in order to reduce the impact on CN, there is no need to introduce a new capability information in NG Setup Response.
Proposal 3: the “NCR supported indication” is no need to be contained in NG Setup Response message.
Given that both Solution 3 and Solution 4 have pros and cons, we also support to enhance the solution 4 to consider Solution 1 and Solution 3 if needed. 
the Impact on Split Architecture
From the perspective of RAN3, the following issues on RAN3 impact raised at last meeting still need to be discussed:
Issue 1: How the NCR selects a cell belongs to a gNB that supports NCR operation?
The following alternatives could be considered:
· Alt1: OAM configure a list of cell can be accessed by NCR
· Alt2: to broadcast “NCR supported” in SIBx
In principle, two alternatives are feasible and should be decided by RAN2. Compared to Alt1, Alt2 could avoid or reduce the NCR to access the unexpected cell.
Issue 2: Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing, e.g., due to overload?
If the answer of Issue 1 is Alt2, it is need to support to mute “NCR supported” indication in SIB broadcast. Since this information is contained in SIB, the gNB-DU is in charge of (re)configure it. Anyway, it also need to wait the decision from RAN2 on which alternative in Issue 1 is agreed. 
Proposal 4: Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing should wait the decision from RAN2
Issue 3: Once NCR is authorized, whether gNB-CU indicates to the gNB-DU about NCR authorization?
Technically, the gNB-DU should have the knowledge of whether the NCR-MT is “authorized” as it shall configure the L1/L2 resource for access link after initial access procedure. However, whether this information is supported via “implicitly” or “explicitly” solution for F1AP is depending on which solution is selected. For Solution 3, the gNB-CU and gNB-DU know the identification of NCR-MT after MSG5 received. Therefore, the gNB-DU shall release the RRC connection for NCR in case of the “authorized” is not pass. For Solution 4, since the gNB-CU cannot distinguish whether the initial access is triggered by normal UE or NCR-MT, it shall provide an explicitly indication or configuration to the gNB-DU.
Proposal 5: The issue on whether gNB-CU indicates to the gNB-DU about NCR authorization depends on which solution for repeater management is final agreed.
Proposal
Based on the above analysis, we have the following proposals:
Proposal 1: It is proposed to rule out Solution 2 in WI phase as the lack of Uu security.
Proposal 2: it is proposed to reply a LS to SA3 to clarify the meaning of “validation”. 
Proposal 3: the “NCR supported indication” is no need to be contained in NG Setup Response message.
Proposal 4: Whether the needs for gNB-CU or gNB-DU to configure which cell(s) can be used for NCR device accessing should wait the decision from RAN2
Proposal 5: The issue on whether gNB-CU indicates to the gNB-DU about NCR authorization depends on which solution for repeater management is final agreed.
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