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Introduction
SA3 sent the reply LS [1] for RAN3's questions. Regarding the Solution 1's validation step, unfortunately, SA3 could not answer because SA3 is not clear on what "validation" means:
To SA3 Q1b: Does SA3 believe that the NCR needs to be securely validated? Any security issue for configuring locally stored information in the gNB in Solution 1?
Answer to RAN3: 
For the 1st question in Q1b, SA3 is not clear about what does "validation" mean. 
For the 2nd question in Q1b, SA3 cannot provide answers before the security validation related steps in solution1 are clarified. In addition, the feasibility of such additional steps and what kind of information is stored in RAN are also unclear. Further clarification is expected.  
In this contribution, we further clarify what is RAN validation and why it is necessary.
Discussion
NCR is essentially a relay that simply provides RF “amplification” to the end UE. Typically, an NCR will be used as a repeater if there is a coverage hole in a cell. That is, the repeater is meant to provide the functionality for a particular cell where a coverage hole is identified. 
Repeater deployments are normally carefully planned. After identifying coverage gaps, NCR will be deployed to provide a repeater function for those cells suffering from coverage holes as well as cells able to control the NCR-FWD functionality. Hence, the NCR-FWD backhaul cell is already known and will be pre-configured at the NCR when it is deployed. Or alternatively, the backhaul cell could be configured after NCR-MT connects to a cell. But this does not change the fact that NCR is deployed, as pre-planned, to provide the repeater functionality for a specific cell with coverage hole and that is able to control NCR-FWD.  
Therefore, NCR operating in a wrong cell (either maliciously or by error) can cause RF and interference problems. While IAB like CN can check whether NCR-MT should perform as an NCR, but it cannot verify whether the NCR is connected to the correct cell/gNB that has been pre-planned before. This verification (in other words, "validation") has to be done at RAN level and there should be some RAN level pre-configuration for gNBs to identify whether NCR that has accessed is connected to the right pre-planned cell or not (considering multiple NCRs covering different cells).
Observation 1: Repeater deployments are carefully planned after identifying coverage gaps of cells. NCR is deployed to provide RF "amplification" for such cell with coverage hole and that can control the NCR-FWD functionality, as pre-planned before. An NCR operating in a wrong cell can cause RF and interference problems.
Observation 2: While IAB like CN authentication can check whether NCR-MT should perform as an NCR, but it cannot verify whether the NCR is connected to the correct cell/gNB that has been pre-planned before. This verification (in other words, "validation") has to be done at RAN level and there should be some RAN level pre-configuration for gNBs to identify whether NCR that has accessed is connected to the right pre-planned cell or not (considering multiple NCRs covering different cells).
Note that this cannot be simply achieved by broadcasting “NCR support indication” by gNB. A general broadcast information would allow any NCR-MT to join its network. Given that different NCR devices (covering different areas as pre-planned) may connect to different cells in the same gNB, if we just rely on the same broadcasting information, NCR devices would not be able to tell the difference and may not be able to enhance coverage as pre-planned before. 
Observation 3: Simply broadcasting “NCR support indication” would not help NCR connect to the correct gNB/cell. 
Observation 4: A general broadcast information would allow any NCR-MT to join its network. Given that different NCR devices (covering different areas as pre-planned) may connect to different cells in the same gNB, if we just rely on the same broadcasting information, NCR devices would not be able to tell the difference and may not be able to enhance coverage as pre-planned before.
Therefore, the only way for NW to make sure the connected NCR devices serves the suitable cell for coverage enhancement and that can control the NCR-FWD would be to have "validation" in RAN-level. And this requires some RAN level pre-configuration for gNBs for identification and checking whether NCR that has accessed is connected to the right pre-planned cell (considering multiple NCRs covering different cells).
The information that needs to be held in the RAN can be e.g. “security token” corresponding to an NCR device and the cell that is allowed to operate in. 
Proposal 1: RAN3 to agree on the need for RAN-level validation, which is independent from CN authentication, for building correct connection between NCR and cell/gNB as pre-planned.
With these clarifications, we propose to reply to SA3 as follows:
Proposal 2: RAN3 to reply to SA3 with the following clarifications on RAN validation:
RAN3 thanks SA3's answers. Regarding the meaning of "validation" in Q1b, RAN3 would like to clarify as follows:
The validation step in Solution 1 is basically for NW to make sure that the connected NCR devices serve the suitable cells for coverage enhancement and that can control the NCR-FWD as pre-planned before. 
NCR is essentially a relay that simply provides RF “amplification” to the end UE. And repeater deployments are normally carefully planned ‒ after identifying coverage gaps, NCR will be deployed to provide a repeater function for those cells suffering from coverage holes as well as cells able to control the NCR-FWD functionality. 
Therefore, NCR operating in a wrong cell (either maliciously or by error) can cause RF and interference problems. While CN authentication can check whether NCR-MT should perform as an NCR, but it cannot verify whether the NCR is connected to the correct cell/gNB that has been pre-planned before. This verification (in other words, "validation") has to be done at RAN level and there should be some RAN level pre-configuration for gNBs to identify whether NCR that has accessed is connected to the right pre-planned cell or not (considering multiple NCRs covering different cells).
The information that needs to be held in the RAN can be e.g. “security token” corresponding to an NCR device and the cell that is allowed to operate in.
Conclusion
In the present contribution we make the following observations:
Observation 1: Repeater deployments are carefully planned after identifying coverage gaps of cells. NCR is deployed to provide RF "amplification" for such cell with coverage hole and that can control the NCR-FWD functionality, as pre-planned before. An NCR operating in a wrong cell can cause RF and interference problems.
Observation 2: While IAB like CN authentication can check whether NCR-MT should perform as an NCR, but it cannot verify whether the NCR is connected to the correct cell/gNB that has been pre-planned before. This verification (in other words, "validation") has to be done at RAN level and there should be some RAN level pre-configuration for gNBs to identify whether NCR that has accessed is connected to the right pre-planned cell or not (considering multiple NCRs covering different cells).
Observation 3: Simply broadcasting “NCR support indication” would not help NCR connect to the correct gNB/cell. 
Observation 4: A general broadcast information would allow any NCR-MT to join its network. Given that different NCR devices (covering different areas as pre-planned) may connect to different cells in the same gNB, if we just rely on the same broadcasting information, NCR devices would not be able to tell the difference and may not be able to enhance coverage as pre-planned before.
Based on the discussion in the present contribution and the observations above we propose: 
Proposal 1: RAN3 to agree on the need for RAN-level validation, which is independent from CN authentication, for building correct connection between NCR and cell/gNB as pre-planned.
Proposal 2: RAN3 to reply to SA3 with the following clarifications on RAN validation:
RAN3 thanks SA3's answers. Regarding the meaning of "validation" in Q1b, RAN3 would like to clarify as follows:
The validation step in Solution 1 is basically for NW to make sure that the connected NCR devices serve the suitable cells for coverage enhancement and that can control the NCR-FWD as pre-planned before. 
NCR is essentially a relay that simply provides RF “amplification” to the end UE. And repeater deployments are normally carefully planned ‒ after identifying coverage gaps, NCR will be deployed to provide a repeater function for those cells suffering from coverage holes as well as cells able to control the NCR-FWD functionality. 
Therefore, NCR operating in a wrong cell (either maliciously or by error) can cause RF and interference problems. While CN authentication can check whether NCR-MT should perform as an NCR, but it cannot verify whether the NCR is connected to the correct cell/gNB that has been pre-planned before. This verification (in other words, "validation") has to be done at RAN level and there should be some RAN level pre-configuration for gNBs to identify whether NCR that has accessed is connected to the right pre-planned cell or not (considering multiple NCRs covering different cells).
The information that needs to be held in the RAN can be e.g. “security token” corresponding to an NCR device and the cell that is allowed to operate in.
The draft reply LS can be found in [2]. 
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