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1. Introduction
Last RAN3 meeting agreed following:
The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. 
The discussion on RAN impact on validation function is pending to SA3 reply LS.
gNB-CU knows whether the connected gNB-DU supports NCR based on OAM configuration.
Down selection on all solutions which takes the feedback from SA3 and SA5 into account can be discussed in next RAN3 meeting.
The NCR-OAM connectivity requirement should be supported, further details can be discussed. 
In this contribution we focus on the impact to RAN3, and the remaining open issues. 
2. Discussion
Section 8 of TR 38.867 [2] specifies four different solutions for NCR management (i.e. identification and authorization/validation), in brief:
· Solution 1: Identification and authorization/validation done in RAN.
· Solution 2: Identification done in RAN and authorization/validation done via OAM.
· Solution 3: IAB-MT-like solution, where AMF must explicitly indicate NCR support to gNB; NCR identification done in RAN and authorization done in CN.
· Solution 4: D2D/V2X-like solution, where NCR authorization done by 5GC based on UE subscription info.
Last RAN3 meeting agreed “The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. ”  In Solution 2, the NCR authorization indication is provided from OAM to the gNB, so Solution 2 should be excluded from further discussion. 
Proposal 1: exclude Solution 2 from further evaluation. 
There is a commonality among Solution 1, Solution 3 and Solution 4. 
· In Solution 1, the AMF send a dedicated Allowed NSSAI N-SSAI to gNB, and this dedicated Allowed NSSAI is used to indicate the MT (i.e. NCR-MT) is authorized for NCR operation. 
· In Solution 3 and Solution 4, the AMF send a new NCR authorized indication to gNB.

Based on the RAN3 agreement “The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. ” It is proposed to agree a new NCR authorized IE to be introduced in NGAP. 
Proposal 2: RAN3 agree to add a new NCR authorized IE in NGAP. 

Regarding Solution 3 and Solution 4, there are following differences:
1). In Solution 3, during the NG Setup procedure, AMF informs gNB whether the AMF support the NCR. 
2). In Solution 3, during the Initial UE Message procedure, the gNB informs the AMF that the procedure is related to a NCR.  While in Solution 4, the AMF may need to know the registered UE is a NCR via other means (e.g. an indication in NAS)

For 1), this is useful when operator only upgrade some AMF, but not all AMFs to support NCR. One may argue that the gNB does not “need to know” in advance whether the AMF supports the NCR, because there’s nothing to be supported (other than NCR authorization). Even in case AMF does not support NCR authorization, no harm will be done, as when the NCR connects, the AMF will send the context setup request without the authorization IE. The NCR then will only function as a limited UE. But this is actually an issue. Without the NCR authorized indication, the gNB will treat the NCR as a normal UE, but this is not acceptable for NCR since gNB need to act differently for the NCR (e.g. on/off control). 
For 2), there is no much difference for Solution 3 and Solution 4, since Solution 3 uses a NGAP indication to inform AMF, and Solution 4 uses a NAS indication to inform AMF. 
In addition, Solution 3 reuse the same method as IAB, where the IAB and NCR are both operator-deployed device. So Solution 3 is preferred.
Proposal 3: RAN3 adopt Solution 3.

Validation
For Validation, there is no clear definition on the meaning for “validation”. There seems at least 2 different scenarios proposed.
· ([4]) explains that a NCR device may connect to a wrong cell (either maliciously or by error) can cause RF and interference problems. 
· ([5]) provide another scenario for RAN validation.  Considering the size of a NCR is small enough, it is possible that a person may easily steal a NCR device and re-deploy it to an unexpected place without permission/application for better coverage of that place. The validation function can prevent the unauthorized re-deployment of a NCR device.
The NCR is an operator-deployed device. When the operator deploy a NCR, the network planning is considered, and the operator know the neighboring cells. In case operator may want to prevent the NCR connecting with a wrong cell, this can be done at the deployment phase via configuration, e.g. configure the NCR to only connect with a specific cell. This is similar to LTE Relay Node that is configured with a list of DeNB cells. Please note the proposed solution also requires the configuration in the gNB, i.e. to configure a list of allowed NCRs in the gNB. 
In addition, this can also be supported via implementation. A NCR need to report its status (e.g. info of the connected cell) to the OAM server. In case the NCR connect to a wrong cell, the OAM server can know it, and can trigger a warning to the operator. 
Proposal 4: in case there is a need to prevent a NCR connecting with a wrong cell, the NCR can be configured with a list of allowed cells. 
The 2nd scenario as mentioned in ([5]) is not in RAN3 scope. This “anti-theft” may also apply to other network devices, e.g. an IAB node, or a pico cell, etc. There is no need for RAN3 to continue the discussion on this issue.

OAM
The NCT is an operator-deployed network device, so OAM connection should be supported, e.g. for reconfiguration, software upgrade, performance metric collection, alarm, etc. The transport connection with the OAM server should be based on traditional IP connection. NCR can use same method as IAB that a PDU session is to be used for OAM. This only have Stage-2 impact. 
Proposal 5: the OAM connection can be provided via the NCR-MT’s PDU session. 

NCR integration procedure
A high-level flow chart for NCR integration is shown below:

 
[bookmark: OLE_LINK14]Figure 1: The integration procedure for NCR-node
Phase 1: NCR-MT setup. In this phase, the NCR-MT of the new NCR-node connects to the network in the same way as a UE, by performing RRC connection setup procedure with gNB-CU, authentication with the core network, and, OAM connectivity establishment by using the NCR-MT’s PDU session. The OAM server may configure the NCR-node about the list of NR cells that the NCR-MT can connect with.
Phase 2: The gNB-CU may configure the NCR node via the RRC. 
Editor’s NOTE: The information to be configured via RRC pends on RAN2. 
Phase 3: After the NCR is configured, the NCR-node can start serving the UEs.
Depends on the potential impact to F1, this procedure may be added in TS38.300 or TS38.401. 
Proposal 6: RAN3 agree the above procedure for NCR integration procedure. 
The draft Stage-2 TP can be found at ([6]).
4. Conclusion
Following are the proposals for NCR authorization:
Proposal 1: exclude Solution 2 from further evaluation. 
Proposal 2: RAN3 agree to add a new NCR authorized IE in NGAP. 
Proposal 3: RAN3 adopt Solution 3.
Proposal 4: in case there is a need to prevent a NCR connecting with a wrong cell, the NCR can be configured with a list of allowed cells. 
Proposal 5: the OAM connection can be provided via the NCR-MT’s PDU session. 
Proposal 6: RAN3 agree the above procedure for NCR integration procedure. 
The draft Stage-2 TP can be found at ([6]).
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