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Introduction
This contribution discusses mobile IAB interference mitigation. The WID states following ([1]). 
· Mitigation of interference due to IAB-node mobility, including the avoidance of potential reference and control signal collisions (e.g. PCI, RACH). [RAN3, RAN2]

Last RAN3 meeting agreed following: 
PCI Space Partitioning is performed by OAM and up to implementation.
As baseline, to avoid PCI collision, F1-terminating IAB-donor can reconfigure PCI for the cell of mobile IAB-DU via existing F1AP message.
PCI-change on the IAB-node can be supported via handover of connected UEs between cells using old and new PCI, respectively.
PCI collision can be detected by the F1-terminating IAB-donor of the mobile IAB-node.

FFS for the PCI reconfiguration in case of IAB-donor and IAB-node with different OAMs.

In this contribution we discuss the remaining issues related to PCI management.

Discussion
2.1 PCI collision detection/avoidance
RAN3#117bis agreements provide a versatile means for the PCI monitoring for mobile IAB-deployments. The means are not even limited to the agreed features but other existing possibilities exist, like normal UE ANR reporting applied both to UEs and IAB-MTs. The RAN serving the mobile IAB-nodes will be aware of the mobile IAB locations and the mobility history at least on the cell resolution which will be in normal cases enough to detect or estimate the probability of colliding PCIs of two mobile IAB-nodes. With PCI space partitioning also the probability of collisions can be reduced considerably.
Observation 1. RAN3 agreed features and other existing RAN capabilities provide sufficient means for PCI collision detection/avoidance.
Proposal 1. No further enhancements are needed for PCI collision detection/avoidance.
Whenever there is a risk of collision, the PCI of (one of) the mobile IAB-node can be change by the CU controlling the IAB-node. As already recognized, the PCI change could utilize the dual-DU approach, to be specified for full migration, for smooth transition (HO) of UEs between the old cell and the changed new cell with the changed PCI. The procedure can be a subset of that of full migration as only one CU is involved.
Observation 2. Rel.18 full migration provide means to avoid RLF caused by PCI change by handing over UEs from the old cell to the new cell with changed PCI.
Proposal 2. No new signalling procedures specific for PCI change are needed.

2.2 PCI configurations with multiple OAMs
An FFS was identified for case with multiple OAMs:
· FFS for the PCI reconfiguration in case of IAB-donor and IAB-node with different OAMs
We think this is not an issue. In a normal (i.e. non-IAB) deployment, it is possible that the gNB-DU and gNB-CU come from a different vendor and uses different OAMs. The gNB-DU may be configured by the gNB-DU’s OAM server for the PCIs. During the F1 Setup procedure, the gNB-CU may configure gNB-DU to use a different PCI. The gNB-CU has better knowledge about the PCI alllocations, e.g. PCI used by other connected gNB-DU, PCI used by the neighboring cells, PCIs configured by gNB-CU’s OAM, etc. This also does not preclude the coordination between the gNB-DU’s OAM and gNB-CU’s OAM. 
The mobile IAB is no different from the normal deployment. Even the IAB node and IAB-donor may come from different vendor and use different OAMs. It can be similar to normal deployment. There are no new issues, thus no enhancement is needed. 

Observation 3. From RAN3 perspective, the IAB node and IAB-donor may use different OAMs, just like normal gNB-DU and gNB-CU that may use different OAMs. 
Proposal 3. No enhancement is needed when the IAB node and IAB-donor use different OAMs. 

Conclusions
In this contribution, we briefly analyzed interference mitigation and PCI management in mobile IAB scenarios. We made following observations: 
Observation 1. RAN3 agreed features and other existing RAN capabilities provide sufficient means for PCI collision detection/avoidance.
Observation 2. Rel.18 full migration provide means to avoid RLF caused by PCI change by handing over UEs from the old cell to the new cell with changed PCI.
Observation 3. From RAN3 perspective, the IAB node and IAB-donor may use different OAMs, just like normal gNB-DU and gNB-CU that may use different OAMs. 

Based on the analysis we propose following:
Proposal 1. No further enhancements are needed for PCI collision detection/avoidance. 
Proposal 2. No new signalling procedures specific for PCI change are needed. 
Proposal 3. No enhancement is needed when the IAB node and IAB-donor use different OAMs. 
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