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1 Introduction

CB: # 55_SIB1819

- Discuss whether the general rule agreed in RAN3#97 is future proof and scalable?

- Check the usage of SIB18/19 infor in CU?

(HW - moderator)

Summary of offline disc R3-225064
2 For the Chairman’s Notes
Propose the following:
No consensus on the general rule for SI delivery over F1. 
No consensus on the delivery of the SIB18 over F1. 
3 Discussion (Round 1)
System information encoded by the gNB-CU should be always delivered to the gNB-DU for broadcast. Hence below focuses on the system information encoded by the gNB-DU. 

3.1 Background and current specification status
At previous RAN3-97 meeting, the following agreements were made as follows. 
· SI exchange over F1-C shall be supported; support for exchange of encoded RRC message, parameters, or both, is FFS.

In TS 38.470 v17.1.0, those SIBs encoded by the gNB-DU are specified.  

	The gNB-DU is responsible for the encoding of the NR-MIB message. In case broadcast of SIB1 and other SIBs is needed, the gNB-DU is responsible for the encoding of the SIB1 message, SIB10, SIB12, SIB13, SIB14, SIB15, SIB17, SIB18 and SIB20, and the gNB-CU is responsible for the encoding of other SIBs. The gNB-DU may re-encode SIB9. The gNB-DU is responsible for the generation of the SystemInformation message.

NOTE:
The SIB19 is generated by the gNB-DU.


In TS 38.473 v17.1.0, the following MIB/SIBs are included in the gNB-DU System Information IE sent to the gNB-CU. The system information contents are also provided, as described in TS 38.300. 
	SI message
	MIB/SIB Contents

	MIB message
	cell barred status information and essential physical layer information of the cell required to receive further system information

	SIB1 message
	scheduling of other system information blocks and contains information required for initial access

	SIB12 message
	information related to NR sidelink communication

	SIB13 message
	information related to V2X sidelink communication as specified in TS 36.331

	SIB14 message
	information related to V2X sidelink communication as specified in TS 36.331

	SIB10 message
	the Human-Readable Network Names (HRNN) of the NPNs

	SIB17 message
	information related to TRS configuration for UEs in RRC_IDLE/RRC_INACTIVE

	SIB20 message
	MCCH configuration

	SIB15 message
	information related to disaster roaming


When comparing the stage 2 specification with the stage 3 specification, the moderator makes the following observations for the system information encoded by the gNB-DU: 

· All system information described in stage 2 except SIB18 and SIB19 are signalled in stage3. 
· SIB10 used for HRNN is delivered to the CU. 
· SIB17 used for TRS configuration for idle/inactive UEs, is delivered to the CU. 
3.2 General rule for SI delivery for future proof and in a scalable way
Based on the online discussion, generally there are two options as follows for the SI encoded by the gNB-DU. 
· Option 1: System information should always be signalled to the gNB-CU. 
· Option 2: Only system information deemed useful for the gNB-CU, should be signalled to the CU. (i.e. case by case analysis is needed) 
Question #1: your preference of the above options with possible comments, or any other views. 
	Company
	Comment

	Huawei
	We support option 1. 
Our main thinking is that each system information may reflect the new functionality/feature supported by the gNB-DU. The gNB-CU as the central unit, especially hosting RRC protocol should be aware of all possible functionalities supported by its connected gNB-DUs/cells. How the gNB-CU utilizes the system information encoded by the gNB-DU, can be left to the gNB-CU’s proprietary RRM mechanisms (e.g. load balance, access control, measurement configuration, mobility etc).  Otherwise, in our view the gNB-CU can not function well as a central unit node in from a system perspective.  
We think this is also the main reason why the SIB10 and SIB17 are delivered to the gNB-CU. 

	Qualcomm
	Option1
Just to have a simple and common rule. Else we need to go back and revisit all the DU responsible SIBs being sent to CU if they are really needed or not, eg: SIB10. 

Also, for every new SIB introduced in DU, we need not discuss whether it is needed to be sent to CU. Few companies may think their internal RRM algorithm needs the SIB details from DU and few companies may not need it. Hence to avoid confusion and discussion it is better to send all the DU responsible SIBs to CU.



	Ericsson
	The RAN3 #97 agreement is of course valid, but it doesn’t say “all SIBs shall be transferred over F1-C”. In fact, not all existing SIBs are currently transferred, as also mentioned by the Moderator. We are not really sure that the presence of a Stage 2 description for a SIB can be used as a reason for signaling it.

The current agreement has worked well up to now where the number of SIBs was limited and the SIBs were all “core”. As mentioned online, we would like to raise awareness on scalability, as we are constantly adding information to the gNB-DU System Information IE which is less and less “core”.

And we also notice that if the purpose of transferring a SIB is simply to make the other node aware of the features supported, it’s basically a capability signaling, which RAN3 doesn’t do.

For these reasons, we support Option 2.

(to QC: this is standards – we don’t care about “internal RRM algorithms”, but about what is specified in the standards text)

	Nokia
	Can we propose as a compromise that we follow the rule until we reach a scalability problem, then we could update the rule.

	
	

	
	

	
	


Moderator summary: 

Three companies are fine with option 1, while one company supports option 2. 
See the proposal in section 2. 
3.3 SIB18 delivery
Below focuses on the SIB18 delivery over F1. The SIB19 is not considered in this SoD, since it was discussed widely in R3-223891 at previous meeting already.  
According to the TS38.331, this SIB18 contains the GINs to support access using credentials from a CH or to support UE onboarding. 
	–
SIB18
SIB18 contains Group IDs for Network selection (GINs) to support access using credentials from a Credentials Holder or to support UE onboarding.
SIB18 information element
-- ASN1START

-- TAG-SIB18-START

SIB18-r17 ::=               SEQUENCE {

    gin-ElementList-r17         SEQUENCE (SIZE (1..maxGIN-r17)) OF GIN-Element-r17            OPTIONAL,   -- Need R

    gins-PerSNPN-List-r17       SEQUENCE (SIZE (1..maxNPN-r16)) OF GINs-PerSNPN-r17           OPTIONAL,   -- Need R

    lateNonCriticalExtension    OCTET STRING                                                  OPTIONAL,

    ...

}

GIN-Element-r17 ::=         SEQUENCE {

    plmn-Identity-r17           PLMN-Identity,

    nid-List-r17                SEQUENCE (SIZE (1..maxGIN-r17)) OF NID-r16

}

GINs-PerSNPN-r17 ::=        SEQUENCE {

    supportedGINs-r17           BIT STRING (SIZE (1..maxGIN-r17))                             OPTIONAL   -- Need R

}

-- TAG-SIB18-STOP

-- ASN1STOP


If the CU can be aware of the SIB18, the moderator understands that it can get to know that its connected DU/cell supports: 
· the feature of the UE access SNPN using credentials from a CH
· the feature of the UE onboarding 

· the GINs supported by each SNPN (in terms of the GIN ID, the maximum numbers etc)
The moderator understands this question may be related to Q1, but it is better to collect company views further.
Question #2: Should the SIB18 be delivered over F1, and possible reasons?
	  Company
	Comment

	Huawei
	Yes. 
 This SIB gives information about the R17 NPN features. With the SIB18, first the CU can first be aware of the R17 NPN feature/functionality support by its connected DUs/cell, then how the CU uses it, can be up to its RRM mechanisms. Some mechanisms may include but not limited to 
· SNPN level access control (in F1AP Network Access Rate Reduction message), e.g., based on the GINs supported by each SNPN, the number of GINs etc.  
· SNPN mobility configuration, e.g., cell reselection parameters (including the offset, frequency priority etc). 

	Qualcomm
	Yes.
Same reason as Q1

	Ericsson
	No.

Looking at the clarifications given:

· “the feature of the UE access SNPN using credentials from a CH” → there is no function associated in the gNB-CU-CP with that; this is pure configuration data in the gNB-DU;

· “the feature of the UE onboarding” → onboarding is controlled by the information broadcasted in SIB1 (i.e.onboardingEnabled), and this information is already provided to the gNB-CU;

· “the GINs supported by each SNPN (in terms of the GIN ID, the maximum numbers etc)” → also in this case, there is no function associated in the CU-CP with that; this is pure configuration data in the gNB-DU.
Therefore, it seems that transferring this SIB acts indeed like a “node capability signaling”, which normally we don’t support over standardized network interfaces.

	Nokia
	See answer to Q1.

	
	

	
	

	
	


Moderator summary: 

See the proposal in section 2. 
4 Conclusion, Recommendations

TBD
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E///: What’s the usage of those SIB18/19 information transferred from DU to CU?

HW: At least for gNB-CU to be aware of the R17 functions supported by its connected gNB-DUs.

Nok: Align with the agreement in RAN3#97
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