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1. Introduction
As been discussed in the discussion paper R3-224632, we provide the corresponding Text Proposal in this contribution, to support NCR management functions, including NCR identification and authorization.

2. Text Proposal for TR 38.867 

<<<<<<<<<<<<<<<<<<<<<<<< Begin of the changes >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc102054328]8	Repeater management
[Editor's Note: This clause includes the aspect related to repeater management (i.e., identification and authorization) including the required assistance on other aspects.]
[bookmark: _Toc102054329]8.1	Solution on Repeater management
Solution 1: RedCap like solution
A NCR registers to the network as a normal UE, it can be identified by the network during Random Access procedure, e.g. via MSG3/MSGA from a NCR specific LCID(s) and optionally via MSG1/MSGA (PRACH occasion or PRACH preamble). For NCR UE identification via MSG1/MSGA, NCR specific Random Access configuration may be configured by the network. No specific authorization procedure is needed, and NCR node can be considered as authorized when it successfully registered to the network.
In RedCap, NG-RAN node provides a RedCap Indication to 5GC for charging policy. But for NCR, it seems there’s no such kind of requirement, thus, this indication seems not needed.

Solution 2: IAB-like solution
The IAB-like NCR identification and authorization solution is illustrated in the following Figure 8.1-x: 


Figure 8.1-x IAB like NCR identification and authorization
In this solution, a NCR node registers to the network as a UE. NCR accesses to a cell as a UE, and indicates the UE type is NCR. NG-RAN node provides a NCR indication to the AMF in the Initial UE Message. 5GC provides the authorization info to the NG-RAN node, i.e. whether the UE is allowed to work as NCR under this NG-RAN node. 

Solution 3: Pure NG-RAN based solution
The pure NG-RAN based NCR identification and authorization solution is illustrated in the following Figure 8.1-y: 


Figure 8.1-y Pure NG-RAN based NCR identification and authorization
In this solution, it is unnecessary for NCR to do the registration, thus, no impact to 5GC, only UE and NG-RAN are involved for NCR identification and authorization.
The identification and authorization of NCR node could be done within NG-RAN node, e.g. in the Random access procedure, with necessary pre-configuration or OAM configuration. 

[bookmark: _Toc102054330]8.2	Specification impacts  
For Solution 1, RedCap like solution, it may impact:
· No impact to NG-RAN architecture and protocol stack.
· Legacy registration procedure is reused, no impact to 5GC.
· Enhancements in NR-Uu are needed to support NCR access, NCR identification.
· Coordination between NG-RAN node and OAM are needed for NCR specific identification andauthorization.

For Solution 2, IAB-like solution:
· Enhancements in NR-Uu are needed to support NCR access and NCR identification. 
· Enhancements in NGAP is needed to support NCR indication and NCR authorization.

For Solution 3, Pure NG-RAN based solution:
· No impact to NG-RAN architecture and protocol stack.
· 5GC is not involved. 
· Enhancements in NR-Uu are needed to support NCR access, identification, and authorization. Coordination between NG-RAN node and OAM can be considered. 

[Editor's Note: This clause includes the identified specification impacts for each solution based on the inputs from RAN2 and RAN3, it will be captured in clause.]
<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

[bookmark: _Toc102054331]10	Conclusion
10.x	Recommendation
From the solutions of Repeater management, 5GC is unnecessary to be involved in NCR management. To minimize the impact to the whole system, the option 3 as specified in section 8.1 is recommended to be specified in the WI phase. With it, the NCR identification and authorization are all done within NG-RAN, which may require necessary coordination with OAM.

<<<<<<<<<<<<<<<<<<<<<<<< End of the changes >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>
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