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The purpose of the Handover Preparation procedure is to request the preparation of resources at the target side via the EPC. There is only one Handover Preparation procedure ongoing at the same time for a certain UE.
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[bookmark: _Ref161395216]Figure 8.4.1.2-1: Handover preparation: successful operation
The source eNB initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving MME. When the source eNB sends the HANDOVER REQUIRED message, it shall start the timer TS1RELOCprep. The source eNB shall indicate the appropriate cause value for the handover in the Cause IE.
*********************
Skip the unchanged
*********************
If the Security Indication IE is included within the Source eNB to Target eNB Transparent Container IE of the HANDOVER REQUIRED message, it indicates the security policy stored in the source eNB for the concerned E-RAB, as specified in TS 33.401 [15].
[bookmark: _Hlk101439145]If the Security Result IE is included within the Target eNB to Source eNB Transparent Container IE of the HANDOVER COMMAND message, the source eNB shall take it into account it indicates whether as the status of integrity protection has been configured by the target eNB for the concerned E-RAB.
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