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1. Introduction
A discussion on flexible gNB-ID solutions was carried out in RAN plenary #94, where a number of issues were described in RP-213245. RAN plenary concluded that discussions shall be taken and concluded within RAN3 and RAN2, because each WG is responsible for one variant of the solutions (RAN3 is responsible for network based solutions, RAN2 is responsible for broadcast based solutions). Specifically, the following was captured in the RAN plenary meeting minutes:
Issues as in RP-213245 can be brought up in the corresponding WGs on their own merits and the decision will be made by the group.

Therefore, both RAN3 and RAN2 are working on this topic and trying to converge on a solution.
At the last RAN3 meeting a discussion took place concerning how to disambiguate a gNB-ID from a CGI.
The discussion did not converge on agreements on possible solutions, as documented in R3-222847.
This paper recaps the discussion and proposes a way forward.
2. [bookmark: OLE_LINK1][bookmark: OLE_LINK2]Discussion
At RAN3-115e RAN3 could not reach consensus to agree the CRs in R3-221618 and R3-221619. 
These CRs propose a network-based solution aimed at deriving the gNB-ID of an NG-RAN node from a CGI reported via UE measurements (e.g. ANR measurements). The purpose of the solution is that of allowing the Xn TNL address discovery to run correctly.
The network-based solution in R3-221618 and R3-221619 can be summarised as follows:
· A gNB receives an unknown CGI from a UE via, e.g. ANR measurements 
· To discover the IP address to use for setup of the Xn with the newly discovered NG-RAN node, the gNB signals the received CGI to the connected AMF 
· The AMF tries to disambiguate the gNB-ID from the left-most bits of the received CGI and, if successful, it forwards the Xn transport network address discovery message to the neighbour NG-RAN node. If the process is successful an Xn can be established.
While the discussion was so far only focussed on the case of Xn TNL address discovery, it appears that another important use case was not considered, namely the case of CN based handovers.
In the sections below the new CN based HO use case is considered. After that the use cases already discussed at RAN3-115e are discussed.
2.1. CN based Handovers
CN based handover procedures can occur in a number of cases, for example:
· A CN based HO may be triggered when a UE reports a target cell towards which an Xn based HO is not possible. One reason for this could be that an Xn interface has not yet been established with such target RAN.
In these cases it is a common procedure to handover the UE via the NG interface (to avoid HO delays) and to trigger an Xn TNL address discovery to ensure the possibility of Xn HOs in the future.
· A CN based HO may be triggered when an Xn interface is not available between source and target NG-RAN nodes. An example could be where source and target NG-RAN nodes are connected to different AMF sets. Another example could be where source and target NG-RAN nodes belong to different sharing operators that have decided not to interconnect their nodes via Xn.
In an NG-based HO, the Target ID of the target NG-RAN has mandatory presence in the NG: HANDOVER REQUIRED message. Below are the message and IE descriptions of relevance.
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This message is sent by the source NG-RAN node to the AMF to request the preparation of resources at the target.
Direction: NG-RAN node  AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.22
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Target ID
	M
	
	9.3.1.25
	
	YES
	reject

	Direct Forwarding Path Availability
	O
	
	9.3.1.64
	
	YES
	ignore

	PDU Session Resource List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>Handover Required Transfer
	M
	
	OCTET STRING
	Containing the Handover Required Transfer IE specified in subclause 9.3.4.14.
	-
	

	Source to Target Transparent Container
	M
	
	9.3.1.20
	
	YES
	reject



	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.
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This IE identifies the target for the handover.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Target ID
	M
	
	
	

	>NG-RAN
	
	
	
	

	>>Global RAN Node ID
	M
	
	9.3.1.5
	

	>>Selected TAI
	M
	
	TAI
9.3.3.11
	

	>E-UTRAN
	
	
	
	

	>>Global eNB ID
	M
	
	Global ng-eNB ID
9.3.1.8
	

	>>Selected EPS TAI
	M
	
	EPS TAI
9.3.3.17
	

	>Target RNC-ID
	
	
	
	

	>>LAI
	M
	
	9.3.3.30
	

	>>RNC-ID
	M
	
	9.3.1.123
	This IE is ignored if the Extended RNC-ID IE is included in the Target ID IE.

	>>Extended RNC-ID
	O
	
	9.3.1.124
	The Extended RNC-ID IE is used if the RNC identity has a value larger than 4095.




From the above it can be deduced that the source RAN needs to derive the target Global RAN Node ID before triggering an NG: HANDOVER REQUIRED message. If the RAN is not able to derive a target Global RAN Node ID the following occurs:
· The NG based HO procedure fails if the source RAN does not include a Target ID in the HO Required message
· If the RAN includes an incorrect Target ID in the HO Required message, the AMF is not able to route the HO signalling to the correct target NG-RAN. The HO will eventually fail.
· The UE is likely to experience RLF, due to failed HO preparation

The CN based solution for gNB-ID disambiguation proposed in R3-221618 and R3-221619 is not able to address this problem because the gNB-ID is derived at the AMF, while it should be derived at the RAN.
On the other hand, a solution based on the broadcast of the gNB-ID length over the SIBs would allow the HO preparation procedures to run without problems. A broadcast based solution could work as follows:
· A source RAN node receives a UE measurement report including the target cell´s CGI and the gNB-ID length for the target NG-RAN node identifier
· The source RAN is able to deduce the target Global RAN Node ID for the target NG-RAN. Such Global RAN Node ID may be stored for future usage.
· The source NG-RAN is able to correctly trigger an NG: HANDOVER REQUEST towards the AMF 
Conclusion 1: With the network based solution presented in R3-221618 and R3-221619 the source NG-RAN cannot derive the target NG-RAN Global RAN Node ID IE needed for NG-based HO preparation procedures. A solution based on broadcast of the Global RAN Node ID length works also in the cases of NG-based HO preparation procedures
2.2. Previously discussed use cases
2.2.1. Flexible gNB-ID deployment
The flexible gNB-ID feature should allow for unconstrained assignment of gNB-IDs. 
This means that an operator should be able to assign any available gNB-ID to a RAN node, without being constrained by special gNB-ID encoding rules.
This is evident from the requirements brought up by operators in today´s networks. Below are some examples of how flexible gNB-IDs are requested to be used:
· An operator is present in several markets and is using a fixed gNB-ID length for all such markets, e.g. 22 bits. The operator wants to migrate, with time, all its gNB-IDs to a different length, e.g. 24 bits. This implies that there will be a migration period where gNB-IDs of 22 bits lengths and 24 bits lengths will coexist. 
· An operator uses the bits forming the gNB-ID to identify characteristics of an NG-RAN node. For example, the bits in the gNB-ID can be used to identify: supported frequencies, type of NG-RAN node (macro, pico, …), geographical location (state, province, city,…).
· An operator wants to increase the number of cells in a given NG-RAN node, hence it wants to reduce its gNB-ID length

To enable the above usage examples of flexible gNB-IDs, the allocation of gNB-IDs should not be constrained by encoding rules based on hierarchical allocation, like in the network based solutions in R3-221618 and R3-221619. 
The network based solution is based on the following behaviour (see R3-221618):
The AMF may, if supported, try to match the N leftmost bits of the NR cell identifier with an NG-RAN node ID it connects to, decreasing N starting with a value 32 and identify the target NG-RAN node ID as the first successful match. 

Namely, two gNB-IDs of different length cannot contain the same sequence of 22 or more most significant bits. 
As mentioned in one of the examples above, there can be deployments where, in the same geographical area, there are gNBs using short gNB-IDs (e.g. macro nodes in need to support more cells) and gNBs using long gNB-IDs (e.g. pico nodes in need to support less cells). This would result in a gNB-ID allocation that is difficult to adapt to the rules on which the network based solution is built. A simple example is shown below:
	
	gNB-ID
	Served CGI

	Macro gNB1
	(22 bits) 1100010101100110110111
	CGI 1 = 110001010110011011011110000101011001

	Pico gNB2
	(24 bits) 11000101011001101101111000
	CGI 2 = 110001010110011011011110000101011000



As it can be seen, the example above assumes that an operator has allocated Macro gNB-ID1 and Pico gNB-ID2 in an unconstrained way, by simply selecting the gNB-ID values that were available. However, in this example the network based solution in R3-221618 and R3-221619 will not work because it will confuse Macro gNB-ID1 and Pico gNB-ID2. An AMF that would receive CGI1 would derive Pico gNB-ID 2 from it, which is an error.
On the contrary, a solution where the gNB-ID length is broadcast in the SIBs is free from such constraints and errors because the RAN is able to derive the exact and correct gNB-ID from any CGI reported by the UE.
Conclusion 2: the solution in R3-221618 and R3-221619 alone cannot enable fully flexible utilisation of gNB-IDs with different length. On the contrary, a broadcast based solution enables unconstrained utilisation of flexible gNB-IDs

2.2.2. Impact on CN and existing procedures
During RAN3-115e it was pointed out that the network based solution in R3-221618 and R3-221619 is not in line with current specifications. 
In fact, the CR in R3-221619 proposes the following:
-----------------------------------------------------
[…]
If the AMF receives the SON Configuration Transfer IE, it shall transparently transfer the SON Configuration Transfer IE towards the NG-RAN node indicated in the Target RAN Node ID IE which is included in the SON Configuration Transfer IE. If the NG-RAN CGI IE is included within the Target RAN Node ID IE, the AMF shall, if supported, ignore the Global RAN Node ID IE within the Target RAN Node ID IE, and use it to identify the target gNB as described in TS 38.300 [8].
[…]
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This IE contains the configuration information, used by e.g., SON functionality, and additionally includes the NG-RAN node identifier of the destination of this configuration information and the NG-RAN node identifier of the source of this information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Target RAN Node ID
	M
	
	
	
	
	

	>Global RAN Node ID
	M
	
	9.3.1.5
	
	
	

	>Selected TAI
	M
	
	TAI
9.3.3.11
	
	
	

	>NG-RAN CGI
	O
	
	9.3.1.73
	This IE is ignored if the SON Information IE contains the SON Information Reply IE.
	YES
	ignore

	Source RAN Node ID
	M
	
	
	
	
	

	>Global RAN Node ID
	M
	
	9.3.1.5
	
	
	

	>Selected TAI
	M
	
	TAI
9.3.3.11
	
	
	

	SON Information
	M
	
	9.3.3.7
	
	
	

	Xn TNL Configuration Info
	C-ifSONInformationRequest
	
	9.3.3.9
	Source NG-RAN node Xn TNL Configuration Info.
	
	



	Condition
	Explanation

	ifSONInformationRequest
	This IE shall be present if the SON Information IE contains the SON Information Request IE set to "Xn TNL Configuration Info"



-----------------------------------------------------
The solution in R3-221619 implies that the source RAN node needs to fill the mandatory Global RAN Node ID IE with spoof values (source RAN does not know the Target RAN Node ID). Nevertheless, the SON Configuration Transfer IE is a transparent container that will be forwarded to the Target NG RAN by the AMF. Namely, the SON Configuration Transfer IE shall contain a correct Global RAN Node ID IE before it is received by the target RAN. 
This implies that the AMF needs to modify the Global RAN Node ID IE within the SON Configuration Transfer, before forwarding this IE to the Target RAN. In other words, the SON configuration Transfer message is not a transparent container anymore because the AMF needs to read and write into it.
Conclusion 3: the solution in R3-221618 and R3-221619 is based on modification at the AMF of the handling of SON Configuration Transfer, which has so far been a transparent container. Such behaviour needs to be checked with SA2 
[bookmark: _Hlk101195054]Besides the above, it is obvious that the network based solution under discussion is entirely relying on functionalities at the AMF. SA2 and CT1 should therefore be contacted to evaluate the solution and determine if it is feasible, if it is beneficial and what are the impacts on current networks and specifications.
Conclusion 4: the solution in R3-221618 and R3-221619 is based on functionalities residing at source and target AMF. SA2 and CT1 should therefore be contacted to evaluate the solution and determine if it is feasible, if it is beneficial and what are the impacts on current networks and specifications

2.2.3. RAN Sharing
If any conclusion can be derived from the discussions at RAN3-115e, it probably is that, to use the network based solution in R3-221618 and R3-221619 for RAN sharing, operators need to coordinate their gNB-ID deployment. While this is possible, it is important to note that there will be further complexity for sharing operators. For example:
· Operators will need to share a common gNB-ID allocation process that respects the hierarchical allocation rules described in section 2.2.1. This implies to support a cross-operator tool/platform for common gNB-ID allocation 
· Operators will need to upgrade their CN with new functionality to derive the gNB-ID from CGIs, even if the solution is not used in their non shared network
· Due to the fact that the network based solution under discussion relies on changes both at RAN and at CN, operators will need to ensure that all their RAN nodes and AMFs are upgraded to ensure correct functioning of the feature
On the contrary, a broadcast based solution requires to be supported by the RAN and by a (potentially small) portion of the UE population (namely, a sufficient number of UEs to allow correct discovery of neighbour RAN nodes IDs). This reduces the impact of the solution on current networks and on shared RAN deployments. 
Conclusion 5: The network based solution in R3-221618 and R3-221619 brings extra complexity in RAN sharing cases. Such extra complexity may be reduced with a broadcast based solution.
3. Way forward
The topic discussed in this paper has been long debated without converging into solutions that could satisfy the requirements of all parties. 
Both RAN2 and RAN3 are working on the topic and coordination is needed between these two groups.
In order to ensure that discussions move forward towards the fulfilment of all requirements outlined by different parties, the following is proposed:
1) RAN3 should discuss how to solve each use case discussed, including CN based HOs. RAN3 should take into account whether a single solution that addresses all use cases, including CN based HOs, is needed or if multiple solutions, each resolving some of the use cases, should be pursued
2) RAN3 should continue working on network based solutions, while waiting for progress in RAN2 on broadcast based solutions. As agreed by RAN plenary, the two groups should discuss these solutions “based on the WG´s merits”
3) If RAN3 concludes that network based solutions are beneficial and need to be pursued, RAN3 should send an LS to SA2 and CT1 to check whether such solutions are feasible and to verify their impact on current systems and specifications. A draft LS is available in R3-223408 
3. Conclusion
[bookmark: _Toc423020280]This paper continued discussions on flexible gNB-IDs, expanding the analysis to new use cases and highlighting the issues on which RAN3 should focus on.
The following conclusions have been outlined:
Conclusion 1: With the network based solution presented in R3-221618 and R3-221619 the source NG-RAN cannot derive the target NG-RAN Global RAN Node ID IE needed for NG-based HO preparation procedures. A solution based on broadcast of the Global RAN Node ID length works also in the cases of NG-based HO preparation procedures
Conclusion 2: the solution in R3-221618 and R3-221619 alone cannot enable fully flexible utilisation of gNB-IDs with different length. On the contrary, a broadcast based solution enables unconstrained utilisation of flexible gNB-IDs
Conclusion 3: the solution in R3-221618 and R3-221619 is based on modification at the AMF of the handling of SON Configuration Transfer, which has so far been a transparent container. Such behaviour needs to be checked with SA2 
Conclusion 4: the solution in R3-221618 and R3-221619 is based on functionalities residing at source and target AMF. SA2 and CT1 should therefore be contacted to evaluate the solution and determine if it is feasible, if it is beneficial and what are the impacts on current networks and specifications
Conclusion 5: The network based solution in R3-221618 and R3-221619 brings extra complexity in RAN sharing cases. Such extra complexity may be reduced with a broadcast based solution.
The following way forward has been proposed:
1) RAN3 should discuss how to solve each use case discussed, including CN based HOs. RAN3 should take into account whether a single solution that addresses all use cases, including CN based HOs, is needed or if multiple solutions, each resolving some of the use cases, should be pursued
2) RAN3 should continue working on network based solutions, while waiting for progress in RAN2 on broadcast based solutions. As agreed by RAN plenary, the two groups should discuss these solutions “based on the WG´s merits”
3) If RAN3 concludes that network based solutions are beneficial and need to be pursued, RAN3 should send an LS to SA2 and CT1 to check whether such solutions are feasible and to verify their impact on current systems and specifications. A draft LS is available in R3-223408
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