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1 Introduction

This contribution is to kick off the following discussion.

	CB: # NTN3_ASN

- Check the details

- Approve the CRs if agreeable
(CATT - moderator)

Summary of offline disc R3-223689


For the first round, we check the details and try to reach some agreements. The deadline is 07:00am UTC, 12th, May. 
For the second round, we focus on the left issues in the first round, prepare the CRs. The deadline is 07:00am UTC, 16th, May. 
2 For the Chairman’s Notes
No need to add code points for access restriction in TS.38.423 corresponding ASN.1.
No need to add code points for access restriction in TS.38.413 corresponding ASN.1.
3 Discussion - Second Round

3.1 Issue 1: ASN.1 Correction for TS38.423

After the moderator checked, in TS.38423, there are 4 IEs named Bits in the IE Type, and they all reflect in ASN.1.
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So, the moderator suggests to add the explicit access restriction by agreeing the CR in [1] to keep consistency of the specification. 

Question 1: Do you agree [1] to add explicit access restriction for IEs Primary RAT Restriction and Secondary RAT Restriction in ASN.1 for XnAP to keep Consistency with other IEs?

	Company
	Agree or Disagree
	Comment

	Ericsson
	Disagree
	What we are discussing here is a proposed correction: there should be consensus that something needs to be corrected. In the 1st round, 1 company was in favor, 3 were against and 2 were neutral. We should simply acknowledge the lack of consensus and stop discussing. At best, if there is consensus that BIT STRINGs are treated inconsistently in our specs, there should be a review activity by spec Rapporteurs across all specs. We are strongly against doing such changes in a piecemeal fashion. But again, this would be purely for aesthetics, since as previously mentioned named bits in BIT STRINGs are optional.

	Huawei
	Disagree
	Agree Ericsson.

	ZTE
	
	We point out this issue to help the ASN.1 more clear, which is beneficial. If the majority of companies think it should be reviewed by XnAP Rapporteur, we are fine with it. 

Moderator could add one sentence in the Chairman Note, “XnAP Rapporteur to take the update in R3-223413”.

	
	
	

	
	
	

	
	
	


For Chairman Notes:

No need to add code points for access restriction in TS.38.423 corresponding ASN.1.
XnAP Rapporteur to take the update in R3-223413， if needed.

4 Discussion - First Round

4.1 Issue 1: ASN.1 Correction for TS38.423
In [1], it is point out in current XnAP specification, the explicit access restriction for all types of NR RATs based on satellite constellations, i.e. NR(LEO), NR(MEO), NR(GEO) and NR(OTHERSAT) have been introduced in the IEs RAT Restriction Information and Primary RAT Restriction, while in the corresponding ASN.1, only RAT Restriction Information reflects the above explicit access restriction. Similar issue is found in the IE Secondary RAT Restriction. It is proposed to add explicit access restriction for IEs Primary RAT Restriction and Secondary RAT Restriction in the corresponding ASN.1. 
ExtendedRATRestrictionInformation ::= SEQUENCE {


primaryRATRestriction

BIT STRING (e-UTRA (0),nR (1), nR-unlicensed (2), nR-LEO (3), nR-MEO (4), nR-GEO (5), nR-OTHERSAT (6)} SIZE(8, ...)),


secondaryRATRestriction

BIT STRING (e-UTRA (0),nR (1), e-UTRA-unlicensed (2), nR-unlicensed (3)} SIZE(8, ...)),


iE-Extensions

ProtocolExtensionContainer { {ExtendedRATRestrictionInformation-ExtIEs} }
OPTIONAL,


...

}

ExtendedRATRestrictionInformation-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {

Question 1: Do you agree [1] to add explicit access restriction for IEs Primary RAT Restriction and Secondary RAT Restriction in ASN.1 for XnAP?

	Company
	Agree or Disagree
	Comment

	Qualcomm
	Neutral
	This issue is pre-NTN, and also does not seem absolutely essential (there are bit strings without ASN.1 specific mapping). Can discuss need further.

	Nokia
	disagree
	This “issue” already exist in Rel-16 NGAP and XnAP. Not an essential correction. Suggest discuss with NGAP/XnAP rapporteur. 



	Huawei
	disagree
	Strictly speaking, this is not a problem from our opinion. We can find many other similar cases for a ‘bit string’ type IE.

	Ericsson
	Disagree
	Strictly speaking, named bits in BIT STRINGs are not mandatory (see J. Larmouth’s book on ASN.1, Sec. 2.5). Indeed, not an essential correction. At best, this might be discussed among specification Rapporteurs for potential common strategy. Not worth discussing further at this time.

	ZTE
	Agree
	As pointed out in our CR, in current XnAP specification, the explicit access restriction for all types of NR RATs based on satellite constellations, i.e. NR(LEO), NR(MEO), NR(GEO) and NR(OTHERSAT) have been introduced in the IEs RAT Restriction Information and Primary RAT Restriction, while in the corresponding ASN.1, only RAT Restriction Information reflects the above explicit access restriction. 

Why not explicitly introducing these access restriction into Primary RAT Restriction in ASN.1 to make it clear?

	CATT
	Neutral
	May not a problem, but to keep consist with other IE in TS 38.423, add  explicit access restriction or delete the restriction in RAT Restriction Information is both ok.


Moderator’s summary:
For TS.38.423, 1 of 6 company agree to add explicit access restriction in corresponding ASN.1, 

3 of 6 companies disagree to add it

2 of 6 companies keep neutral 

For Chairman Notes:

FFS on adding explicit access restriction in TS.38.423 corresponding ASN.1.

4.2 Issue 2: ASN.1 Correction for TS38.413
In [2], it is point out in current NGAP specification, the explicit access restriction for all types of NR RATs based on satellite constellations, i.e. NR(LEO), NR(MEO), NR(GEO) and NR(OTHERSAT) have been introduced in the IEs RAT Restriction Information and Primary RAT Restriction, while in the corresponding ASN.1, the explicit access restriction are not reflected. Similar issue is found in the IE Secondary RAT Restriction. It is proposed to add explicit access restriction for the above three IEs in ASN.1. 
ExtendedRATRestrictionInformation ::= SEQUENCE {


primaryRATRestriction

BIT STRING (e-UTRA (0),nR (1), nR-unlicensed (2), nR-LEO (3), nR-MEO (4), nR-GEO (5), nR-OTHERSAT (6)} SIZE(8, ...)),


secondaryRATRestriction

BIT STRING (e-UTRA (0),nR (1), e-UTRA-unlicensed (2), nR-unlicensed (3)} SIZE(8, ...)),


iE-Extensions

ProtocolExtensionContainer { {ExtendedRATRestrictionInformation-ExtIEs} }
OPTIONAL,


...

}

ExtendedRATRestrictionInformation-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}

>>>NEXT CHANGE <<<

RATRestrictionInformation ::= BIT STRING (e-UTRA (0),nR (1), nR-unlicensed (2), nR-LEO (3), nR-MEO (4), nR-GEO (5), nR-OTHERSAT (6)} SIZE(8, ...))

Question 2: Do you agree [2] to add explicit access restriction for IEs RAT Restriction Information, Primary RAT Restriction and Secondary RAT Restriction in ASN.1 for NGAP?

	Company
	Agree or Disagree
	Comment

	Qualcomm
	Neutral
	This issue is pre-NTN, and also does not seem absolutely essential (there are bit strings without ASN.1 specific mapping). Can discuss need further.

	Nokia
	disagree
	Refer to our comments on Q1. Please discuss with spec rapporteur.

There is another non-NTN IE have the similar “issue”, Update Feedback IE. if this is an issue, it also need to be fixed. 

	Huawei
	disagree
	See our comments on Q1.

	Ericsson
	Disagree
	Same comment as q1.

	ZTE
	Agree
	Same comment as Q1. 

As Nokia mentioned, the Update Feedback IE should be also corrected.

	CATT
	Disagree 
	Agree with Nokia, Update Feedback IE in TS 38.413 is only set as  UpdateFeedback ::= BIT STRING (SIZE(8, ...)), so in 413, we prefer not add it.


Moderator’s summary:
For TS.38.413, 1 of 6 company agree to add explicit access restriction in corresponding ASN.1, 

4 of 6 companies disagree to add it

1 of 6 companies keep neutral 

For Chairman Notes:

No need to add explicit access restriction in TS.38.413 corresponding ASN.1.

5 Conclusion, Recommendations [if needed]

If needed

6 References

[1] R3-223413 ASN.1 Correction on Extended RAT Restriction Information for TS 38.423 ZTE
R3-223414 ASN.1 Correction on RAT Restriction Information and Extended RAT Restriction Information for TS 38.413  ZTE
