

	
[bookmark: _Ref452454252][bookmark: _GoBack]3GPP TSG-RAN WG3 Meeting #114-e	R3-215782
1 – 11 November 2021
Online


Agenda Item:	30.4
Source:	Huawei, Telecom Italia
Title:	(TP for BL CR TS 38.401) Correction on enhanced eNB architecture evolution
Document for:	Other
[bookmark: _Hlk16810675]1	Introduction
In current BL CR of TS 38.401, some terms used for ng-eNB or eNB CP-UP separation are wrong, which makes ng-eNB or eNB CP-UP separation not clear. This TP tries to fix the issues.
Annex: TP for TS 38.401
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[bookmark: _Toc13919105][bookmark: _Toc29391467][bookmark: _Toc36560498][bookmark: _Toc45104731][bookmark: _Toc45883214][bookmark: _Toc51763493][bookmark: _Toc52266307][bookmark: _Toc13919106][bookmark: _Toc29391468][bookmark: _Toc36560499][bookmark: _Toc45104732][bookmark: _Toc45883215][bookmark: _Toc51763494][bookmark: _Toc52266308][bookmark: _Toc64445086]3	Definitions and abbreviations
3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Conditional Handover: as defined in TS 38.300 [2].
Conditional PSCell Change: as defined in TS 37.340 [12].
DAPS Handover: as defined in TS 38.300 [2].
eNB-CP: as defined in TS 36.401 [X].
eNB-UP: as defined in TS 36.401 [X].
en-gNB: as defined in TS 37.340 [12].
Early Data Forwarding: as defined in TS 38.300 [2].
gNB: as defined in TS 38.300 [2].
gNB Central Unit (gNB-CU): a logical node hosting RRC, SDAP and PDCP protocols of the gNB or RRC and PDCP protocols of the en-gNB that controls the operation of one or more gNB-DUs. The gNB-CU terminates the F1 interface connected with the gNB-DU. 
gNB Distributed Unit (gNB-DU): a logical node hosting RLC, MAC and PHY layers of the gNB or en-gNB, and its operation is partly controlled by gNB-CU. One gNB-DU supports one or multiple cells. One cell is supported by only one gNB-DU. The gNB-DU terminates the F1 interface connected with the gNB-CU.
gNB-CU-Control Plane (gNB-CU-CP): a logical node hosting the RRC and the control plane part of the PDCP protocol of the gNB-CU for an en-gNB or a gNB. The gNB-CU-CP terminates the E1 interface connected with the gNB-CU-UP and the F1-C interface connected with the gNB-DU.
gNB-CU-User Plane (gNB-CU-UP): a logical node hosting the user plane part of the PDCP protocol of the gNB-CU for an en-gNB, and the user plane part of the PDCP protocol and the SDAP protocol of the gNB-CU for a gNB. The gNB-CU-UP terminates the E1 interface connected with the gNB-CU-CP and the F1-U interface connected with the gNB-DU.
IAB-node: as defined in TS 38.300 [2].
IAB-donor: as defined in TS 38.300 [2]. 
IAB-donor-CU: the gNB-CU of an IAB-donor, terminating the F1 interface towards IAB-nodes and IAB-donor-DU.
IAB-donor-DU: the gNB-DU of an IAB-donor, hosting the IAB BAP sublayer (as defined in TS 38.340 [22]), providing wireless backhaul to IAB-nodes.
[bookmark: OLE_LINK19]IAB-DU: as defined in TS 38.300 [2].
IAB-MT: as defined in TS 38.300 [2].
ng-eNB: as defined in TS 38.300 [2].
ng-eNB Central Unit (ng-eNB-CU): as defined in TS 37.470 [21].
ng-eNB Distributed Unit (ng-eNB-DU): as defined in TS 37.470 [21].
ng-eNB-CU-Control Plane (ng-eNB-CU-CP): a logical node hosting the RRC and the control plane part of the PDCP protocol of the ng-eNB-CU for an ng-eNB. The ng-eNB-CU-CP terminates the E1 interface connected with the ng-eNB-CU-UP and the W1-C interface connected with the ng-eNB-DU.
ng-eNB-CU-User Plane (ng-eNB-CU-UP): a logical node hosting the user plane part of the PDCP protocol and the SDAP protocol of the ng-eNB-CU for an ng-eNB. The ng-eNB-CU-UP terminates the E1 interface connected with the ng-eNB-CU-CP and the W1-U interface connected with the ng-eNB-DU.
NG-RAN node: as defined in TS 38.300 [2].
PDU Session Resource: This term is used for specification of NG, Xn, and E1 interfaces. It denotes NG-RAN interface and radio resources provided to support a PDU Session.
Public Network Integrated NPN: as defined in TS 23.501 [3].
Stand-alone Non-Public Network: as defined in TS 23.501 [3].
<<<<<<<<<<<<<<<<<<<< End of 1st Change >>>>>>>>>>>>>>>>>>>>

-- TEXT OMITTED –

<<<<<<<<<<<<<<<<<<<< 2nd Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc13919116][bookmark: _Toc29391478][bookmark: _Toc36560509][bookmark: _Toc45104742][bookmark: _Toc45883225][bookmark: _Toc51763504][bookmark: _Toc52266318][bookmark: _Toc64445096]6.1.2	Overall architecture for separation of gNB-CU-CP and gNB-CU-UP
The overall architecture for separation of gNB-CU-CP and gNB-CU-UP is depicted in Figure 6.1.2-1.
NOTE: 	NG-RAN could also consist of a set of ng-eNBs, an ng-eNB may consist of an ng-eNB-CU-CP, one or more ng-eNB-CU-UP(s), and one or more ng-eNB-DU(s). An ng-eNB-CU-CP and an ng-eNB-CU-UP is connected via the E1 interface. An ng-eNB-DU is connected to an ng-eNB-CU-CP via the W1-C interface, and to an ng-eNB-CU-UP via the W1-U interface. The general principle described in this section also applies to ng-eNB and its corresponding E1 and W1 interfaces, if not explicitly specified otherwise.



Figure 6.1.2-1. Overall architecture for separation of gNB-CU-CP and gNB-CU-UP 
-	A gNB may consist of a gNB-CU-CP, multiple gNB-CU-UPs and multiple gNB-DUs;
-	The gNB-CU-CP is connected to the gNB-DU through the F1-C interface;
-	The gNB-CU-UP is connected to the gNB-DU through the F1-U interface;
-	The gNB-CU-UP is connected to the gNB-CU-CP through the E1 interface;
-	One gNB-DU is connected to only one gNB-CU-CP;
-	One gNB-CU-UP is connected to only one gNB-CU-CP;
NOTE 1:	For resiliency, a gNB-DU and/or a gNB-CU-UP may be connected to multiple gNB-CU-CPs by appropriate implementation.
-	One gNB-DU can be connected to multiple gNB-CU-UPs under the control of the same gNB-CU-CP;
-	One gNB-CU-UP can be connected to multiple DUs under the control of the same gNB-CU-CP;
NOTE 2:	The connectivity between a gNB-CU-UP and a gNB-DU is established by the gNB-CU-CP using Bearer Context Management functions.
NOTE 3:	The gNB-CU-CP selects the appropriate gNB-CU-UP(s) for the requested services for the UE. In case of multiple CU-UPs they belong to same security domain as defined in TS 33.210 [18].
NOTE 4:	Data forwarding between gNB-CU-UPs during intra-gNB-CU-CP handover within a gNB may be supported by Xn-U.
<<<<<<<<<<<<<<<<<<<< End of 2nd Change >>>>>>>>>>>>>>>>>>>>

-- TEXT OMITTED –

<<<<<<<<<<<<<<<<<<<< 3rd Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc13919121][bookmark: _Toc29391484][bookmark: _Toc36560515][bookmark: _Toc45104750][bookmark: _Toc45883233][bookmark: _Toc51763513][bookmark: _Toc52266327][bookmark: _Toc64445105][bookmark: _Toc73980464]6.4	UE associations in NG-RAN Node
There are several types of UE associations needed in the NG-RAN node: the "NG-RAN node UE context" used to store all information needed for a UE and the associations between the UE and the logical NG and Xn connections used for NG/XnAP UE associated messages. An "NG-RAN node UE context" exists for a UE in CM_CONNECTED.
Definitions:
NG-RAN node UE context: 
An NG-RAN node UE context is a block of information in an NG-RAN node associated to one UE. The block of information contains the necessary information required to maintain the NG-RAN services towards the active UE. An NG-RAN node UE context is established when the transition to RRC CONNECTED for a UE is completed or in the target NG-RAN node after completion of handover resource allocation during handover preparation, in which case at least UE state information, security information, UE capability information and the identities of the UE-associated logical NG-connection shall be included in the NG-RAN node UE context.
For Dual Connectivity an NG-RAN node UE context is also established in the S-NG-RAN node after completion of S-NG-RAN node Addition Preparation procedure.
If radio bearers are requested to be setup during a UE Context setup or modification procedure, the UE capabilities are signalled to the receiving node as part of the UE context setup or modification procedures.
Bearer context:
A bearer context is a block of information in a gNB-CU-UP node associated to one UE that is used for the sake of communication over the E1 interface. It may include the information about data radio bearers, PDU sessions and QoS-flows associated to the UE. The block of information contains the necessary information required to maintain user-plane services toward the UE.
UE-associated logical NG/Xn/F1/E1 -connection: 
NGAP, XnAP, F1AP and E1AP provide means to exchange control plane messages associated with the UE over the respectively NG-C, Xn-C, F1-C or E1 interface.
A UE-associated logical connection is established during the first NGAP/XnAP/F1AP message exchange between the NG/Xn/F1 peer nodes.
The connection is maintained as long as UE associated NG/XnAP/F1AP messages need to be exchanged over the NG/Xn/F1 interface.  
The UE-associated logical NG-connection uses the identities AMF UE NGAP ID and RAN UE NGAP ID. 
The UE-associated logical Xn-connection uses the identities Old NG-RAN node UE XnAP ID and New NG-RAN node UE XnAP ID, or M-NG-RAN node UE XnAP ID and S-NG-RAN node UE XnAP ID. 
The UE-associated logical F1-connection uses the identities gNB-CU UE F1AP ID and gNB-DU UE F1AP ID. 
The UE-associated logical E1-connection uses the identities gNB-CU-CP UE E1AP ID and gNB-CU-UP UE E1AP ID.
When a node (AMF or gNB) receives a UE associated NGAP/XnAP/F1AP/E1AP message the node retrieves the associated UE based on the NGAP/XnAP/F1AP/E1AP ID.
UE-associated signalling: 
UE-associated signalling is an exchange of NGAP/XnAP/F1AP/E1AP messages associated with one UE over the UE-associated logical NG/Xn/F1/E1-connection.
NOTE1:	The UE-associated logical NG-connection may exist before the NG-RAN node UE context is setup in the NG-RAN node. 
NOTE2:	The UE-associated logical F1-connection may exist before the UE context is setup in the gNB-DU.
NOTE3:	The general principle described in this section also applies to ng-eNB and W1/E1 interface, if not explicitly specified otherwise.

<<<<<<<<<<<<<<<<<<<< End of 3rd Change >>>>>>>>>>>>>>>>>>>>
-- TEXT OMITTED --
<<<<<<<<<<<<<<<<<<<< 4th Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc45104800][bookmark: _Toc45883283][bookmark: _Toc51763564][bookmark: _Toc52266379][bookmark: _Toc64445157][bookmark: _Toc13919158][bookmark: _Toc29391525][bookmark: _Toc36560556]8.9.8		BH RLC channel establishment procedure 
The BH RLC channel is an RLC channel used for backhauling between IAB-node and IAB-donor-DU, or between different IAB-nodes. The BH RLC channel establishment may be triggered by a UE accessing the network and establishing a DRB.

 
[bookmark: OLE_LINK4][bookmark: _Hlk1080763]Figure 8.9.8-1: Signalling flow for IAB BH RLC channel establishment procedure
1. The IAB-donor-CU sends to the IAB-donor-DU a UE CONTEXT MODIFICATION REQUEST message for setting up the parent-node IAB-DU side of the BH link between IAB-donor-DU and IAB-node 1. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-donor-DU and IAB-node 1.
2. The IAB-donor-DU sends the UE CONTEXT MODIFICATION RESPONSE message to the IAB-donor-CU.
3. The IAB-donor-CU sends to the IAB-donor-DU a DL RRC MESSAGE TRANSFER message encapsulating the RRCReconfiguration message for configuring the IAB-MT of IAB-node 1. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-donor-DU and IAB-node 1.
4. The IAB-donor-DU decapsulates and forwards the RRCReconfiguration message to the IAB-MT of IAB-node 1. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-donor-DU and IAB-node 1.
5. The IAB-MT of IAB-node 1 sends to the IAB-donor-DU an RRCReconfigurationComplete message destined to the IAB-donor-CU. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-donor-DU and IAB-node 1.
6. The IAB-donor-DU sends the UL RRC MESSAGE TRANSFER message encapsulating the RRCReconfigurationComplete message to the IAB-donor-CU. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-donor-DU and IAB-node 1.
7. The IAB-donor-CU sends to the IAB-DU of IAB-node 1 a UE CONTEXT MODIFICATION REQUEST message for setting up the parent node IAB-DU side of the BH link between IAB-node 1 and IAB-node 2. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-node 1 and IAB-node 2.
8. The IAB-node 1 sends the UE CONTEXT MODIFICATION RESPONSE message to the IAB-donor-CU. 
9. The IAB-donor-CU sends to the IAB-DU of IAB-node 1 a DL RRC MESSAGE TRANSFER message encapsulating the RRCReconfiguration message for configuring the IAB-MT of IAB-node 2. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-node 1 and IAB-node 2.
10. The IAB-DU of IAB-node 1 decapsulates and forwards the RRCReconfiguration message to the IAB-MT of IAB-node 2. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-node 1 and IAB-node 2.
11. The IAB-MT of IAB-node 2 sends to IAB-node 1 an RRCReconfigurationComplete message destined to the IAB-donor-CU. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-node 1 and IAB-node 2.
[bookmark: _Hlk5953331]12. IAB-node 1 sends the UL RRC MESSAGE TRANSFER message encapsulating the RRCReconfigurationComplete message to the IAB-donor-CU. This step is optional and is required only when a new BH RLC channel needs to be established on the BH link between IAB-node 1 and IAB-node 2.
The IAB-donor-CU uses the existing CU-DU split principles and the UE Context Setup procedure or UE Context Modification procedure to configure the parent IAB-DU side of the BH RLC channel. The IAB-donor-CU uses RRC signaling (which is encapsulated in the DL RRC MESSAGE TRANSFER message terminating at the parent node IAB-DU side of the BH RLC channel) to configure the child node IAB-MT side of the BH RLC channel.
The IAB-donor-CU configures the IAB-DU with a mapping to the BH RLC channel to be used for a specific UL F1-U tunnel during the UE Context Setup procedure or the F1-AP UE Context Modification procedure for the UE.
NOTE: The general principles and procedures described in this section does not apply to ng-eNB
[bookmark: _Toc45104801][bookmark: _Toc45883284][bookmark: _Toc51763565][bookmark: _Toc52266380][bookmark: _Toc64445158]8.9.9	Traffic Mapping
[bookmark: _Toc45104802][bookmark: _Toc45883285][bookmark: _Toc51763566][bookmark: _Toc52266381][bookmark: _Toc64445159]8.9.9.1	Traffic Mapping from IP-layer to Layer-2
NOTE: The general principles and procedures described in this section does not apply to ng-eNB
When forwarding IP packets, the IAB-donor-DU performs the traffic mapping from IP-layer to layer-2 as defined in TS 38.340 [22]. The traffic mapping information is configured by the IAB-donor-CU, which contains the IP header information, and the BH information including the BAP routing ID and a list of egress link and BH RLC channel pairs. 
Multiple traffic mappings can contain the same BAP routing ID and/or list of egress link and BH RLC channel pairs. 
The traffic mappings can be configured as part of the UE Context Setup or UE Context Modification procedures. They may also be configured via the non-UE-associated BAP Mapping Configuration procedure. 
NOTE:	Implementation must ensure the avoidance of potential race conditions, i.e. no conflicting configurations are concurrently performed using UE-associated and non-UE-associated procedures.
[bookmark: _Toc45104803][bookmark: _Toc45883286][bookmark: _Toc51763567][bookmark: _Toc52266382][bookmark: _Toc64445160]8.9.9.2		BH RLC Channel Mapping on BAP Layer
When traffic is forwarded on BAP layer as described in TS 38.300 [2], the IAB-node performs the BH RLC channel mapping as defined in TS 38.340 [22]. The BH RLC channel mapping information is configured by the IAB-donor-CU.
The BH RLC channel mappings can be configured as part of the UE Context Setup or UE Context Modification procedures. They may also be configured via the non-UE-associated BAP Configuration procedure. 
NOTE: 	Implementation must ensure the avoidance of potential race conditions, i.e. that no conflicting configurations are concurrently performed using UE-associated and non-UE-associated procedures.
[bookmark: _Toc45104804][bookmark: _Toc45883287][bookmark: _Toc51763568][bookmark: _Toc52266383][bookmark: _Toc64445161]8.9.10 	IAB-node release
NOTE: The general principles and procedures described in this section does not apply to ng-eNB
An IAB-node may depart the network either in an orderly fashion, which implies that both the network and the IAB-node are aware in advance, or in a disorderly fashion (e.g. due to an RLF with failed recovery).
[bookmark: _Toc45104805][bookmark: _Toc45883288][bookmark: _Toc51763569][bookmark: _Toc52266384][bookmark: _Toc64445162]8.9.10.1 	IAB-node orderly release
For orderly release, the IAB-donor-CU can remove the F1 interface connection to the IAB-DU without releasing the IAB-MT. If the IAB-MT needs to be released, IAB-MT will perform the deregistration procedure. If both F1 interface and IAB-MT need to be released, the IAB-donor-CU should remove the F1 interface to the IAB-DU before it releases the collocated IAB-MT. The deregistration procedure is the same as the UE deregistration procedure. The IAB-donor-CU hands over the UEs or child IAB-nodes currently connected to the IAB-node’s cell(s) to another cell(s), or releases the UEs and may stop accepting incoming handovers or connections to the IAB-node that is about to be released. The IAB-donor-CU may also update/release the BH RLC channels in the intermediate hops. At this point, the F1 interface will be released and the corresponding SCTP associations will be removed.
[bookmark: _Toc45104806][bookmark: _Toc45883289][bookmark: _Toc51763570][bookmark: _Toc52266385][bookmark: _Toc64445163]8.9.10.2 	IAB-node disorderly release
For the disorderly release case, how to remove the IAB-node context is up to network implementation.
[bookmark: _Toc45104807][bookmark: _Toc45883290][bookmark: _Toc51763571][bookmark: _Toc52266386][bookmark: _Toc64445164]8.9.11	IAB-node OAM
NOTE: The general principles and procedures described in this section does not apply to ng-eNB
The IAB-node receives commands, configuration data and software downloads (e.g. for equipment software upgrades) from its OAM system. The IAB-node can also send alarms and traffic counter information to its OAM system. The transport connection between the IAB-node and its OAM, using IP, is provided by the IAB-MT’s PDU session via 5G network, or the IAB-MT’s PDN connection via LTE network when IAB-MT uses EN-DC.
NOTE:	The transport connection between the IAB-node and its OAM may also be provided using the Backhaul IP layer by implementation. 
Alarms in the IAB generate bursts of high-priority traffic, to be transported in real time. Traffic counters generate bursts of traffic, but their transport need not be real-time. Configuration messages from OAM to the IAB will also generate small bursts of traffic, possibly with lower priority than alarms but still delay-sensitive: when a configuration is committed on the OAM, the time interval between the commitment and the effect on the equipment shall be small.  Alarm messages and commands should be transported on a high-priority bearer, while counters may be transported on a lower priority bearer. 
OAM software download to the IAB may generate larger amounts of data, but both the required data rate and the priority of this kind of traffic are much lower than in the case of alarms, commands and counters. 
For different types of OAM traffic, it is necessary to use different DRBs between the IAB-MT and the serving DU, and different BH RLC channels for intermediate hops, with different QoS parameters. Aggregation of F1-U traffic for OAM with other F1-U traffic on the same BH RLC channels is not precluded. The QoS parameters are provided to the IAB-donor during the IAB-MT’s PDU session establishment, or the IAB-MT’s PDN connection establishment when IAB-MT uses EN-DC.
NOTE:	When the transport connection between the IAB-node and its OAM is provided by the Backhaul IP layer, the OAM traffic may be aggregated with other traffic types on the same BH RLC channel. The QoS for OAM is ensured by implementation. 
[bookmark: _Toc45104808][bookmark: _Toc45883291][bookmark: _Toc51763572][bookmark: _Toc52266387][bookmark: _Toc64445165]8.9.12		Handling of IAB-MTs in INACTIVE State
NOTE: The general principles and procedures described in this section does not apply to ng-eNB
The IAB-MT optionally supports the RRC INACTIVE state. Upon the IAB-MT entering the RRC INACTIVE state, it is up to implementation to keep or release the F1 connection of the collocated IAB-DU.
[bookmark: _Toc45104809][bookmark: _Toc45883292][bookmark: _Toc51763573][bookmark: _Toc52266388][bookmark: _Toc64445166]8.9.13	IP Address Allocation for IAB-nodes
NOTE: The general principles and procedures described in this section does not apply to ng-eNB
An IAB-node may obtain IP address(es) either from the IAB-donor or from the OAM system. The IP address(es) is(are) used by the IAB-node for F1 and non-F1 traffic exchange via the backhaul. In case IPsec tunnel mode is used to protect this F1 and non-F1 traffic, the IP address(es) refer to the outer tunnel addresses. The allocation of the inner tunnel IP address(es) is outside of 3GPP scope. 
[bookmark: OLE_LINK49]NOTE:	The non-F1 traffic of an IAB-node includes all IP traffic that is not used for the management or transport of F1-C as specified in TS 38.472 [26] or F1-U as specified in TS 38.474 [7]. The non-F1 traffic may include, e.g., OAM traffic if it is transferred using the BH RLC channel.
In case of IAB-donor-based IP address allocation, the IP address(es) is(are) allocated by the IAB-donor-CU or IAB-donor-DU. In both cases, the IAB-node requests the IP address(es) via RRC from the IAB-donor-CU. It includes a separate IP address request for each usage, where the usages defined are all traffic, F1-U, F1-C and non-F1. The IAB-donor-CU may initiate the IAB TNL Address Allocation procedure to obtain IP addresses from the IAB-donor-DU. The IAB-donor-CU sends the IP addresses allocated for each usage to the IAB-node via RRC. 
The IAB-node may be allocated one or multiple IPv6 addresses or one 64-bit IPv6 prefix for each usage and/or one or multiple IPv4 addresses for each usage. Each allocated IP address/IPv6 prefix is unique within the IAB network and routable from the wireline network. 
In case of OAM-based IP address allocation, the IAB-node informs the IAB-donor-CU via an UL RRC message about the IP address(es) it received for each purpose. This occurs before the IAB node uses the IP address(es) for UL and/or DL traffic. 
The IAB-donor-CU configures the IAB-donor-DU with mappings between IP header fields and L2 parameters (BAP Routing ID, BH RLC channels) used for DL traffic.  Each mapping configuration may hold an IPv4 address, IPv6 address or a 64-bit IPv6 prefix. In case of two mapping entries matching the same IP header where one holds an IPv6 prefix and the other holds a full IPv6 address, the one with full IPv6 address takes precedence at the IAB-donor-DU.
In case of IAB-donor-allocated IP addresses, the IAB-node’s IP address(es) can be updated using DL RRC signalling.
For F1-C traffic transfer for NSA IAB, the LTE leg and NR leg should use separate IP address pairs {IAB-DU’s IP address, IAB-donor-CU’s IP address}. How the IAB-DU gets the remote IP end point(s) and its own IP address for LTE leg is not specified in this release.

<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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