3GPP TSG-RAN WG3 #114-e	R3-215679
Nov 1st – Nov 11nd, 2021 e-Meeting

Title:	Discussion on RedCap Capability Exchange 
Source:	CMCC
Agenda item:	11.2
Document for:	Discussion
Introduction
During the last meeting, RedCap capability exchange is discussed and the core issue of this topic mainly focuses on cell access restriction for RedCap UEs. Proposals provided by diverse companies are converged two solutions which are shown below.
Sol1) Relying on OAM setting
Sol1bis) target’s rejection of an incoming HO of the RedCap UE
Sol2) New Signalling solution: signalling explicitly a type of RedCap UE indicator, such as the RedCap scheduled SIB content in Served Cell Information NR over the Xn Setup and Configuration messages
In this contribution, we will analyse the solution and make our decision. 
Discussion
Considering cell access restriction for RedCap UEs during handover, our goal should be consistent with RAN2 for investigating the coordination between gNBs on whether a neighbour/target gNB supports RedCap UEs. Before following up the potential solutions, we should ponder the scenario where the cell restriction for RedCap UEs may happen. 
Assumed that a RedCap UE initiate a handover from source gNB to target gNB, the target gNB should determine whether to accept RedCap UEs based on its capability. The capability of cell access restriction for RedCap UEs may be a static configuration on gNB for RedCap UEs access capability. Also, it is noted that the capability may also be a temporary configuration based on cell load information. When the congestion in cell is mitigated, it can be reconfigured to accept RedCap UE.
Observation 1: The capability of cell access restriction for RedCap UEs may be a static configuration on gNB for RedCap UEs access capability or a temporary configuration based on cell load information.
Two solutions mentioned above solving source gNB to obtain the RedCap capability of neighbouring cell. Sol1 only relies on OAM setting, it is obvious that OAM setting is sufficient and fulfils the static scenario. However, it is not appropriate to temporary scenario. If the load in target gNB changes, it needs to inform OAM and later OAM reconfigures all neighbouring cells. Imagining the load change happens frequently, OAM setting seems not a reliable way adapting to all scenarios. In last meeting, some company proposed another enhanced solution without introducing new signalling. Combined with OAM setting, this method adopts target’s rejection of an incoming HO of the RedCap UE. Target gNB configured not to accept RedCap UEs or legacy gNB will reject the HANDOVER REQUEST and send a cause value including in HANDOVER PREPARATION FAILURE. This enhancement makes a superior improvement compared with only using OAM setting and resolves the problem of recurrent configuration. In spite of the method provided through existing XnAP procedure is not perfect, the problem that source gNB acquires RedCap capabilities of its neighbours through many times of handover failure still waits to be solved. 
Observation 2: Only relying on OAM setting seems not a reliable way adapting to all scenarios.
Observation 3: Target’s rejection of an incoming HO of the RedCap UE combined with OAM setting makes a superior improvement and resolves the problem of recurrent configuration through existing XnAP procedure.
Observation 4: For Sol1 and Sol1bis, the problem that source gNB acquires RedCap capabilities of its neighbours through many times of handover failure still waits to be solved.
The Sol2 intends to introduce a new signalling over the Xn Setup and Configuration messages. Cell access restriction for RedCap UEs normally is based on the IE in SIB1 content broadcast in a cell. During handover, a new IE, performing the same function with IE in SIB1 content, is introduced to include the RedCap UE indicator. This solution provides a dynamic adaptation process to fit in flexible scenario. The access restriction or access allowed IE in SIB content transmitted over Xn is pending to RAN2’s decision. It also needs time to wait for reply from RAN2 for the clarification on how access control will work for legacy gNBs.
Proposal 1: From our perspective, we prefer to choose Sol2 to exchange RedCap capability to fit in flexible scenario.
Conclusions
In this paper, we have discussed the RedCap capability exchange. The observations and proposals are listed below:
Observation 1: The capability of cell access restriction for RedCap UEs may be a static configuration on gNB for RedCap UEs access capability or a temporary configuration based on cell load information.
Observation 2: Only relying on OAM setting seems not a reliable way adapting to all scenarios.
Observation 3: Target’s rejection of an incoming HO of the RedCap UE combined with OAM setting makes a superior improvement and resolves the problem of recurrent configuration through existing XnAP procedure.
Observation 4: For Sol1 and Sol1bis, the problem that source gNB acquires RedCap capabilities of its neighbours through many times of handover failure still waits to be solved.
Proposal 1: From our perspective, we prefer to choose Sol2 to exchange RedCap capability to fit in flexible scenario.
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