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Introduction

After RAN3#113-e meeting, there are some left issues as below(highlight).
RAN3#113e:

Remove the editor’s note: “Mobility aspects are FFS” from BL CR 38.300.

Replace “onboarding indicator” by “onboarding indication” in BLCR 38.410 and BLCR 38.300 and remove corresponding editor’s notes

Agreements on stage 3:

Support of onboarding feature has no impact on the NG Overload procedure.

Agree to move the “Onboarding Support” IE outside of the NPN Support IE keeping only one codepoint. Add an editor’s note: “whether to clarify in 38.413 that Onboarding Support applies to SNPN but not PLMN is FFS”.

Add an editor’s note: “whether a second codepoint is needed is FFS”

Whether the three parameters "access using credentials from a separate entity is supported", “supported Group IDs", whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN” can be added in the NG Setup Response.

To be continued…

In this contribution, we provide discussion on these left issues. The corresponding  Text Proposal to BL CR of TS38.413 is provided in Annex (on the top of agreed R3-214285).
Discussion
For the following issue,  Whether the three parameters "access using credentials from a separate entity is supported", “supported Group IDs", whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN” can be added in the NG Setup Response, there is a reply LS from SA2 in R3-214708 as below:

Q1/ RAN3 assumes that any AMF supporting an S-NPN can access all Credential Holders of that S-NPN and therefore that an AMF does not need to indicate a list of supported GINs to NG-RAN nodes. Can SA2 confirm this assumption?  SA2 answer: Yes

Q2/ RAN3 assumes that any AMF supporting onboarding can access all DCS and therefore an AMF does not need to indicate a list of supported GINs to NG-RAN nodes for onboarding. Can SA2 confirm this assumption?  SA2 answer: Yes

According to the above SA2’s answer, there is no need to include the parameter “Access using credentials from a separate entity is supported” and “supported Group IDs”  in the NG Setup Response, these parameters can be configured by OAM. Similarly, for the parameter “ SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN” , We think this parameter can also be configured by OAM in same way.
Proposal 1 : There is no need to include the parameter “Access using credentials from a separate entity is supported” ,“supported Group IDs” and “whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN”  in the NG Setup Response. These parameters can be configured by OAM.

For the issues “whether to clarify in 38.413 that Onboarding Support applies to SNPN but not PLMN is FFS” and “whether a second codepoint is needed is FFS”, The PLMN or PNI-NPN can support on boarding without any enhancement, only in the SNPN case, The UE provides an indication in RRC message to indicates RRC connection is for onboarding, then RAN needs to select the AMF which support onboarding. So it is better to clarify that onboarding support IE only applies to SNPN. We also suggest to add clarification in IE Semantics description like below.
	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN or per SNPN.
	-
	

	>>NPN Support
	O
	
	9.3.3.44
	If NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>Extended Slice Support List
	M
	
	9.3.1.191
	Additional Supported S-NSSAIs per PLMN or per SNPN.
	YES
	reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, ...)
	Indication of onboarding support for the SNPN together with the PLMN Identity IE.
	YES
	reject


Proposal 2 :  Clarify that onboarding support IE  in TS38.413 only applies to SNPN.
The onboarding Support indicator has currently only one codepoint “support”.  The main purpose of two codepoints(support, no support) is to support bidirectional update like “support” to “not supported”  or “not support” to “support”. howerver, In TS38.413, “If the PLMN Support List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall overwrite the whole list of supported PLMN Identities and the corresponding list of AMF slices for each PLMN Identity and use the received values for further network slice selection and AMF selection. ” Since full configuration override is used here, only one codePoint is needed.

Proposal 3 : Two codepoints for onboarding support IE is not needed.

RAN2 has agreed that gNB can broadcast a 1-bit allowing to control congestion for onboarding. In the past RAN3 meetings,some company  proposed that CU determines whether to set the congestion bit and informs DU when to broadcast it.

First, onboarding allowing bit is contained in SIB1, and DU is responsible for SIB1 configuration. DU handles access control, and if DU detect congestion, DU can set such allowing indicator in SIB1. There is no need for the other assistance information from CU.
Proposal 4: DU decides allowing bit for onboarding in SIB1 by itself.

Proposal 5 : The Text proposal for BL CR of TS38.413 is provided in Annex.

Conclusion
Proposal 1 : There is no need to include the parameter “Access using credentials from a separate entity is supported” ,“supported Group IDs” and “whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN”  in the NG Setup Response. These parameters at CN and RAN can be configure by OAM.

Proposal 2 :  To clarify that onboarding support only applies to SNPN in TS38.413 in IE Semantics description .
Proposal 3 : One codepoint fo onboarding support is enough.

Proposal 4: DU decides control congestion bit for onboarding in SIB1 by itself.

Proposal 5 : The Text proposal for BL CR of TS38.413 is provided in Annex.

Annex: Text proposal for BL CR of TS38.413 ( on the top of agreed R3-214285)
	Change Begins


8.7.1
NG Setup

8.7.1.1
General

The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes, replaces it by the one received and clears AMF overload state information at the NG-RAN node. If the NG-RAN node and AMF do not agree on retaining the UE contexts this procedure also re-initialises the NGAP UE-related contexts (if any) and erases all related signalling connections in the two nodes like an NG Reset procedure would do.

8.7.1.2
Successful Operation
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<Unchanged Text Omitted>

If the NID IE within the NPN Support IE is included within a Broadcast PLMN Item IE in the NG SETUP REQUEST message, the AMF shall consider that the NG-RAN node supports the indicated S-NSSAI(s) for the corresponding tracking area code for the SNPN identified by the PLMN Identity IE and the NID IE.

If the NID IE within the NPN Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN node shall consider that the AMF supports the SNPN identified by the PLMN Identity IE and the NID IE.

If the Onboarding Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN node shall, if supported, consider that the AMF supports the UE onboarding for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].


/***unchanged text omitted***/
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.7.3
AMF Configuration Update

8.7.3.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any. The procedure uses non UE-associated signalling.
8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: AMF configuration update: successful operation

<Unchanged Text Omitted>

If the NID IE within the NPN Support IE is included within a PLMN Support Item IE in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall consider that the AMF supports the SNPN identified by the PLMN Identity IE and the NID IE.

If the Onboarding Support IE is included within a PLMN Support Item IE in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, consider that the AMF supports the UE onboarding for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].


<Unchanged Text Omitted>

9.2.6.2
NG SETUP RESPONSE

This message is sent by the AMF to transfer application layer information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN or per SNPN.
	-
	

	>>NPN Support
	O
	
	9.3.3.44
	If NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>Extended Slice Support List
	M
	
	9.3.1.191
	Additional Supported S-NSSAIs per PLMN or per SNPN.
	YES
	reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, ...)
	Indication of onboarding support for the SNPN together with the PLMN Identity IE.
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore

	IAB Supported
	O
	
	ENUMERATED (true, ...)
	Indication of support for IAB.
	YES
	ignore

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	Ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.



<Unchanged Text Omitted>

9.2.6.7
AMF CONFIGURATION UPDATE

This message is sent by the AMF to transfer updated information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	9.3.3.21
	
	YES
	reject

	Served GUAMI List
	
	0..1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	0..1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN or per SNPN.
	-
	

	>>NPN Support
	O
	
	9.3.3.44
	If the NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>Extended Slice Support List
	O
	
	9.3.1.191
	Additional Supported S-NSSAIs per PLMN or per SNPN.
	YES
	reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, ...)
	Indication of onboarding support for the SNPN together with the PLMN Identity IE.
	YES
	reject

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	M
	
	9.3.2.10
	
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport Layer Address of the AMF.
	-
	

	>>TNL Association Transport Layer Address NG-RAN
	O
	
	CP Transport Layer Address

9.3.2.6
	Transport Layer Address of the NG-RAN node.
	YES
	reject

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	O
	
	9.3.2.10
	
	-
	

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.



9.3.3.44
NPN Support

For SNPN, this IE identifies a supported SNPN together with the associated PLMN ID.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	
	

	CHOICE NPN Support
	M
	
	
	
	
	

	>SNPN
	
	
	
	
	
	

	>>NID
	M
	
	9.3.3.43
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