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Introduction

In RAN3#113e, companies have made such agreements on the Dynamic ACL shown below:
It is proposed to agree that ACL needs to be supported for the following use cases:
Signalling of source IP address for data forwarding traffic as part of the S1 and NG handover signalling for 

- Direct data forwarding

- Indirect data forwarding

-    Signalling of source IP address for data forwarding traffic as part of the X2 and Xn handover signalling 

-    For EN-DC and MR-DC cases, it is proposed to include the source IP address for data forwarding traffic as part of the

- MN-initiated SN Modification request/response

- SN Change Required 

- SN addition request

-     In split architecture, at SN side, the source node user plane IP addresses should be also transferred to the ng-eNB-DU, gNB-DU for data forwarding for MN terminated bearers, and to the SN’s gNB-CU-UP for SCG bearers.

Send an LS to SA2 and CT1 to check whether source IP address signalling from the CN to target RAN in the case of indirect data forwarding, as part of the S1/NG HO signalling, is feasible

Conclude that no further enhancements are needed to address the IP Sec use case for ACL.

The granularity of the Source IP Address to be signalled in support to ACL, to be continued...
The intention of this contribution is to share our views on the improvement of the Dynamic ACL issue.
Alternatives for indirect data forwarding in NG-based HO
An LS has been sent from RAN3 to SA2 for asking SA2’s feedback about the RAN3-based(S1/NG enhancement) indirect data forwarding solution on the Dynamic ACL. Before RAN3#114e, 2 LSs(S2-2107769, S2-2107591) received from SA2, it explained that:

----------content of S2-2107264----------

-Including Indirect Data Forwarding tunnel information in Handover Request will cause impacts in the messages of the handover flow and even new steps in the handover flow among CN nodes to provide the source address of the forwarding tunnel in case of target side is EPS, which means the delay of the handover procedure. 

-The alternative is that CN provides the source address information of the forwarding tunnel from target CN to target RAN after the Handover Request Acknowledge message during the handover preparation phase (i.e. CN provides the source address information of the forwarding tunnel based on current steps in the handover flow and no new steps are needed among CN nodes). This can be done in parallel with the signalling towards the source CN/RAN side and there is no delay to the handover procedure. 

----------content of S2-2107264----------

It is clear that, based on SA2’s understanding, adding the indirect data forwarding tunnel information in the S1/NG Handover Request message will cause extra-delay of the handover procedure. In addition, SA2 points out a new improvement which is mainly based on the CN signalling to solve the ACL issue for indirect data forwarding. 

Observation 1: Due to handover delay consideration, SA2 provides a different alternative for the indirect data forwarding which is mainly handled by CN side.
Furthermore, in LS(S2-2107591) SA2 also explains that the ACL improvement is only deployed in Rel-17. It is proposed that the CN side is configured about the known IP address in the target RAN. Hence, CN will only select the entity which IP address has already been recorded in the target node for indirect data forwarding.

Observation 2: The improvement on the Dynamic ACL which is made by SA2 is only for Rel-17 indirect data forwarding.

As explained in SA2’s LS, compared with the RAN3 previous solution, the new solution which is pointed out by SA2 has better performance on the latency aspect. From our point of view, it is appropriate for RAN3 to accept SA2’s agreements and modify the related specifications based on SA2’s decision. 

Proposal 1: RAN3 accepts SA2’s agreement on the indirect data forwarding for NG-based handover and will modify the specification based on SA2’s solution.

Discussion on indirect data forwarding in SN change
Similar to the NG-based handover, the indirect data forwarding may also occur when SN change happens in MRDC or ENDC. Considering SA2 has already provided a mechanism which can be used to solve the dymanicACL issue for indirect data forwarding, we do not prefer to introduce a new mechanism to solve the similar issue.

Observation 3: SA2 has already provided a mechanism to solve the dynamicACL issue for indirect data forwarding. 

However there is an issue when we use the similar mechanism to fix the ACL issue which happens for indirect data forwarding during SN change. 
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Figure 1. SN change MN-initiated

The figure above shows the common procedure for MN initiated SN change. During the procedure shown above, for indirect data forwarding, the current mechanism is that S-SN forward the UP data to MN then to T-SN(step9). But based on the mechanism in SA2’s LS, core network is responsible for allocating the ACL information and sending it to S-SN. In this case, the S-GW can not figure out which T-SN(nodeB) needs this ACL information. It is proposed for RAN3 to further discuss how to solve the dynamic ACL issue for the indirect data forwarding during SN change.

Proposal 2: It is proposed for RAN3 to further discuss how to solve the dynamicACL issue for the indirect data forwarding during SN change.
Granularity of the Source IP Address
During RAN3#113e, companies also discussed the granularity of the Source IP Address to be signalled in support to ACL. Based on our further analyzing after meeting, we prefer that the Source IP address used for data forwarding is signalled on a per UE basis. First of all, we believe that both per-UE basis and per-QoS flow basis are qualified to be used for ACL information transportation. But transmitting the IP address on a per-UE basis is much more succinct than per-QoS flow basis. Moreover, it is no need for the target node to know the exactly IP addresses for each QoS flow. Hence, from simplicity point of view, it is proposed for RAN3 to agree that:
Proposal 3: The source IP address used for data forwarding traffic is signalled to the target node on a per UE basis. 
5 Conclusion

In this contribution , proposals and observations are:

Observation 1: Due to handover delay consideration, SA2 provides a different alternative for the indirect data forwarding which is mainly handled by CN side.

Observation 2: The improvement on the Dynamic ACL which is made by SA2 is only for Rel-17 indirect data forwarding.

Proposal 1: RAN3 accepts SA2’s agreement on the indirect data forwarding for NG-based handover and will modify the specification based on SA2’s solution.

Observation 3: SA2 has already provided a mechanism to solve the dynamicACL issue for indirect data forwarding. 

Proposal 2: It is proposed for RAN3 to further discuss how to solve the dynamicACL issue for the indirect data forwarding during SN change.

Proposal 3: The source IP address used for data forwarding traffic is signalled to the target node on a per UE basis. 
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