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This document continues discussion on a topic triggered by an LS from SA2 in [1] asking about the source RAN nodes ability to learn about the target RAN node’s support of RACS at handover via CN and our attempt to realise such function based on existing protocol means.
At RAN3#113-e we have agreed to create a separate Rel-17 Agenda Item and look into possible solutions which are able to generalise the issue outlined by SA2 for RACS to all other potential future protocol additions.
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Criticality Diagnostics and the the related framework introduced already in 3G provides a means to inform the sending side about protocol elements (IEs, procedures) not supported by the receiving node. 
As shown in RAN3#113-e, this framework allows to abstain from exchanging feature-based “node-capability” information, e.g. at interface setup.
As long as there is a possibility to make use of general RAN3 protocol mechanisms we would advocate to not follow such possibility.
Observation 1:	Discussions at RAN3#113-e have shown that it is possible to introduce a mechanism that rather builds on exchanging of criticality diagnostics information between the target and the source RAN node concerning NG-C/S1-MME protocol support, than exchanging explicit information of node-level support information on a per-feature basis.
Applying the criticality framework for CN based handover, in order to allow the target node to report criticality diagnostics information to the source node is basing largely on the existing framework, the only difference is that in the concept foreseen, the source RAN node would receive via the source NG-C/S1-MME interface criticality diagnostics information stemming from the target side NG-C/S1-MME interface.
Observation 2:	It is worth noting that the proposed mechanism implies that the criticality diagnostics information provided from the target RAN node to the source RAN node concerns criticality diagnostics information associated with a different interface instance (i.e. target side NG-C/S1-MME) than the interface instance via which it is received (i.e. source side NG-C/S1-MME).
We have observed above that the reason why criticality diagnostics information can be utilised for communication between target and source RAN node is the fact that the criticality of relevant IEs is set to “reject”. Indeed, taking the RACS feature as an example, it appeared logical to assign the criticality to “reject” to ensure that the feature works properly. The introduction of the proposed mechanism may have influence on future discussions about the criticality to be assigned, but it is not expected that the result of such considerations would be different as compared to a situation where the new proposed mechanism was not introduced.
Observation 3:	The introduction of the proposed mechanism may have influence on future discussions about the criticality to be assigned, but it is not expected that the result would be different as compared to a situation where the new proposed mechanism was not introduced
With this general discussion we would like to propose to agree a criticality-diagnostics-based mechanism which foresees providing criticality information concerning the target side NG-C/S1-MME interface within a transparent container from the target RAN node to the source RAN node.
Proposal 4:	Agree a criticality-diagnostics-based mechanism which foresees providing criticality diagnostics information concerning the target side NG-C/S1-MME interface within a transparent container from the target RAN node to the source RAN node.
Proposal 5:	At handover failure, the target RAN node should provide to the source RAN node criticality diagnostics information concerning the HANDOVER REQUEST message as received on the target NG-C/S1-MME interface within a target to source transparent failure container.
While the handover failure case may not be the only situation, where criticality diagnostics would be advantageous to pass to the source RAN node, it is also proposed to allow such information exchange in successful handover scenarios. Such information may contain information collected e.g. during HO attempts from other source RAN nodes. In order to allow the source RAN node to keep track of the peer nodes’ protocol support the source RAN node should be able to request latest protocol support information.
Proposal 6:	At successful handover, the target RAN node may provide criticality diagnostics information concerning the HANDOVER REQUEST message as received on the target NG-C/S1-MME interface to the source RAN node within the target to source transparent container upon request from the source RAN node.
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We have discussed a basic mechanism to convey protocol support information between source and target RAN nodes at CN based handovers.
We observed the following 
Observation 1:	Discussions at RAN3#113-e have shown that it is possible to introduce a mechanism that rather builds on exchanging of criticality diagnostics information between the target and the source RAN node concerning NG-C/S1-MME protocol support, than exchanging explicit information of node-level support information on a per-feature basis.
Observation 2:	It is worth noting that the proposed mechanism implies that the criticality diagnostics information provided from the target RAN node to the source RAN node concerns criticality diagnostics information associated with a different interface instance (i.e. target side NG-C/S1-MME) than the interface instance via which it is received (i.e. source side NG-C/S1-MME).
Observation 3:	The introduction of the proposed mechanism may have influence on future discussions about the criticality to be assigned, but it is not expected that the result would be different as compared to a situation where the new proposed mechanism was not introduced
We propose:
Proposal 4:	Agree a criticality-diagnostics-based mechanism which foresees providing criticality diagnostics information concerning the target side NG-C/S1-MME interface within a transparent container from the target RAN node to the source RAN node.
Proposal 5:	At handover failure, the target RAN node should provide to the source RAN node criticality diagnostics information concerning the HANDOVER REQUEST message as received on the target NG-C/S1-MME interface within a target to source transparent failure container.
Proposal 6:	At successful handover, the target RAN node may provide criticality diagnostics information concerning the HANDOVER REQUEST message as received on the target NG-C/S1-MME interface to the source RAN node within the target to source transparent container upon request from the source RAN node.
Finally, we propose to endorse the text proposals for NGAP and S1AP in R3-215213 [5] and R3-215212 [6]
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