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Introduction
The eNPN RAN WID was agreed at RAN#89 and further revised at RAN#90 in tdoc [2].

This RAN work item builds on the result of the study for enhancement of NPN in SA2 and the associated work item. The scope of the SA2 study work was specified in [3] and the associated TR is in [4].

Not all the key issues addressed in [3,4] have NG-RAN impacts. More precisely the following three key issues addressed by SA2 are foreseen to have impacts on NG-RAN:

· Access of SNPN with subscription/credentials owned by a separate entity (SA2 key issue 1)
· Support for UE onboarding and remote provisioning (SA2 key issue 4)
· IMS Voice and Emergency Services for SNPN (SA2 key issue 3) 
Among those, only key issue 1 and key issue 4 are assumed to have RAN3 impacts.

This paper provides updates on the open points related to stage 3 aspects on onboarding.

Discussion
At last RAN3#113 meeting, RAN3 made an agreement on the encoding of the Onboarding Support IE and decided to include it at “message level” i.e. to include it as an information element under the PLMN Support Item IE together with the NID for which the (PLMN, NID) will identify the SNPN which is supported.

The agreed encoding is present in both the NG Setup Response and the AMF Configuration Update message and is as follows:

	>>Onboarding Support
	O
	
	ENUMERATED (true, ...)
	Indication of onboarding support.
	YES
	reject


As can be seen above the current encoding is with only one codepoint: “true”.
The only remaining open point was whether it should be encoded with one codepoint or two codepoints.

It is admitted that whether AMF supports onboarding is a per SNPN concept and that the support may be potentially enabled/disabled over time.
· Codepoints for NG Setup 
When the NG is setup the AMF may be configured with onboarding support and can indicate it in the NG Setup Response message. It also may be configured to not support onboarding in which case it will not include the Onboarding Support IE, like a legacy AMF. Therefore, there is no ambiguity for the encoding in the NG setup procedure i.e. one codepoint is sufficient.

· Codepoints for AMF Configuration Update 
Actually, the situation is more complicated for the AMF Configuration Update. There are two possible contradicting statements in TS 38.413.
The first statement says that:

If an information element is not included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall interpret that the corresponding configuration data is not changed and shall continue to operate the NG-C interface with the existing related configuration data
According to the above a second codepoint is needed. Indeed, if the AMF indicates support of onboarding in the NG setup response and then does not include the Onboarding Support IE in the AMF Configuration Update message, this would mean that it continues supporting onboarding. The AMF has no way to disable its support. It is thus needed to add a second codepoint.

There is however a second statement concerning the PLMN Support List IE:

If the PLMN Support List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall overwrite the whole list of supported PLMN Identities and the corresponding list of AMF slices for each PLMN Identity and use the received values for further network slice selection and AMF selection. 

This statement contradicts a bit the first one because it specifies an “overwrite” action, instead of a “no change” action. 
For example, there is an explicit overwrite action for the Slice Support List IE that is included in this PLMN Support List IE, however this overwrite action is explicitly stated as highlighted in yellow here-above “and the corresponding list of AMF slices”.

We conclude that both solutions are feasible:

Observation 1: the onboarding support can be enabled/disabled in the AMF Configuration Update message either by adding a second codepoint for the Onboarding Support IE in the AMF Configuration Update message, or by adding a specific overwrite action for the Onboarding Support IE in the text associated with the PLMN Support List IE.
Given that the two solutions can work, we propose to go with solution 2 which avoids adding a second codepoint.
However, as explained here-above, solution 2 leads in our view to two necessary changes in the procedural text:

1/ it looks necessary to mitigate the first statement as follows, because it is followed by a list of exceptions in the AMF configuration update text:

Unless stated otherwise, If an information element is not included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall interpret that the corresponding configuration data is not changed and shall continue to operate the NG-C interface with the existing related configuration data

 2/ then the Overwrite action should be specified for the Onboarding Support IE like it is for the Slice Support List IE as follows:

If the PLMN Support List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall overwrite the whole list of supported PLMN Identities and the corresponding list of AMF slices for each PLMN Identity and use the received values for further network slice selection and AMF selection. It shall also overwrite the Onboarding support information i.e. when the Onboarding Support IE is not included within a PLMN Support Item IE it shall consider that onboarding is not supported or no more supported for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9]. 
Proposal 1: agree the TP for TS 38.413 below concerning the update of onboarding support.

Conclusion and Proposal

This paper has shown that two solutions exist to enable/disable the onboarding support in the AMF Configuration Update message: either to introduce a second codepoint in the Onboarding Support IE or to add some procedural text.
The second approach is proposed here in the TP below.
Proposal 1: agree the TP for TS 38.413 below concerning the update of the onboarding support information.

References

[1] RP-172109, Revised Work Item on New Radio (NR) Access Technology, NTT DOCOMO, Inc.

[2] RP-202363, Enhancement of Private Network Support in NG-RAN, 3GPP WID 
[3] S2-2002592, Study on Enhanced Support of Non Public Network
[4] TR 23.700-07, Study on Enhanced Support of Non Public Network
[5] S2-2106702, Reply to LS on Clarifications on eNPN features 
TP for TS 38.413
8.7.1.2
Successful Operation
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<Unchanged Text Omitted>

If the NID IE within the NPN Support IE is included within a Broadcast PLMN Item IE in the NG SETUP REQUEST message, the AMF shall consider that the NG-RAN node supports the indicated S-NSSAI(s) for the corresponding tracking area code for the SNPN identified by the PLMN Identity IE and the NID IE.

If the NID IE within the NPN Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN node shall consider that the AMF supports the SNPN identified by the PLMN Identity IE and the NID IE.

If the Onboarding Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN node shall, if supported, consider that the AMF supports the UE onboarding for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].


<Unchanged Text Omitted>

8.7.3
AMF Configuration Update

8.7.3.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any. The procedure uses non UE-associated signalling.
8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: AMF configuration update: successful operation

The AMF initiates the procedure by sending an AMF CONFIGURATION UPDATE message including the appropriate updated configuration data to the NG-RAN node. The NG-RAN node responds with an AMF CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. Unless stated otherwise, if an information element is not included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall interpret that the corresponding configuration data is not changed and shall continue to operate the NG-C interface with the existing related configuration data.

If the PLMN Support List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall overwrite the whole list of supported PLMN Identities and the corresponding list of AMF slices for each PLMN Identity and use the received values for further network slice selection and AMF selection. It shall also overwrite the Onboarding support information i.e. when the Onboarding Support IE is not included within a PLMN Support Item IE it shall consider that onboarding is not supported or no more supported for the SNPN identified by the PLMN Identity IE and the NID IE, as specified in TS 23.501 [9].
<Unchanged Text Omitted>

If the NID IE within the NPN Support IE is included within a PLMN Support Item IE in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall consider that the AMF supports the SNPN identified by the PLMN Identity IE and the NID IE.
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9.2.6.2
NG SETUP RESPONSE

This message is sent by the AMF to transfer application layer information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN or per SNPN.
	-
	

	>>NPN Support
	O
	
	9.3.3.44
	If NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>Extended Slice Support List
	M
	
	9.3.1.191
	Additional Supported S-NSSAIs per PLMN or per SNPN.
	YES
	reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, ...)
	Indication of onboarding support.
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore

	IAB Supported
	O
	
	ENUMERATED (true, ...)
	Indication of support for IAB.
	YES
	ignore

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.



<Unchanged Text Omitted>

9.2.6.7
AMF CONFIGURATION UPDATE

This message is sent by the AMF to transfer updated information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	9.3.3.21
	
	YES
	reject

	Served GUAMI List
	
	0..1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	0..1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN or per SNPN.
	-
	

	>>NPN Support
	O
	
	9.3.3.44
	If the NID IE is included, it identifies a SNPN together with the PLMN Identity IE.
	YES
	reject

	>>Extended Slice Support List
	O
	
	9.3.1.191
	Additional Supported S-NSSAIs per PLMN or per SNPN.
	YES
	Reject

	>>Onboarding Support
	O
	
	ENUMERATED (true, ...)
	Indication of onboarding support.
	YES
	reject

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	M
	
	9.3.2.10
	
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport Layer Address of the AMF.
	-
	

	>>TNL Association Transport Layer Address NG-RAN
	O
	
	CP Transport Layer Address

9.3.2.6
	Transport Layer Address of the NG-RAN node.
	YES
	reject

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	O
	
	9.3.2.10
	
	-
	

	Extended AMF Name
	O
	
	9.3.3.51
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.
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