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1 Introduction

This is the Summary of offline disc document concerning RACS capability detection during NG based handover for which the document number R3-214144 was allocated
2 For the Chairman’s Notes
work on a solution:

agreed to work on protocol enhancements in Rel-17

LS out to SA2 approved in R3-214373 (was R3-213400)
add an explicit TEI17 Agenda Item for next meeting.

Suggested Title: “Support exchange of protocol support at target RAN node for NG handover”

Subtext (in red): Two approaches have been discussed: (1) explicit capability exchange, (2) making use of (potentially aggregated) criticality diagnostics information at the target RAN node. Further solutions not precluded.
correction of transparent containers:

R3-214334 (NGAP, revision of R3-213733) agreed

R3-214374 (S1AP, revision of R3-214250) agreed

R3-213583 (NGAP) agreed
3 Discussion
3.1 Shall there be a signaling-based solution or should we rely on OAM or even a “do-nothing”-approach?
Please provide your view
	Company
	Comment

	Qualcomm
	As discussed in our paper, “do-nothing” essentially negates the RACS feature on N2/S1/inter-system handover (either because capability upload may be needed from the UE in some scenarios, or capabilities are always sent regardless). OAM is of course possible, but SA2’s LS specifically asked for an inter-operable plug-and-play methodology. 
So it seems difficult to escape the logic for some kind of signalling solution.

	CATT
	As been discussed in our contribution [12], either relying on OAM or “do-nothing” should be sufficient, enhancement is unnecessary.
For S1/NG handover, if the source RAN node is able to know the RACS capability of the target RAN node (e.g. by OAM), it could decide to include the UE Radio capability in the source to target container or not. Or else, it should behave as legacy, provide the UE Radio Capability to the target RAN node for handover in the container.
As the AMF/MME knows the RACS capability of the target RAN node, it could provide corresponding UE Radio Capability ID to the target node if it’s supported. The ID could be used for following-up procedures, including handover.

	Huawei
	Signaling based solution is preferred. 
OAM based solution is always last-resort approach. But as discussed in R3-213730, for the multi-vendor scenarios, the protocol functions over network interfaces should also be considered. Also note that over a single interface, RAN3 already introduced the signaling based solution, e.g., with the new IEs with criticality “reject”, for the RACS, NPN, IAB etc over NG interface.
“do-nothing” approach either means that source node should always carry all UE capability information in the container, which deviates the motivation of the RACS feature, or the source node does not carry any UE capability thus at worst case with handover failure while the source node does not know the exact handover failure cause. 



	Vodafone
	Signaling based solution is needed to support plug-and-play.

	Samsung
	We agree that the signaling-based solution would be required for multi-vendor operation.

	ZTE
	Prefer to signaling based.


3.2 If there is a signaling-based solution agreed shall it rely on explicit node capability exchange or make use of criticality diagnostics information?

Please provide your view
	Company
	Comment

	Qualcomm
	The two options are not as distant as it may seem. For RACS, both options require the introduction of new IEs at least in the forward message. In that sense the criticality option is also sending a capability (from the source).
Then one criterion to consider is the impact on nodes. The criticality option would logically make use of failure transparent container, which does not exist in S1 specs, this would at least impact the MME. The IE handshake option (we do not need to think of it as capability) can be used in successful handovers (for example in a first handover, the source acts in a sub-optimal way e.g. by sending full capabilities so failure does not happen). Hence no CN impact.
So, the above aspects should be taken into account, and have probably not been discussed yet.

	CATT
	Refer to our comment to the question as above, we see it’s not necessary to do introduce signaling-based solution.

	Huawei
	Making use of criticality diagnostics information is preferred. This is aligned with protocol function over the single interface when RAN3 introduce IEs with criticality “reject”. 

About the indicator in the source to target container, we agree that somehow the two signaling-based solutions are similar. 


	Samsung
	In principle, we prefer using the criticality diagnostic information.

	ZTE
	Both fine, we need more time to select which one, can we leave it to the next meeting?

So far, we slighter prefer criticality diagnostics, which seems straightforward. 


3.3 In case explicit capability exchange is agreed
Any comments on documents [2], [3] (CRs)
	Company
	Comment

	Qualcomm
	Release should be discussed

	CATT
	Feasible, but seems not necessary, as been analyzed in the previous comments. 

	Huawei
	If any signaling based CR is agreed, it should be starting from R17. 
This solution could work, but this solution is relying on explicit node capability exchange across non-Xn connected interfaces, especially in the target to source transparent container, which is not aligned with the existing single interface design. 

	ZTE
	We also want to discuss in it Rel-17.


3.4 In case utilization criticality diagnostics is agreed
Any comments on documents [15], [16] (CRs, Huawei) and [9], [10] (CRs Ericsson)?
	Company
	Comment

	Qualcomm
	Release should be discussed

	CATT
	Why use Target to Source Failure Transparent Container to study the RACS capability of the target RAN node?

The simplest way could be adding an Indication in the Target NG-RAN Node to Source NG-RAN Node Transparent Container to indicate whether the target RAN node support RACS.  
In the beginning, source node does not know the RACS capability of the target node, thus it behaves as legacy, i.e. including the UE capability in the transparent container for handover, the handover could be succeed, and the target RAN node could indicate the support of RACS in the response message.
For the following-up handovers, the source RAN node knows the capability of the target RAN node, and could decide whether to provide the UE Radio Capability to the target node.
[Huawei Reply]:

The idea to include the Criticality Diagnostic in the failure container, is trying to reuse the design for the single interface, i.e. if the target node does not support the feature, it shall fail the handover, and notify to the source node using the criticality diagnostics. In other words, this solution is trying to avoid to explicitly exchange node capabilities. 


	Huawei
	If any signaling based CR is agreed, it should be starting from R17. 
About the CR in [9][10], it proposes to include the Remote Criticality Diagnostics IE in the Target to Source Failure Transparent Container. And [15][16] have the same proposal. 
Just wondering [9][10] in case the target NG-RAN node does not support RACS, what exact IE would be included in the Remote Criticality Diagnostics so that the source node is aware that RACS is not supported by the target node?


	Samsung
	We want to discuss these CRs for Rel.17.

	ZTE
	We also want to discuss in it Rel-17. 

In this meeting, we can confirm signaling based solution and for R17. Then the how to signaling design is suggested to postpone to next meeting.


3.5 Additional corrections:

Any comments on documents [5], [6], [11] (Ericsson) and [17], [18] (Huawei)?
	Company
	Comment

	Qualcomm
	[11] is a good catch and should be corrected for sure.
For the others, suggest merging / converging, but should also be cleaned up independently of above.

	CATT
	Generally, we’re fine with the “clean-ups”, they could be merged together.

	Huawei
	Agree [11] which should be fixed.  
And [17] also proposes the Old Associated QoS Flow List - UL End Marker Expected IE in the RAN Status Transfer Transparent Container should be fixed. 

	Samsung
	We’re fine with these clean-ups.

	ZTE
	The clean-ups are needed.

	
	


3.6 LS out

depends on outcome of above items, should be straight forward.
	Company
	Comment

	
	

	
	

	
	


4 Conclusion, Recommendations [if needed]
If needed
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