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1	Introduction
In RAN3#112e meeting, the following agreements were made regarding mobility between MBS supporting and non-supporting nodes [1]:
-	For mobility from supporting to non-supporting nodes:
-	WA: Standards shall provide means whereby the SMF knows when receiving a Path Switch Request when a target NG-RAN node does not support MBS and means for SMF to then switch from shared delivery to individual delivery. 
-	WA: MBS support Indicator is included in Path Switch Request Transfer sent by an MBS supporting node to indicate support. 
-	MBS traffic delivery resources will be set up at target side using the information provided in the associated PDU session resource context in HO Request (for both Xn and NG mobility)
-	Standards support data forwarding to minimize data loss during handover from MBS-supporting nodes to non-MBS supporting nodes.
-	If data forwarding is used from MBS-supporting nodes to non-MBS supporting nodes, the source NG-RAN node should include in forwarded packets the unicast (flow) QFI mapped from the received MBS (flow) QFI.
In this paper, we continue to discuss the remaining issues on mobility between MBS supporting and non-supporting nodes.
2	Discussion
2.1 Mobility from MBS supporting to MBS non-supporting node
How and whether the source gNB knows whether the target supports MBS or not?
There are three possible options on whether and how the source gNB and CN know whether the target gNB supports MBS or not:
-	Option 1: The source gNB node doesn’t need to know in advance whether the target NG-RAN node supports MBS or not.
-	Option 2: The source gNB gets the information based on whether MBS information is included or not in the Handover request ack. 
-	Option 3：The source gNB gets the information before handover e.g. during Xn setup or configured by OAM.
Option 1 and option 2 will trigger “full configuration” in the target MBS non-supporting gNB. If the target gNB does not support the features that the source gNB was using for the UE, the target gNB may issue a ‘full configuration’ to the UE by sending an ‘full Congfig’ IE in the Handover Command message to UE. During ‘full configuration’, the UE shall release and clear all current dedicated configuration and DRBs and the service continuity is not possible. To avoid ‘full configuration’ option 3 is preferred.
To avoid ‘full configuration’, the source gNB should know whether the target gNB supports MBS or not before handover, e.g., during Xn Setup procedure or configured by OAM.
How to switch from MRB to DRB with service continuity?
From RAN and UE point of view, during handover from MBS supporting gNB to MBS non-supporting gNB in the source gNB, a multicast radio bearer (MRB) needs to be switched to a unicast data radio bearer (DRB). there are two solutions on how to switch MRB to DRB without full configuration:
Solution 1: The MRB is reconfigured to unicast DRB before handover to MBS non-supporting node.  
In the solution 1, in order to avoid full configuration, the network reconfigures the MRB to unicast DRB before handover to MBS non-supporting node. During handover phase, the legacy handover and data forwarding procedures are performed using the associated PDU session resource context, associated unicast QoS flow, and unicast DRB related RRC context. The reconfiguration of MRB to DRB may include the following information:

[bookmark: OLE_LINK5][bookmark: OLE_LINK6]-	Option 1: the PTP transmission of MRB is reconfigured to DRB with change the MRB ID to DRB ID. And the MB session ID is changed to PDU session ID in the SDAP-Config. The gNB includes the newly allocated DRB ID in the RRC Reconfiguration message. The UE replaces the MRB ID with the DRB ID in the RLC-BearerConfig or in the DRBtoAddMod IE. The UE continues to reuse the SDAP and PDCP entities of the MRB and may reuse the lower layer entity and configuration of PTP transmission of the MRB. The UE may reestablish the PDCP entity e.g. for the security mechanism may be applied to DRB. 
[bookmark: _Hlk74203221][bookmark: OLE_LINK7]-	Option 2: the new DRB is established with reusing the SDAP/PDCP entity of the MRB. The gNB provides the associated SDAP entity and/or PDCP entity information and new DRB configuration to the UE. The UE shall reuse the associated SDAP entity and/or PDCP entity of MRB (the PDCP entity may be reestablished) and establish a new lower layer entity with new configuration.  

Solution 2: The MRB is switched to DRB during handover without full configuration.
In this solution, a DRB associated with MRB is pre-configured in the source gNB, that is MBS supporting gNB. from UE point of view, the MRB is switched to DRB without full configuration and with supporting service continuity, while the switch from MRB to DRB is transparent to the target gNB. The DRB associated with MRB has the following characteristics:

-	A unicast DRB is pre-configured in the source gNB before handover. The unicast DRB shares same SDAP and PDCP entities with MRB.  The source gNB may allocate a DRB ID different from MRB ID for the unicast DRB. 
-	The unicast DRB is deactivated in the source gNB, i.e. the source gNB does not use the DRB for data transmission.
-	The DRB is activated during handover to the target gNB, that is MBS non-supporting node.
-	During handover preparation, the source gNB sends the RRC Context of the DRB to target gNB. The target gNB decides to reconfigure the DRB based on the RRC Context. The source gNB will not send the RRC Context of MRB to the target gNB in order to avoid full configuration. 
-	When UE receives the DRB configuration without MRB configuration in handover command, the UE shall activate the DRB with reusing and reestablishing the PDCP entity and release the remaining lower layer configurations (Cell Group or RLC bearer configurations) of the MRB. 
Since the option 1 always needs to reconfigure MRB to DRB before handover, which causes extra handover delay, it would suggest adopting the option 2 if it is feasible from RAN2 point of view. 

To minimize the data loss during handover form MBS supporting node to MBS non-supporting node, the MRB is switched to DRB during handover without full configuration.

Data forwarding and end maker related enhancements
From the target MBS non-supporting gNB point of view, the legacy data forwarding is used. The source gNB forwards PDCP SDUs or new fresh data via a DRB GTP-U tunnel or a PDU Session GTP-U tunnel to the target gNB. From target node point of view, the handling of end mark should be as the same as legacy behaviour. As in legacy data forwarding, the target node needs to receive an ‘end marker’ packet from the source node, the handling of end marker should be same as in the case of data forwarding between two supporting gNBs, e.g., the core network provides per UE individual end marker in the shared delivery GTP-U tunnel to the source gNB. And then the source gNB forwards the end marker to the target gNB.
To support data forwarding during handover, the enhanced end marker mechanism should be used as that the core network provides per UE individual end marker in the shared delivery GTP-U tunnel to the source gNB. And then the source gNB forwards the end marker to the target gNB.

2.2 Mobility from MBS non-supporting to MBS supporting node
In this scenario, the target gNB supports MBS session while the source doesn’t support MBS. It could be better to use the legacy handover. After handover to MBS supporting gNB, it is up to core network to trigger the switch from 5GC individual delivery to 5GC shared delivery. There may be no RAN3 impact.
The legacy handover is used for handover from MBS non-supporting gNB to MBS supporting gNB. It is up to core network to trigger the switch from 5GC individual delivery to 5GC shared delivery after handover.
3	Conclusion
This contribution discusses the remaining issue on support of mobility between MBS supporting and non-supporting nodes. And we propose:
1. To avoid ‘full configuration’, the source gNB should know whether the target gNB supports MBS or not before handover, e.g., during Xn Setup procedure or configured by OAM.
1. To minimize the data loss during handover form MBS supporting node to MBS non-supporting node, the MRB is switched to DRB during handover without full configuration.
1. To support data forwarding during handover form MBS supporting node to MBS non-supporting node, the enhanced end marker mechanism should be used as that the core network provides per UE individual end marker in the shared delivery GTP-U tunnel to the source gNB. And then the source gNB forwards the end marker to the target gNB.
1. The legacy handover is used for handover from MBS non-supporting gNB to MBS supporting gNB. It is up to core network to trigger the switch from 5GC individual delivery to 5GC shared delivery after handover.
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