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1. Introduction
Last RAN3#112-e meeting discussed the RACS capability detection with S1 and NG handover, based on the LS from SA2 [1]. The initial concussion wherein was that the more general issue on the RAN node support information for non-direct-connected nodes, not restricted to the RACS capability only, should be addressed in a unified way. The following was captured in the Chairman notes. 
	open a new AI 8.3 topic for the August 2021 meeting starting from the following: (text to be included in RAN3#113-e agenda):
-	aim at deciding whether non-Xn-connected NG-RAN nodes eligible for CN based mobility require NGAP protocol function(s) to exchange NG-RAN node support information
-	if NGAP protocol functions to exchange NG-RAN node support information for non-Xn-connected NG-RAN nodes are agreeable, aim at a general solution, precluding e.g. per-feature cause values or per-feature support indicators.
-	part of the discussions should cover information exchanged via transparent handover containers, e.g. review of failure handling along assigned criticality.
-	decide whether EPS shall be part of the potential protocol discussion
-	decide the Release for the potential protocol solutions



In this document, we further discuss this issue, and proposes a more general solution with the corresponding CRs. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
2.1 General solution for RACS capability information across non-directly-connected RAN nodes
The LS from SA2 is mainly discussing the RACS capabilities at the RAN nodes, not at the CN node. If the RACS feature is to be supported, it should be assumed that the CN already enables the feature. Otherwise, if CN does not support it (e.g. without the UCMF), there is no any value for the RAN to support RACS. Hence the discussion here should be mainly focusing on the RAN node support of the RACS, but not relevant to the CN support. 
Proposal 1: The discussion should be mainly focusing on the RAN node support of the RACS capabilities for CN-based handover, with the assumption that the CN already supports it. 

For the node support information across non-direct interfaces, as discussed in [2], generally there are two categorized solutions. 
· OAM solution 
· Signaling based solution
In essence the OAM based solution can be used to configure the node-capabilities for those the static node functions. And this has been considered in a long history in RAN3. Also a very similar issue was discussed at last RAN3-111-e meeting on the RRC segmentation capability across neighbour RAN nodes, where RAN3 made consensus that the OAM solution could be used. 

But on the other hand, it should be noted that for the multi-vendor scenarios, the protocol functions over network interfaces should also be considered, for the signalling based solution. Over a single interface, this has been already reflected in RAN3 specification when introducing the new IEs with criticality “reject”, e.g., the RACS, NPN, IAB etc over NG interface. 
Also the CRs agreed at last RAN3-112-e meeting over NG and S1 specification clearly indicates the protocol functions to enable the node capability detection when the IEs were not supported or not comprehended by the receiver node in [3, 4]. 

Observation: The OAM solutions can be regarded as the long-history mechanism for configuring inter-node-capabilities (with or without Xn connections). Meanwhile the specification has allowed the node capability detection and report at the ASN.1 level via setting the criticality “reject” for essential IEs. 

2.1.1 Solutions for RACS capability information

Then for the RACS capability across non-directly-connected RAN nodes, the signalling based solution is suggested  in case of S1/NG handover. The following two options are further analysed. 
· Option 1: Handshake proposed in [5]
In this option, a new IE (with criticality “ignore”) is added to the Source eNB to Target eNB Transparent Container IE and also the Target eNB to Source eNB Transparent Container IE for S1 handover. These new IEs are used to perform a handshake at handover, which is used to establish whether or not the source needs to include capability container(s) in future handover signalling.
· Option 2: Add new RACS IE with criticality setting as “reject” in the source-to-target container and the Criticality Diagnostics in the Target to Source node Failure Transparent Container 
The exemplary updates are provided as follows. In this case, the AMF can transparently transfers RACS IE in the source to target container to the target NG-RAN node.  And then the AMF can forward the Criticality Diagnostics  in the target to source failure container to the source NG-RAN node, if the target-RAN node does not support the RACS. 
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This IE is produced by the source NG-RAN node and is transmitted to the target NG-RAN node. For inter-system handovers to 5G, the IE is transmitted from the external handover source to the target NG-RAN node.
This IE is transparent to the 5GC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC HandoverPreparationInformation message as defined in TS 38.331 [18] if the target is a gNB.
Includes the RRC HandoverPreparationInformation message as defined in TS 36.331 [21] if the target is an ng-eNB.
	-
	

	<SKIPPED>
	
	
	
	
	
	

	RACS usage indicator
	O
	
	ENUMERATED (true, ...)
	
	YES
	Reject
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This IE is produced by the target NG-RAN node and is transmitted to the source NG-RAN node in case of preparation failure.
This IE is transparent to the 5GC.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Cell CAG Information
	O
	
	9.3.1.185
	
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore






2.1.2 Solutions Comparison
In comparison with option 1, the benefits of option 2 include: 
· Alignment with criticality handing among the NG-RAN node, AMF and the SMF. For example, as shown below, in the PDU Session Resource Setup Response message, the NG-RAN includes not only the Criticality Diagnostics to the AMF, but also the Criticality Diagnostics in the SMF container, for which the AMF can transparently forward to the SMF. 
	
9.2.1.2	PDU SESSION RESOURCE SETUP RESPONSE
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	<SKIP the unreverent>
	
	
	
	
	
	

	PDU Session Resource Failed to Setup List
	
	0..1
	
	
	YES
	ignore

	>PDU Session Resource Failed to Setup Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	[bookmark: _Hlk494400492]>>PDU Session Resource Setup Unsuccessful Transfer
	M
	
	OCTET STRING
	Containing the PDU Session Resource Setup Unsuccessful Transfer IE specified in subclause 9.3.4.16.
	-
	

	Criticality Diagnostics 
	O
	
	9.3.1.3
	
	YES
	ignore
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This IE is transparent to the AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Cause
	M
	
	9.3.1.2
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	






· A more unified solution with the introduction of new features. For example, in case anything is needed for S1/NG handover, it would be enough to introduce a new IE in the source-to-target container.  
2.1.3 Solution Way forward
Based on the above analysis, the option 2 is suggested as way forward. In our understanding, the CRs can be pursed starting from R17. 
· For R16, as one possible implementation, the source node can always include the full set of capabilities for NG/S1 based handover. 
· The CRs on the comprehending/understanding agreed at last meeting are applicable for Rel-17 in [3, 4]. Since the option 2 follows the same principle, the CRs should be starting from R17 as well.
And for S1AP, the same updates can be made as NGAP. 
In addition, since the SA2 LS focuses on the NG/S1 based handover, no update for Xn/X2 based handover is needed. 

Proposal 2: For NG interface, starting from R17,
· adding a new RACS IE with criticality set as “reject” in the source-to-target Transparent container and the Criticality Diagnostics in the target to source node failure transparent container;  
Proposal 3: For S1 interface, the same change as NG is introduced, starting from R17.  
Proposal 4: For Xn/X2 interface, no specification change is needed to exchange RACS capability. 

2.1.4 General rule for section 10
In order to provide the general rule in RAN3 specifications, it is better to capture the handlings in the transparent container relayed by a 3rd intermediate node in the section 10.3.4.2 of NGAP/S1AP specifications. 
The exemplary update is given as follows. 
	In the definitions above, in case transparent containers are used to relay information between a sender and a receiver through a 3rd intermediate node, these containers shall be considered as the message initiating a procedure and the message normally used to report unsuccessful outcome of the procedure. 



Proposal 5: For NGAP/S1AP, add the descriptions on transparent container across the sender and receiver though a 3rd intermediate node in section 10.3.4.2.
Proposal 6: Send the reply LS to SA2, and attach the endorsed CRs. 

2.2 The IEs with criticality “reject” in the source to target container and target to source container
The IEs in the transparent container with criticality set to “reject” were also discussed at the last RAN3-112-e meeting. Typically, over NGAP – 
· UL Forwarding IE in the Source NG-RAN Node to Target NG-RAN Node Transparent Container
· DAPS Response Information List IE in the Target NG-RAN Node to Source NG-RAN Node Transparent Container
· Old Associated QoS Flow List - UL End Marker Expected IE in the RAN Status Transfer Transparent Container
Over S1AP-
· DAPS Response Information List IE in the Target eNB to Source eNB Transparent Container

We understand the setting of criticality as “reject” is applicable for very essential IEs, which requires the receiving node to notify the sender in case of not support or not comprehended, in case of handover failure. But for the above IEs, they seem not so essential to deteriorate the handover performance and have bad handover KPI. 
· For UL forwarding IE, if the target NG-RAN does not support/comprehend it, it can simply ignore it, and do not allocate the PDU Session UL data forwarding tunnel address.
· For the DAPS Response Information List IE, since this is included in the target to source container, there is no need to set the criticality as “reject”. 
· While for the Old Associated QoS Flow List - UL End Marker Expected IE, also there seems no strong need.  But this can be further discussed which is related to the QoS flow remapping before the Handover. 

Proposal 7: Update the criticality from reject to ignore for the IEs included in the container, starting from R16.  Specifically, 
For NGAP
· UL Forwarding IE in the Source NG-RAN Node to Target NG-RAN Node Transparent Container
· DAPS Response Information List IE in the Target NG-RAN Node to Source NG-RAN Node Transparent Container
· Old Associated QoS Flow List - UL End Marker Expected IE in the RAN Status Transfer Transparent Container
For S1AP
· DAPS Response Information List IE in the Target eNB to Source eNB Transparent Container
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Based on the discussion in this paper, we propose the following:
Proposal 1: The discussion should be mainly focusing on the RAN node support of the RACS capabilities for CN-based handover, with the assumption that the CN already supports it. 
Observation: The OAM solutions can be regarded as the long-history mechanism for configuring inter-node-capabilities (with or without Xn connections). Meanwhile the specification has allowed the node capability detection and report at the ASN.1 level via setting the criticality “reject” for essential IEs. 
Proposal 2: For NG interface, starting from R17,
· adding a new RACS IE with criticality set as “reject” in the source-to-target Transparent container and the Criticality Diagnostics in the target to source node failure transparent container;  
Proposal 3: For S1 interface, the same change as NG is introduced, starting from R17.  
Proposal 4: For Xn/X2 interface, no specification change is needed to exchange RACS capability. 

Proposal 5: For NGAP/S1AP, add the descriptions on transparent container across the sender and receiver though a 3rd intermediate node in section 10.3.4.2.
Proposal 6: Send the reply LS to SA2, and attach the endorsed CRs. 
Proposal 7: Update the criticality from reject to ignore for the IEs included in the container, starting from R16.  Specifically, 
For NGAP
· UL Forwarding IE in the Source NG-RAN Node to Target NG-RAN Node Transparent Container
· DAPS Response Information List IE in the Target NG-RAN Node to Source NG-RAN Node Transparent Container
· Old Associated QoS Flow List - UL End Marker Expected IE in the RAN Status Transfer Transparent Container
For S1AP
· DAPS Response Information List IE in the Target eNB to Source eNB Transparent Container
[bookmark: _GoBack]The reply LS and the corresponding CRs are provided in [6-10]. 
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