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1
Introduction

This document is partly a resubmission of R3-212095, same title and partly same content, in order to not forget reasoning and explanation of basic properties of RAN-CN interface signalling protocols.
<quote from R3-212095 start>

We have received an LS from SA2 in [1] asking about the source RAN nodes ability to learn about the target RAN node’s support of RACS at handover via CN, by existing protocol means.

This is a very interesting topic which we would like to look into in some more detail, not only restricted to RACS alone, starting with deducing some principles and going into details for some selected features.

So, first we try to answer the LS to SA2, then we look into the problem field in more detail.

<quote from R3-212095 end>

2
Discussion

<quote from R3-212095 start>

2.1
On RACS

RACS and the respective UE Capability ID IE was introduced as part of the UE Context data. While the UE context in X2/Xn based handover is transferred between source and target RAN node directly, this is not the case for CN based handover, where the (direct) source to target information concerns mainly the handover process as such, including transparent RRC container information, but the UE Context, including E-RAB/PDU Session information is set up anew from the CN within HANDOVER REQUEST.

Observation 1-1: RACS was introduced as part of the UE Context, which, for CN based HO is setup anew from the (target) CN node.

There is one peculiarity with the source to target and target to source handover containers: as criticality diagnostics information is only used to provide feedback on not-comprehended information on a single interface instance, the handover containers may have the possibility to report non-comprehension directly in between the source and target node, but there is neither a target to source container foreseen in the failure case (not up to Rel-16, and there only for NGAP) nor is there the possibility to report criticality diagnostics concerning the source to target container IEs.

Observation 1-2: Criticality diagnostics concerns a single interface instance and cannot be used across several interface instances.

Observation 1-3: There is no possibility to report non-comprehended IEs contained in the source to target transparent container in case of Handover Failure.

For RACS, the only way to ensure proper interworking between source and target RAN node at CN based handover is to either ensure homogenous support or, and this was the assumption during discussions in Rel-16, to provide minimum capability information if there are doubts whether the target node supports RACS (those doubts could be mended by OAM of course).

Observation 1-4: In case the target support of RACS is unknown, the source RAN node would include minimum UE capability information to ensure that handover does not fail.

Proposal 1:
It is proposed to reply to SA2 along observations 1-1 to 1-4.

2.2
Source to Target capability information exchange at CN based handover by protocol means
Capability information exchange by protocol means is enabled by assigning criticality information to respective IEs/IE groups/EPs. Feedback in case of non-support/non-comprehension is provide if the criticality is set to “reject” (RAN3 is not expected to make use of “ignore and notify”).

Along discussions in 2.1, source to target capability information exchange at CN based handover can only concern functions related to IEs included in the source to target transparent container.

However, currently only in NGAP Target to Source Failure Transparent Container was introduced for Rel-16 NPN in NGAP only. Not so in S1AP. And this NGAP Target to Source Failure Transparent Container does not contain a Criticality Diagnostic IE.

On the other hand side, extension IEs within the source to target handover are seldomly assigned with criticality set to “reject”, as it seems that functionality as such does not require it. For most of the features, handover can very well proceed with the extension IEs not comprehended, the source node will know how to proceed with the HO based on the reply received from the target.

It also doesn’t make much sense to assign within a response message/IE criticality “reject”, this rather corresponds to a bad implementation, that a node replies for a feature not requested. There shouldn’t be any protocol support for that, and, at least, it should not allow to fail the handover.

So, there are two ways to deal with this topic:

-
either, we agree to never assign the criticality “reject” to IEs in transparent handover containers

-
or we abstain to introduce criticality “reject” for IEs in the target to source container only, but introduce the criticality diagnostics in a target to source failure container to allow the target to report not comprehended features to the source. Such approach would become effective from Rel-16 only.

Observation 2-1: There are two possibility to deal with IEs set to “reject” in source to target transparent handover containers: introduce criticality diagnostics in a target to source failure container or not assigning “reject” to IEs in handover containers at all.

Going into more details, there are the following IEs to be discussed:

S1AP

Source eNB to Target eNB Transparent Container IE:

-
no extension IEs with criticality set to “reject”

Target eNB to Source eNB Transparent Container IE:

-
DAPS Response Information List IE (optional), criticality set to “reject”
NGAP
Source NG-RAN Node to Target NG-RAN Node Transparent Container IE:

-
UL Forwarding IE (optional) set to “reject”

Target NG-RAN Node to Source NG-RAN Node Transparent Container IE:

-
DAPS Response Information List IE (optional), criticality set to “reject”
Note: 
Changing criticality is backwards compatible, as the information is sent explicitly along the IEs, so the receiving node is  informed how to react upon non-comprehension by the sending node, w/o the necessity to change the implementation of the receiving node.
DAPS Response Information IE (S1AP and NGAP)

The DAPS Response Information IE has to be included from a DAPS supporting target RAN node in case it has received the request for DAPS from the source RAN node.

A source RAN node that has not requested DAPS receiving the DAPS Response Information or a source RAN node that has requested DAPS but is not able to understand the DAPS Response Information are rather very odd implementation choices, to say the least. It would not really matter whether the criticality of the DAPS Response Information List IE is set to “reject”, DAPS would not work and it can be doubted that such odd implementations would also benefit from exchanging the reason for the failed DAPS HO between source and target RAN node. 

Observation 2-2: It appears that for reasonable implementations, setting the criticality of the DAPS Response Information IE to “reject” (which obviously was chosen to align with X2AP/XnAP) doesn’t harm and does not create any additional issues.

UL Forwarding IE (NGAP)

This IE was introduced to enable the target RAN node to suggest UL forwarding to the target RAN node. But there does not seem to be any reason for the target RAN node to absolutely understand that IE, handover may commence w/o UL forwarding, though possibly not in an optimum way.
Observation 2-2: For the UL Forwarding IE in NGAP it seems to be best to change criticality to “ignore”.

Proposal 2:
Discuss the approach to not assign criticality “reject” to IEs contained in the transparent handover containers in S1AP and NGAP and take the CRs provided in [3] and [4] as base for further discussion.

<quote from R3-212095 end>

<new content start>

2.3
Target to Source transparent containers at Handover failure

At RAN3#112-e it became apparent that some companies considered to allow exchanging “assistant information” between target and source RAN nodes in case of handover failure.

While several possibilities were brought forward, we would like to point out that RAN3 protocol design tried to avoid the exchange of node-level feature support (“node capabilities”) since the begin of 3GPP. Instead, RAN3 protocols were designed to allow the sender to introduce information about the “criticality” of information contained and the receiver to respond if the information was not “comprehended” (please do remember the discussions on the term “comprehension” we had in the past meetings).

We would therefore propose to follow those general design principles and propose the following:

Proposal 3:
Agree to attempt avoiding as far as possible exchanging node-level feature support information on RAN3 owned interfaces.

One way how information between target and source RAN node can be exchanged in the course of a CN based handover was discussed at RAN3#112-e: The principles can be outlined as follows.

-
If not already existent in the Application Protocol, introduce a “Target to Source Transparent Failure Container”, which would enable transparent target RAN node to source RAN node communication.

-
this “failure container” is included in the Handover Failure (target RAN node -> CN) and the Handover Preparation Failure (CN -> source RAN node) messages

-
the “failure container” includes the Criticality Diagnostics as generated by the target RAN node if IEs with the criticality set to “reject” are not comprehended.

-
the “failure container” should also contain alongside the Criticality Diagnostics IE the ProcedureCode and te TriggeringMessage associated with the Criticality Diagnostics IE.

In this way it can be ensured that the principle to not exchange explicit node-level capability information on RAN interfaces is retained and that only such IEs are concerned which deserved to receive the assigned criticality that would generate Criticality Diagnostics information to be generated.

Further, it can be assumed that the source RAN node, supporting features which are not supported at the target RAN node and cause handover failure, is able to comprehend the content of the Criticality Diagnostics.

Proposal 4:
Start to discuss the possibility of introducing as part of TEI17 work a Target to Source Failure Container within the unsuccesful handover messages on source and target side containing the target RAN node generated Criticality Diagnostics with the ProcedureCode and the TriggeringMessage information included.

2.4
Correcting the Target to Source container in NGAP

A Target NG-RAN Node to Source NG-RAN Node Failure Transparent Container IE was introduced in Rel-16 for NPN.

It appears that ASN.1 contains a mistake, as the Cell CAG Information should be optional, not only in the tabular representation, but also in ASN.1

In order to make this container re-usable for other purposes, it is proposed to correct this in Rel-16.

9.3.1.187
Target NG-RAN Node to Source NG-RAN Node Failure Transparent Container

This IE is produced by the target NG-RAN node and is transmitted to the source NG-RAN node in case of preparation failure.

This IE is transparent to the 5GC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Cell CAG Information
	O
	
	9.3.1.185
	


TargetNGRANNode-ToSourceNGRANNode-FailureTransparentContainer ::= SEQUENCE {


cell-CAGInformation

Cell-CAGInformation,

iE-Extensions


ProtocolExtensionContainer { {TargetNGRANNode-ToSourceNGRANNode-FailureTransparentContainer-ExtIEs} } OPTIONAL,


...

}

Proposal 5:
In order to make the Target NG-RAN Node to Source NG-RAN Node Failure Transparent Container re-usable for purposed different than NPN, it is proposed to correct ASN.1 and change the presence of the Cell CAG Information IE to “OPTIONAL”.

<new content end>

3
Conclusion and Proposals
<quote from R3-212095 start>

We have discussed current handling of extension IEs in transparent handover containers with criticality set to “reject” in case the receiving RAN node does not comprehend that extension.

We have observed the following:

Proposal 1:
It is proposed to reply to SA2 along observations 1-1 to 1-4 as proposed in [1]
Proposal 2:
Discuss the approach to not assign criticality “reject” to IEs contained in the transparent handover containers in S1AP and NGAP and take the CRs provided in [3] and [4] as base for further discussion.

<quote from R3-212095 end>

<new content start>

Proposal 3:
Agree to attempt avoiding as far as possible exchanging node-level feature support information on RAN3 owned interfaces.

Proposal 4:
Start to discuss the possibility of introducing as part of TEI17 work a Target to Source Failure Container within the unsuccesful handover messages on source and target side containing the target RAN node generated Criticality Diagnostics with the ProcedureCode and the TriggeringMessage information included, as proposed in [5] and [6].
Proposal 5:
In order to make the Target NG-RAN Node to Source NG-RAN Node Failure Transparent Container re-usable for purposed different than NPN, it is proposed to correct ASN.1 and change the presence of the Cell CAG Information IE to “OPTIONAL”, as proposed in [7].

<new content end>
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