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Introduction

During the RAN#90-e meeting, a Work Item on enhanced non-public network (NPN) support for NG-RAN was approved in[1]. According to SA2 and RAN2 progress, this contribution introduces the features of enhancements of NPN to TS38.300. 
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16.6
Stand-Alone NPN

16.6.1
General

A SNPN is a network deployed for non-public use which does not rely on network functions provided by a PLMN (see clause 4.8). An SNPN is identified by a PLMN ID and NID (see clause 8.2) broadcast in SIB1.

An SNPN-capable UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode, the UE only selects and registers with SNPNs. When the UE is not set to operate in SNPN access mode, the UE performs normal PLMN selection procedures.

Emergency services are supported as specified in TS 23.501 [3]. ETWS /CMAS are not supported in SNPN.

NR-NR Dual Connectivity within a single SNPN is supported.

16.6.2
Mobility

16.6.2.1
General

The same principles as described in 9.2 apply to SNPN except for what is described below.

UEs operating in SNPN access mode only (re)select cells within the selected/registered SNPN and a cell can only be considered as suitable if the PLMN and NID broadcast by the cell matches the selected/registered SNPN.

An SNPN-only cell can only be suitable for its subscribers and is barred otherwise.

In addition, manual selection of SNPN(s) is supported, for which HRNN(s) can be optionally provided.

The roaming and access restrictions applicable to SNPN are described in clause 9.4.

16.6.2.2
Inactive Mode

The mobility of a UE in inactive mode builds on existing functionality described in clause 9.2.2 and is limited to the SNPN identified within the mobility restrictions received in the UE context.

16.6.2.3
Connected Mode

The NG-RAN node is aware of the SNPN ID(s) supported by neighbour cells.

At the time of handover, cells that do not support the serving SNPN ID are not considered as candidate target cells by the source NG-RAN node.

The target NG-RAN node performs access control. In case it cannot accept the handover for the serving SNPN the target NG-RAN node fails the handover including an appropriate cause value.

16.6.3
Self-Configuration for SNPN

Self-configuration is described in clause 15. In addition, on NG, the NG-RAN node signals the SNPN ID(s) supported per tracking area and the AMF signals the SNPN ID(s) supported per node; on Xn, NG-RAN nodes exchange SNPN ID(s) supported per cell.

16.6.4
Access Control

During the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks whether the UE is allowed to access the cell for the signalled SNPN ID as specified in TS 23.501 [3].

If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the mobility restrictions applicable for the SNPN.

If the check is not successful, the AMF shall reject setting up the UE-associated NG connection and inform the NG-RAN node with an appropriate cause value as specified in TS 23.501 [3].

16.6.x Access SNPN with credentials owned by a Credentials Holder

A SNPN may support UE access using credentials owned by a Credentials Holder(CH) separate from the SNPN, during the establishment of the UE-associated logical NG-connection towards the 5GC, the CH checks whether the UE is allowed to access the cell for the signalled SNPN ID as specified in TS 23.501 [3].

The NG-RAN node broadcasts the support indication for access using credentials  owned by the Credentials Holder per cell, and the NG-RAN node broadcasts Group IDs specified in TS 23.501[3] per SNPN for network selection. The UE selects the desired SNPN based on network configuration and the received broadcast information as specified in TS 23.501 [3].
If the UE moves its 3GPP access between SNPN and PLMN the UE performs initial registration as specified in TS 23.502 [22]; If the UE moves its 3GPP access between SNPNs, then the UE performs initial or mobility registration as specified in TS 23.502 [22].

Editorial’s Note: Whether the NG-RAN node needs to obtain the support information of CH and Group IDs of the connected AMF(s) for AMF selection is FFS. How to obtain such information is FFS (via OAM or NGAP signalling).
16.6.y Onboarding and remote provisioning

A SNPN or a PLMN may allow the UE to access as an onboarding Network based on default UE credentials for the purpose of provisioning the UE with SNPN credentials and other information to enable UE access SNPN as specified in TS 23.501 [3].
The NG-RAN node broadcasts the the onboarding enabled indication per cell, and the NG-RAN node broadcasts Group IDs specified in TS 23.501[3] per SNPN or per PLMN for onboarding network selection. The UE selects the desired SNPN/PLMN  as an onboarding Network based on network configuration and the received broadcast information as specified in TS 23.501 [3].

After connection is established, the NG-RAN node provides an onboarding indication in RRC Setup Complete message to indicate that the RRC connection is for onboarding as defined in TS 38.331 [12]. The UE is provisioned with the SNPN credentials via User Plane or Control plane.  In the case of User Plane is used,  a restricted PDU Session is established  for SNPN credentials provisioning.

Editorial’s Note:  The NG-RAN node needs to obtain the support information of onboarding and and Group IDs of the connected AMF(s) for AMF selection. How to obtain such information is FFS (via OAM or NGAP signalling).
16.6.z Support of Video, Imaging and Audio for Professional Applications (VIAPA) 

When UE have both subscriptions for SNPN and PLMN,  the simultaneous VIAPA service from PLMN and SNPN and service continuity between two networks is supported as specified in TS 23.501 [3], the PLMN and SNPN shall use the same QOS mapping values for UL and DL user plane traffic within SNPN and PLMN as specified in TS 23.501 [3].

Editorial’s Note:  The RAN impact is FFS.
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