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1 Introduction

RAN3 is informed by CT4 that work is ongoing to specify alternative solutions for port allocation in new 3GPP interfaces from Rel-17 onwards [1]; the current status of work is captured in [2] and RAN3 feedback is requested. In order to reply to CT4’s request, we will quickly analyze the solutions studied in the TR and propose a way forward.
2 Discussion
2.1 Solutions Listed in the CT4 TR

15 solutions were originally discussed in [2]. We understand that only the following have been shortlisted by CT4 for capturing in [3]:
1.
3GPP allocating port numbers.

2.
Port number allocation via OAM.

3.
DNS-SD based solution.

4.
Service discovery using DNS SRV records.

5.
Use of multicast address on local link.

6.
Direct unicast DNS queries to the target node.

7.
SCTP Multiplexer (port).

11.
Forming a work group with representatives from 3GPP and IETF to look at port number requirements from 3GPP.

12.
Port registration and retrieval via NRF.

As far as RAN3 is concerned, these potential solutions fall under the configuration, deployment, implementation, deployment, and/or OAM categories. Our aim should not be to discuss them in detail as this would be outside of RAN3 scope, but rather to provide comments from RAN3 point of view as “end user” of these potential solutions.

Proposal 1: RAN3 discussion of the potential solutions studied by CT4 should be taken from the point of view of an “end user” of such solutions; technical details of these solutions seem out of RAN3 scope.

Solution 11
Creating a new WG with people from 3GPP and IETF would enable 3GPP to continue delegating to an “external” entity the port allocation activity and keep the status quo, so at least from a pure 3GPP point of view it may seem attractive. However, this would require additional efforts for coordination and management, so it does not seem very efficient. This seems also to go against previous statements from IANA which stated very clearly that port number allocation on an interface by interface basis shall be avoided from now on, and solutions which automate the allocation process should be favored. In other words, if adopted as the only solution this might give IETF the message that 3GPP insists on maintaining the status quo ignoring the recommendation from IANA.
Proposal 2: While it may be attractive from a pure 3GPP point of view, Solution 11 does not seem efficient and might even send a bad message to IETF if adopted as the only solution.

Solution 2
Configuring network parameters and settings via OAM is always possible and allowed in our specifications, so this solution should not be precluded. This solution is feasible.
Proposal 3: OAM configuration is not precluded in our specifications, so Solution 2 is feasible.

Solutions 3, 4, 5, 6, 12
These solutions are various flavors of “smart” discovery mechanisms, based on network functions or application layer protocols (e.g. DNS, (D)TLS). They all have impacts on implementations and/or deployments (e.g. DNS-based solutions rely on a DNS infrastructure); their feasibility may vary accordingly. It may be difficult to go into more details without discussing individual deployments, but in general anything that impacts the implementation and/or the deployment is not considered very desirable.
Furthermore, it is to be noted that there may be security implications due to the possible risk of “hijacking” the DNS procedure (at least in the past some operators had expressed concerns in this respect)
.

Proposal 4: Solutions 3, 4, 5, 6, 12 all have varying impacts on implementations and/or deployments, and have dependencies on the operator's infrastructure, where such infrastructure may be provided by transport network operators and out of control of 3GPP operators; therefore, their feasibility may vary accordingly. It does not seem possible to go into more details without discussing individual deployments/interface, but in general, due to their impact, they are not desirable.
Solutions 5, 7
These solutions impact the transport layer. Transport network aspects are out of RAN3 scope, but we have to note that e.g. Sol. 5 may require configuring transport nodes to support multicast for the control plane. This seems quite a significant requirement, which might not be supported by existing transport networks (transport network upgrades might not be concurrent with RAN upgrades).
Furthermore, Sol. 7 involves multiplexing and the SCTP layer. Similar aspects were discussed in RAN3 several releases ago (SCTP concentrator for HeNBs): impacting the SCTP layer was not considered desirable at the time, and the related solution was not pursued. Given that SCTP is still today the basis for all RAN3-defined interfaces, including those for NG-RAN, the same conclusion still seems to hold, especially in case the SCTP stack is provided by a 3rd party and is thus out of direct control from the network vendor.
Proposal 5: Solutions 5, 7 which affect the transport layer, seem undesirable (also looking at similar past discussions in RAN3).

Solution 1
In this case, 3GPP would document the future port allocations to specific 3GPP interface applications in an annex to [3] (which is under CT4 responsibility). For each new RAN3 interface, supposedly RAN3 would endorse a CR to [3] which would then be sent to CT4 for agreement. Over time, a list of well-known ports for 3GPP network interfaces would be created and maintained. As such port number allocations would only be used in the context of 3GPP networks and within operators’ domains, they would not be exposed to external networks or the Internet. Hence, this usage would be outside IETF jurisdiction.
Solution 1 seems to be a pragmatic option, and it should definitely be considered among the most desirable.

Proposal 6: Solution 1 seems to be a pragmatic option and it should definitely be considered among the most desirable.

3 Conclusions and Proposals
We have provided a very quick discussion of the potential solutions described in [2], in order to give feedback to CT4. Our proposals are below.
Proposal 1: RAN3 discussion of the potential solutions studied by CT4 should be taken from the point of view of an “end user” of such solutions; technical details of these solutions seem out of RAN3 scope.

Proposal 2: While it may be attractive from a pure 3GPP point of view, Solution 11 does not seem efficient and might even send a bad message to IETF if adopted as the only solution.

Proposal 3: OAM configuration is not precluded in our specifications, so Solution 2 is feasible.

Proposal 4: Solutions 3, 4, 5, 6, 12 all have varying impacts on implementations and/or deployments, and have dependencies on the operator's infrastructure, where such infrastructure may be provided by transport network operators and out of control of 3GPP operators; therefore, their feasibility may vary accordingly. It does not seem possible to go into more details without discussing individual deployments/interface, but in general, due to their impact, they are not desirable.
Proposal 5: Solutions 5, 7 which affect the transport layer, seem undesirable(also looking at similar past discussions in RAN3).

Proposal 6: Solution 1 seems to be a pragmatic option and it should definitely be considered among the most desirable.
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� These concerns might be addressed by considering e.g. DNSSEC, which however is out of RAN3 scope.





