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1. Introduction 
The support for per-slice QoE measurement was included in the QoE WI [1] as shown below:
The detailed objectives of the work item are as follows:
Specify the support for per-slice QoE measurement. [RAN3, RAN2]

In this paper, we discuss the per-slice QoE configuration and reporting mechanisms based on the solutions captured in the TR [2].
2. Discussion
2.1 Background

2.1.1 Mapping between Slice and PDU session

From TS 38.300, section 16.3.4.4,

When new PDU sessions need to be established, the 5GC requests the NG-RAN to allocate/ resources relative to the relevant PDU sessions by means of the PDU Session Resource Setup procedures over NG-C. One S-NSSAI is added per PDU session to be established, so NG-RAN is enabled to apply policies at PDU session level according to the SLA represented by the network slice, while still being able to apply (for example) differentiated QoS within the slice.
Observation 1: One S-NSSAI is added per PDU session to be established

In other words, the following is not possible based on observation 1:

· PDU session 1 – [slice 1, slice 2]

However, it is possible that multiple PDU sessions can be mapped to a single slice ID. 
· PDU session 1 – slice 1

· PDU session 2 – slice 1

Observation 2: Multiple PDU sessions can be mapped to a single slice ID

2.1.2 URSP rules

UE Route Selection Policy (URSP) is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. 

Observation 3: USRP rules provided by Core network and received by UE NAS layer enables UE to map data from Application to correct PDU session
A URSP rule includes one Traffic descriptor that specifies the matching criteria and a Network Slice Selection Policy (NSSP) which is used by the UE to associate the matching application with S-NSSAI. Network Slice Section is either a single value or a list of values of S-NSSAI(s).
Also, from TS 23.501,

If the UE determines that there is more than one existing PDU Session which matches (e.g. the selected Route Selection Descriptor only specifies the Network Slice Selection, while there are multiple existing PDU Sessions matching the Network Slice Selection with different DNNs), it is up to UE implementation to select one of them to use
An example URSP rule is shown below:

Table A-1: Example of URSP rules

	Example URSP rules
	Comments

	Rule Precedence =1 

Traffic Descriptor: Application Identifiers=App1
	Route Selection Descriptor Precedence=1 

Network Slice Selection: S-NSSAI-a
SSC Mode Selection: SSC Mode 3

DNN Selection: internet

Access Type preference: 3GPP access
	This URSP rule associates the traffic of application "App1" with S-NSSAI-a, SSC Mode 3, 3GPP access and the "internet" DNN.

It enforces the following routing policy:

The traffic of App1 should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet over 3GPP access. If this PDU session is not established, the UE shall attempt to establish a PDU session with S-NSSAI-a, SSC Mode 3 and the "internet" DNN over 3GPP access.


Observation 4: UE will select a single PDU session (based on UE implementation) in case there is more than one existing PDU session which matches the URSP rule.

For example, if both PDU session 1 and PDU session 2 matches the URSP rule for App1, UE can select one among the two based on implementation. OAM has no knowledge of the URSP rules and hence might configure the wrong slice for per-slice QoE measurement. In this example, say UE picks PDU session 1 (slice 1) put OAM configures slice 2.
· APP 1 - PDU session 1 – slice 1

· APP 1 - PDU session 2 – slice 2

Observation 5: OAM has no knowledge of the URSP rules configured at UE and might configure a slice different from the one selected by UE URSP rule for QoE measurement 

2.1.3 Slice information in Application layer

Application is aware of established 5GS PDU sessions including slice information via AT commands as shown below from 10.1.1 “Define PDP context +CGDCONT” in []

	+CGDCONT=[<cid>[,<PDP_type>[,<APN>[,<PDP_addr>[,<d_comp>[,<h_comp>[,<IPv4AddrAlloc>[,<request_type>[,<P-CSCF_discovery>[,<IM_CN_Signalling_Flag_Ind>[,<NSLPI>[,<securePCO>[,<IPv4_MTU_discovery>[,<Local_Addr_Ind>[,<Non-IP_MTU_discovery>[,<Reliable_Data_Service>[,<SSC_mode>[,<S-NSSAI>[,<Pref_access_type>[,<RQoS_ind>[,<MH6-PDU>[,<Always-on_req>[,<old-cid>[,<ATSSS-ST>][,<LADN-DNN_ind>]]]]]]]]]]]]]]]]]]]]]]]]
	Used to define a 5GS PDU session

……
<S-NSSAI>: string type in hexadecimal character format. Dependent of the form, the string can be separated by dot(s) and semicolon(s). The S-NSSAI is associated with the PDU session for identifying a network slice in 5GS, see 3GPP TS 23.501 [165] and 3GPP TS 24.501 [161]. For the format and the encoding of S-NSSAI, see also 3GPP TS 23.003 [7]. This parameter shall not be subject to conventional character conversion as per +CSCS. The <S-NSSAI> has one of the forms:

sst: only slice/service type (SST) is present

sst;mapped_sst: SST and mapped configured SST are present

sst.sd: SST and slice differentiator (SD) are present

sst.sd;mapped_sst: SST, SD and mapped configured SST are present

sst.sd;mapped_sst.mapped_sd: SST, SD, mapped configured SST and mapped configured SD are present


Observation 6: Application is aware of the 5GS PDU session including slice information via AT commands

In our understanding, application should also be aware of the mapping between service types and slice. In other words, an application should know which slice to use either via configuration or the knowledge of URSP rules or via implementation.

Observation 7: Application might be aware of the mapping between service types and slice.

We can confirm observation 7 with SA4 if needed by sending an LS.
Proposal 1: Send LS to SA4 to check if application is aware of the mapping between service types and slice.
2.2 Scenarios
Below are the scenarios identified for per-slice QoE measurement collection in the TR:
Table 6.9.1-1: Per-slice QoE measurement scenarios
	Scenario 1
	Different service types use different slices
	service type 1 –slice 1
service type 2 –slice 2

	Scenario 2
	Different service types use the same slice
	service type 1 –slice 1
service type 2 –slice 1

	Scenario 3
	The same service type using different slice
	service type 1 –slice 1
service type 1 –slice 2


Looking into the scenarios in detail, we also considered the mapping between slice and PDU session for completeness. Hence based on observation 2 (multiple PDU sessions can be mapped to a single slice ID), we propose to split scenario 2 into two sub cases:

Scenario 2a: Different service types use the same slice with different PDU sessions

· service type 1 –slice 1 – PDU session 1

· service type 2 –slice 1 – PDU session 2
Scenario 2b: Different service types use the same slice with same PDU session

· service type 1 –slice 1 – PDU session 1
· service type 2 –slice 1 – PDU session 2
Also, we split scenario 3 into two subcases as follows:

· Scenario 3a: The same service type using different slice (different APP)

· Scenario 3b: The same service type using different slice (same APP)

Updated scenarios are shown in Table 1 below:

Table 1: Per-slice QoE scenarios
	Scenario 1:
Different service types use different slices
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NOTE: UE1 and UE2 can be the same UE as well in case of concurrent service types running in the same UE
	service type 1 – slice 1 – PDU session 1
service type 2 – slice 2 – PDU session 2

	Scenario 2a: Different service types use the same slice with different PDU sessions
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	service type 1 –slice 1 – PDU session 1

service type 2 –slice 1 – PDU session 2

	Scenario 2b: Different service types use the same slice with same PDU session
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	service type 1 –slice 1 – PDU session 1

service type 2 –slice 1 – PDU session 1

	Scenario 3a: The same service type using different slice

(different APP)
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	service type 1 – slice 1 – PDU session 1

service type 1 – slice 2 – PDU session 2

	Scenario 3b: The same service type using different slice

(same APP)
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This scenario not possible based on Observation 4
	service type 1 – slice 1 – PDU session 1

service type 1 – slice 2 – PDU session 2


Scenario 3b was discussed during SI phase i.e. whether the scenario of same APP served by different slices is possible. Based on Observation 4, a single APP will select a single slice according to NSSP in URSP and therefore scenario 3b should not be considered
Proposal 2: The scenario of same APP using different slices at the same time is not allowed based on URSP rules and hence should not be considered for per-slice QoE
2.3 Solution
Different solutions were discussed in the SI phase for supporting per-slice QoE and were captured in Table 7-1 of TR 38.890.

Summary of the 3 solutions from a UE perspective:

· Solution 1: UE doesn’t provide any slice information in QoE report and instead provides PDU session ID in QoE report. NG-RAN does post-processing (translates PDU session ID into slice ID) for each QoE report

· Solution 2: UE application layer provides QoE report with Slice information
· Solution 3: UE application layer simply provides QoE report to UE NAS/AS layer, UE NAS/AS layer add slice information with the report.
Solution 3 has RRC impacts i.e. we need to signal slice information in RRC during QoE configuration and report, which we feel is not needed. UE AS has no knowledge of slice-service type mapping and can’t do anything if slice info is signaled in RRC: QoE configuration. Similarly slice information need not be visible to NG-RAN during QoE report as the end consumer is OAM.

The drawback of Solution 1 is that NG-RAN has to do post-processing to convert the PDU session ID back to slice ID. If multiple PDU sessions belong to the same slice ID (Scenario 2a), OAM has to combine the two reports to get the overall per-slice QoE report. 
Therefore, we prefer Solution 2 and the detailed steps are captured below:
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1.
The OAM/CN transmits the QoE measurement configuration to the NG-RAN node, including Slice Scope inside and outside the QMC Config File.

2.
The NG-RAN node checks the Slice Scope with all of the ongoing PDU sessions and sends QoE measurement configuration to a UE with qualified PDU session, including Slice Scope inside the QMC Config File.

3.
The UE AS receives the QoE measurement configuration from NG-RAN and forwards it to the application layer without any filtering. 
4. Application layer performs the slice scope check before QMC i.e.  when each application session starts, the UE application layer checks the SliceScope in the configuration. If the service type is using the corresponding slice, the QoE measurement collection starts.

5.
The UE sends the QoE report with slice ID inside the QMC report file to the NG-RAN node.

6.
The NG-RAN node forwards the QoE report with slice ID inside the QMC Report file to the OAM.
A list of S-NSSAIs for which QoE has to be measured will be configured by OAM or CN to NG-RAN for m-based or s-based QoE respectively. This is termed as slice scope.
Proposal 3: Slice scope includes the list of S-NSSAIs for which QoE has to be measured. Maximum number of S-NSSAIs is 8.

It was agreed during SI phase and captured in TR that slice scope is applied for all configured Area scope i.e. same slice scope is applied for different PLMN, or different TAC, or different Cell
Proposal 4: Slice Scope is applied for all configured Area scope

It was also agreed during SI phase and captured in TR that slice scope is present atleast outside of the QoE configuration container defined by SA4 i.e. visible to RAN to do the slice scope check. 

Proposal 5: Slice Scope is sent from OAM to NG-RAN outside the QoE configuration container defined by SA4 i.e. visible to gNB for it perform slice scope check before QoE configuration. Send LS to SA5 to check if OAM has slice information 
From 26.114,

Note that if geographical filtering is handled on the network side (i.e. QoE reporting is turned on/off  by the network depending on the UE location), no LocationFilter should be specified in the QoE Configuration, as this would mean two consecutive filterings.
/<X>/<LocationFilter>
When present, this element indicates the geographic area(s) or location(s) where quality metric collection is requested. When not present, quality metric collection is requested regardless of the device’s location. The LocationFilter element comprises one or more instances of any combination of targeted cell-IDs, polygons and circular areas. Each cell-ID entry in LocationFilter is announced in cellList, and each polygon and circular area entry is announced in the polygonList or and circularAreaList elements, respectively.
As seen from above, LocationFilter is used by UE APP in case geographical filtering is not handled on the network side. Similarly, we can use SliceScope within the SA4 defined QoE configuration container in case slice scope check is not handled on the network side. Slice scope check at UE APP is also needed as NG-RAN doesn’t have the knowledge of the ServiceType-Slice mapping (only UE has this knowledge).

Proposal 6: Slice Scope is also sent from OAM to NG-RAN and forwarded to UE within the QoE configuration container defined by SA4 for UE Application layer to perform the slice scope check before QMC. Send LS to SA4 to confirm
Proposal 7: UE includes the corresponding slice ID of the service types for which QoE is being reported within the QoE report container defined by SA4 for post processing purposes at OAM.

Proposal 8: Slice information should NOT be included in RRC during QoE configuration and report.

It was also agreed during SI phase and captured in TR that slice scope should be transmitted to the target gNB during mobility, atleast for signalling based QoE

Proposal 9: Slice Scope should be transmitted to the target gNB during mobility for signalling-based QoE
Proposal 10: Whether per-slice QoE needs to be supported for management-based QoE is FFS
3. Conclusion

Observation 1: One S-NSSAI is added per PDU session to be established

Observation 2: Multiple PDU sessions can be mapped to a single slice ID

Observation 3: USRP rules provided by Core network and received by UE NAS layer enables UE to map data from Application to correct PDU session
Observation 4: UE will select a single PDU session (based on UE implementation) in case there is more than one existing PDU session which matches the URSP rule.

Observation 5: OAM has no knowledge of the URSP rules configured at UE and might configure a slice different from the one selected by UE URSP rule for QoE measurement 

Observation 6: Application is aware of the 5GS PDU session including slice information via AT commands

Observation 7: Application might be aware of the mapping between service types and slice.

Proposal 1: Send LS to SA4 to check if application is aware of the mapping between service types and slice.

Proposal 2: The scenario of same APP using different slices at the same time is not allowed based on URSP rules and hence should not be considered for per-slice QoE
Proposal 3: Slice scope includes the list of S-NSSAIs for which QoE has to be measured. Maximum number of S-NSSAIs is 8.

Proposal 4: Slice Scope is applied for all configured Area scope

Proposal 5: Slice Scope is sent from OAM to NG-RAN outside the QoE configuration container defined by SA4 i.e. visible to gNB for it perform slice scope check before QoE configuration. Send LS to SA5 to confirm

Proposal 6: Slice Scope is also sent from OAM to NG-RAN and forwarded to UE within the QoE configuration container defined by SA4 for UE Application layer to perform the slice scope check before QMC. Send LS to SA4 to confirm
Proposal 7: UE includes the corresponding slice ID of the service types for which QoE is being reported within the QoE report container defined by SA4 for post processing purposes at OAM.

Proposal 8: Slice information should NOT be included in RRC during QoE configuration and report.

Proposal 9: Slice Scope should be transmitted to the target gNB during mobility for signalling-based QoE

Proposal 10: Whether per-slice QoE needs to be supported for management-based QoE is FFS
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