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1. Introduction

The WID on Enhancement of Private Network Support for NG-RAN [1] includes the line items

· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN

· Support UE onboarding and provisioning for NPN

· Support of IMS voice and emergency services for SNPN 
This document considers the related RAN3 impacts considering the latest content of the SA2 TR [2] as well as initial normative work in SA2 [3]. The LS sent to RAN2 [4] also provides relevant information.
2. Access to SNPNs using credentials from a separate entity (KI#1)

2.1 Inputs from SA2

There are RAN3 related aspects in the section 8.1. of the TR [2]; below quotes the relevant aspects:

· In the case that there are common AMF and/or N14 interface between the source network and target network, mechanism defined in TS 23.502 [6] clause 4.9.1 is re-used to address UE mobility
· Support of authentication using credentials from an external entity is homogenous throughout a SNPN i.e., the SIB information in clause 8.1.4 should be set uniformly and no changes in mobility handling are needed to address inhomogeneous support of the feature.
· SIB will be enhanced as follows, for SNPN only:
· Indication that "access using credentials from a separate entity is supported".

· Optionally, supported Group IDs (GIDs).

· Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN.

The LS in [4] also confirms this, adding that above indicators should be set uniformly, and that GINs are broadcast per SNPN.
More recently, above is confirmed in an agreed SA2 CR [7], which states

When an SNPN supports UE access using credentials assigned by a Credentials Holder separate from the SNPN, it is assumed that this is supported homogeneously within the whole SNPN. [note: there are typos in the CR]

2.2 Possible impacts in RAN3

Based on the above SA2 agreements, it seems that the support for this type of access is meant to be uniform in the SNPN, and broadcast indicators are thus uniform in all cells of the SNPN. Furthermore, [7] makes very clear (see both the change quoted above, and the reason for change) that “AMF(s) and SMF(s) in the whole SNPN homogeneously support SNPN connectivity for UEs with credentials owned by Credentials Holder”.
In such case, the RAN does not need to be aware that a UE is accessing using 3rd party credentials. 

Similarly, for the mobility case it seems that this functionality should not change the basic principles of mobility within a SNPN for connected mode. For example, in [8] only idle mode mobility is supported between SNPNs and between SNPN and PLMN for Key Issue #1. Hence:

Proposal 1: Take the working assumption that access using 3rd party credentials has no RAN3 impact.
3. IMS voice and emergency services for SNPN (KI#3)

The conclusions from the TR [2] and normative CRS agreed so far do not point to any direct impacts in RAN3 specifications. Aspects not related to mobility seem to require no specific new support in RAN3.

For mobility, it may be assumed that, for emergency calls, handling of area restrictions in a SNPN during mobility will be similar to the current case (in a PLMN, generalized to PLMN/SNPN). In this sense, nothing new is also needed. 
A reasonable way forward on this topic is to wait for further progress in SA2.

Proposal 2: Wait for further progress in SA2 on emergency call handling in SNPN.
4. Onboarding and remote Provisioning (KI#4)
4.1 Inputs from SA2

Considering the conclusions (clause 8.4) of [2], we can identify the following relevant aspects for UE onboarding for SNPN – note that aspects with no obvious relevance to RAN3 are not included:
· The NG-RAN of the Onboarding network includes an indication for Onboarding enabled in the SIB (per O-SNPN, considering that the NG-RAN can be shared) so that the UE can discover and select an appropriate O-SNPN.
· NOTE 3:    The Group ID(s) in the SIB that UE can use for selecting an O-SNPN are the same as the Group ID(s) in the SIB that the UE uses for SNPN selection as part of KI#1.
· Upon registration to an SNPN for Onboarding, the UE provides an indication at RRC level that the RRC connection is for onboarding. This information will be specified only for SNPN and allows NG-RAN to select an appropriate AMF that supports onboarding procedures.

The LS in [4] addresses a question from RAN2 on whether onboarding support should be uniform in an O-SNPN. The answer is as follows:
· The ”onboardingEnabled” bit can be set/enabled per cell e.g. when onboarding is enabled in only part of the SNPN network and can also be used to avoid the load from onboarding UEs. The parameter is used to assist the UE in network selection. 

· Even if there is no uniform support and a UE moves to a cell in an O-SNPN not supporting onboarding, SA2 foresees no impact to mobility procedures as remote provisioning can continue in the target cell.

4.2 Possible impacts on RAN3
Based on the above, it seems that the obvious impact on NG-RAN interfaces derives from the requirement that 

· NG-RAN selects an appropriate AMF that supports onboarding procedures
It should be noted that the onboarding network may be a SNPN (O-SNPN), or a PLMN, and in addition not all AMFs of the onboarding network necessarily support this functionality. In order to allow the gNB to populate SIB1 correctly, it seems necessary to have an onboarding support indication in the NG SETUP RESPONSE, and possibly also in the AMF configuration update message.
Proposal 3: Onboarding support indications should be added to the NG SETUP RESPONSE message, and possibly also in configuration update messages from the AMF.

The indications should be linked to a SNPN or PLMN, i.e., in case of network sharing, it should be possible for the onboarding to be linked to a specific network. 

Proposal 4: Onboarding support indications from the AMF should be on a per network basis (i.e. PLMN or SNPN).
The next aspect is that, during access, the UE 

· provides an onboarding indication

· does not provide a slice request (or provides it but RAN overrides it)

The RAN uses the onboarding indication to select a suitable AMF and may in addition select an appropriate slice. There are therefore some impacts on normal NNSF operation, and it may be useful to document these at stage 2 level.

Proposal 5: NNSF modifications in case of receiving an onboarding indication should be captured at stage 2 level.

The WID mentions mobility support [1]. However it is not clear that mobility would happen during an onboarding session, which should be quite short, and involve NAS exchanges only. Even if this was the case, normal mobility handling applies i.e. the procedures can continue while the AMF remains unchanged, and if the AMF was to require a change, this would be under the control of the CN, and nothing specific seems to be needed from the RAN node. Note that this is confirmed in the SA2 LS which states “SA2 foresees no impact to mobility procedures”.
Proposal 6: NPN onboarding does not require additional support for mobility.
CRs [5,6] are provided to implement proposals 3, 4 and 5.

Proposal 7: Endorse the CRs in [5,6].
5. Conclusions

This document provides an analysis of the RAN3 impacts of eNPN, and the following are proposed:

Proposal 1: Take the working assumption that access using 3rd party credentials has no RAN3 impact.
Proposal 2: Wait for further progress in SA2 on emergency call handling in SNPN.
Proposal 3: Onboarding support indications should be added to the NG SETUP RESPONSE message, and possibly also in configuration update messages from the AMF.

Proposal 4: Onboarding support indications from the AMF should be on a per network basis (i.e. PLMN or SNPN).

Proposal 5: NNSF modifications in case of receiving an onboarding indication should be captured at stage 2 level.

Proposal 6: NPN onboarding does not require additional support for mobility.
Proposal 7: Endorse the CRs in [5,6].
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