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Discussion
The I-RNTI is split into two parts: the “old gNB ID pointer “+ the UE ID (identifier for the UE context in the old gNB) with a total of 40 bits (when full). 
This structure was discussed in the past in release 15 when looking for how to disambiguate the I-RNTI when the UE resumes from RRC_INACTIVE mode into a new gNB (which is different than the anchor gNB). The following final conclusion was agreed in release 15:

· The number of bits for each part will not be standardized,

· How to resolve the old gNB ID from the “old gNB ID pointer” will not be standardized.

This meant at that time that it was decided that the identification of old gNB ID would rely on O&M solution.

At RAN3#110 meeting, it was decided to open a new agenda item for release 17 to see if the situation could be improved. More precisely it was agreed:
· A standardized solution enabling an inter-vendor interoperable way for an NG-RAN node to deduce the identity of another NG-RAN node from the received I-RNTI is needed
· Agree on the benefits of a solution that allows at least some flexibility in the selection of the local Node ID length; further details FFS.

Tdoc R3-206813 and R3-206821 proposed at last RAN3#110 a first standardized solution. In that solution, all gNBs exchange a “Local gNB ID” generated randomly across the Xn interface. It is however not clear how efficient the proposed solution would be. More precisely it was not clear:
· How this Local gNB ID is generated?

· How does it help the disambiguation i.e. assuming this is randomly chosen how does it prevent that two neighbor gNBs don’t allocate the same Local gNB ID? 

· If each gNB decides its own length of ID, how to disambiguate between two local gNB IDs which would overlap on the MSB?

· Is the expectation that in case of a detected collision, the gNB detecting the collision would re-assign again its “local gNB ID” and send it again to all its neighbours?

· What is the probability of convergence of the above algorithm? How much increase of signaling will this generate over the Xn interface? 

At last RAN3#110 meeting, a competing solution was proposed in R3-206905.

In this second solution, an example alternative solution is presented where the bits encoding the old gNB ID pointer are simply generated taking the modulo value of the true gNB ID.
For instance, if the length of the old gNB ID pointer is 16 bits, then it is good enough to take old gNB ID pointer = gNB ID modulo 65536 (2^16). 

The two solutions are compared below according to a few criteria: configuration aspects, Signaling overhead, Xn connectivity.
Configuration aspects

It was opposed to the second solution at last RAN3#110 that it would not allow the desired flexibility in terms of length of gNB ID.

However, in the first solution the nodes exchange their gNB ID length each other:

9.2.2.x
Local NG-RAN Node Identifier

This IE is used to identify an NG-RAN node within a set of NG-RAN nodes that can interoperate over the Xn-C interface. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Local NG-RAN Node ID Length
	M
	
	INTEGER(1..22,…)
	

	Local NG-RAN Node ID
	M
	
	BIT STRING (SIZE(1..22,…))
	


But if the length changes depending on the area of the network, then in the first solution also the nodes would have to be configured with the length to be used to generate randomly their local NG-RAN node ID.

Therefore, in both solutions the length of the gNBs need to be configured.
Observation 1: Both solutions require equivalent O&M configuration in the NG-RAN nodes for setting the length of NG-RAN node.

Signaling overhead aspects
The second solution should has the advantage of no Xn signaling impact and, thus, no XnAP CR is needed. 

Observation 2: Solution 1 lead to overhead of Xn signaling. Solution 2 has no Xn signaling.

Xn connectivity aspects

The first solution only works if the NG-RAN nodes always have Xn connectivity so that they can exchange over Xn interface their computed local NG-RAN node ID.

In contrast, the second solution also work even in absence of an Xn connectivity.

Observation 3: the first solution doesn’t work in the case of no Xn connectivity. 

The comparison of the two solutions is summarized in the following table:
	
	Solution 1 (R3-206813)
	Solution 2 (R3-206905)

	O&M configuration
	same
	same

	Signaling overhead
	Yes
	No

	Xn connectivity limitation
	Yes
	No


From the above table we conclude to prefer solution 2. 
Enhancement of the solution 2 with flexible gNB ID length
Depending on the area and the density of NG-RAN nodes, it was commented at RAN3#111 that the length of the local NG-RAN node ID could vary and some flexibility was desired. Such flexibility could help guarantee the unicity of local RAN node ID.

At RAN3#111, the issue of assigning such variable length was discussed in tdoc [3].

Reusing [3] one reasonable trade-off could be to consider that 2 bits of the I-RNTI are dedicated to signal four possible local NG-RAN node ID lengths. The use of these two bits could be standardized while the corresponding four values not standardized but configurable. This assumes that in a given network not more than four lengths would coexist. However, the actual value of these four length values would not need to be same in network A than in network B.
Example: 

Network A: 

	Value of the 2 I-RNTI bits
	00
	01
	10
	11

	Corresponding gNB ID length
	22
	18
	15
	12


Network B: 

	Value of the 2 I-RNTI bits
	00
	01
	10
	11

	Corresponding gNB ID length
	20
	18
	16
	14


We propose to standardize solution 2 enhanced with the flexible allocation of local NG-RAN node ID length:

· 2 bits of the I-RNTI gives the length of the local NG-RAN node ID

· The value of the local NG-RAN Node ID is equal to the residual of NG-RAN node ID modulo 2^Length
This solution avoids all the configuration burden, and avoids at same time the Xn signaling overhead.
Proposal 1: select Enhanced solution 2 and agree the CR in [2].
Conclusion and Proposal

This paper has compared the solutions currently proposed for standardizing an inter-vendor interoperable way for an NG-RAN node to deduce the identity of another NG-RAN node from the received I-RNTI.

It has shown that solution 1 has some limitations and also leads to Xn signaling impact and overhead.

Advantages of solution 2 presented in R3-206905 compared to solution 1 presented in R3-206813 have been summarized as follows:

· It also works in case of no Xn connectivity,

· It avoids Xn intensive signalling, 
· It has no stage 3 (TS 38.423) impact.  
The drawback of solution 2 is the need to configure the local NG-RAN node ID length. We therefore propose an enhanced solution 2 additionally using 2 bits of I-RNTI to signal the NG-RAN node ID length.
Proposal 1: select the enhanced solution 2 presented in TP below and agree the CR in [2]. 
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Annex C (informative):
I-RNTI Reference Profiles

The I-RNTI provides the new NG-RAN node a reference to the UE context in the old NG-RAN node. How the new NG-RAN node is able to resolve the old NG-RAN ID from the I-RNTI is a matter of proper configuration in the old and new NG-RAN node.

Table C-1 below provides some typical partitioning of a 40bit I-RNTI, assuming the following content:

-
UE specific reference: reference to the UE context within a logical NG-RAN node;

-
NG-RAN node address index: information to identify the NG-RAN node that has allocated the UE specific part;

NOTE:
RAT-specific information may be introduced in a later release, containing information to identify the RAT of the cell within which the UE was sent to RRC_INACTIVE. This version of the specification only supports intra-RAT mobility of UEs in RRC_INACTIVE.

-
PLMN-specific information: information supporting network sharing deployments, providing an index to the PLMN ID part of the Global NG-RAN node identifier.

Table C-1: I-RNTI reference profiles

	Profile ID
	UE specific reference
	NG-RAN node address index 
(e.g., gNB ID, eNB ID)
	RAT-specific information
	PLMN-specific information
	Comment

	1
	20 bits

(~1 million values)
	20 bits

(~1 million values)
	N/A
	N/A
	NG-RAN node address index may be very well represented by the LSBs of the gNB ID.

This profile may be applicable for any NG-RAN RAT.

	2
	20 bits

(~1 million values)
	16 bits

(65.000 nodes)
	N/A
	4 bits (Max 16 PLMNs)
	Max number of PLMN IDs broadcast in NR is 12.

This profile may be applicable for any NG-RAN RAT.

	3
	24 bits

(16 million values)
	16 bits

(65.000 nodes)
	N/A
	N/A
	Reduced node address to maximise addressable UE contexts.

This profile may be applicable for any NG-RAN RAT.


Standardized I-RNTI Reference Profile
The I-RNTI provides the new NG-RAN node a reference to the UE context in the old NG-RAN node. The NG-RAN node shall resolve the old NG-RAN ID from the I-RNTI using the following table:

-
Length of Local NG-RAN node ID: identifies the length of the Local NG-RAN node ID. 

-
Local NG-RAN node ID: information to identify the NG-RAN node that has allocated the UE specific part;

-
UE specific reference: reference to the UE context within a logical NG-RAN node;

Table C-2: Standardized I-RNTI reference profile

	Profile ID
	Length of Local NG-RAN node ID
	Local NG-RAN node ID 
(e.g., gNB ID, eNB ID)
	UE specific reference
	Comment

	4
	2 bits

(4 values)
L= L1, L2, L3, L4
	L bits
(2^L values)
	M=40-L-2 bits
(2^M values)
	Local NG-RAN node ID equals to the residual of NG-RAN node ID modulo 2^(L).
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