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1. Introduction
During rel-15, the following was agreed:

· Length of cell ID is 36 bits

· Length for gNB ID is flexible from 22 to a maximum of 32 bits

Further, it was also agreed that functions that require knowledge of the length of the gNB ID will rely on configuration, at least in release 15 - see notes from RAN3_AH1801, which includes an agreement “In Rel-15, NG-RAN nodes know gNB ID length(s) by configuration”. For further background see for example [1] and [2].

Recently, concerns have been raised that this is a limitation for more complex and diverse deployments, and it was proposed that the length of the ID be broadcast, enabling UE reporting [3]. A LS was sent to RAN2 to check on the feasibility of this proposal [4], and a reply has been received [5].
As this reopens the discussion of release 15, it is useful to recall some of the discussion points in that release and use these as a starting point.
It is understood that the topic will officially be considered for rel-17, and may not be addressed at RAN3#112-e, however it seems useful to provide this discussion and associated CRs to enable earlier consideration.
2. Description of possible solutions
In the below we revisit the solutions discussed in release 15 taking [1] as a baseline (but ignoring solution 4 which was more of a signalling variation). Note that considerations are primarily focussed on the ANR use case, but can apply to other use cases. The solutions are basically the same as mentioned in the LS to RAN2 [4].
Solution 1 [1]: gNB ID length is known via configuration

This is the outcome of the previous release 15 discussion, as described above. It was pointed in [1] that “configuration” could consist for example in the following:

· an operator’s private NCGI encoding scheme may explicitly indicate the gNB ID length (e.g. via a prefix)

· the gNB ID length may be the same within a TAI (derived from the TAI), or known from the PCI range
There was also an underlying assumption that the number of lengths would be limited, so the identification problem is also limited. This status quo is analysed in [3], which goes into possible sub-cases of configuration including also need for inter-PLMN handling. The general argument is that such configuration requires extra operator management effort, even in the best case when the NCI can be used to derive the length of the gNB ID using a per-PLMN rule.
Alternatively, at least for some configuration solutions, it seems easier to operate this solution by creating “orthogonal” ID spaces based on prefix separation. For example, in a network containing 22-bit IDs and other (longer) lengths, for cells sharing a certain 22-bit prefix of the NCI, if ANY cell is hosted by a  22-bit ID node then all other such cells must be hosted by the same node (if at all). The same applies if we replace 22 by another length (both for the common prefix and the node ID). This type of separation allows defining relatively simple rules to derive the node ID in a sequential manner e.g.:
· A certain area of 22-bit prefixes is reserved for 22-bit nodes and is checked first.

· A certain area of 24-bit prefixes (excluding any ID space taken by above) is reserved for 24-bit nodes, and is checked next

· etc.

It can be argued that this “block allocation” of 2n cells per node is inefficient as many NCIs may remain unused. “Borrowing” of unused NCIs of large nodes is possible in principle but would require additional rules on top of the above which may further complexify the ID management.
Observation 1: There are a number of ways for an operator to configure rules for gNB ID length usage. However all of these have some drawbacks either in terms of flexibility or efficiency.

Solution 2 [3]: gNB ID length is known by gNB1 via UE measurement report

This is the solution that RAN3 asked RAN2 about. In this case, the UE would report the gNB ID Length which is broadcast by gNBs in SIB1 together with the NCGI (presumably on a per-NCGI basis).

As noted by RAN2, this would be more of a forward-looking feature, which would rely on the “diffusion” of new UEs. The LS reply [5] also hints that the added SIB1 overhead is not desitable.
This solution allows full flexibility in terms of ID allocation, as the “borrowing” discussed above can be done without impacts.
Solution 3: AMF determines Global gNB ID from NCGI (or “long” gNB ID)
Originally in this solution, the gNB would send the NCGI and TAI of the target (rather than Global gNB ID and TAI) to the AMF, which determines the target Global gNB ID by e.g. comparing the leftmost bits of the NCGI with Global gNB IDs of existing NG connections, or by table look-up.

A simple adaptation of this method for the existing signalling would be to send instead the largest possible gNB ID derived from the NCGI (i.e. a 32-bit ID or smaller, depending on deployment), and adding an indicator (e.g. “unknown length indicator”). As usual, the TAI is used to ensure that the contents of the UPLINK RAN CONFIGURATION TRANSFER message are first routed to the appropriate AMF pool that serves the target gNB. The target AMF then determines the actual target gNB ID from the set that supports the TAI.
Regarding the flexibility of this scheme, 

· It can be applied in the “orthogonal” scenarios described for solution 1. In this case, the target gNB ID (with N bits) is uniquely defined as the only ID that is a complete match to the received ID for all of the target’s N bits, for all possible targets.

· It can also be applied in the “non-orthogonal scenarios” as per solution 2. In this case, the above test may deliver multiple candidates, and the target gNB ID is the one with the longest ID length (N).
This solution therefore allows full flexibility in terms of ID allocations, similarly to solution 2. The trade-off in this case is that different behaviour in the AMF routing algorithms needs to be triggered by the gNB (i.e. the AMF needs to be aware that the gNB does not know the actual ID length of the target). This triggering needs to be supported also in the case of inter-AMF signalling.

3. Discussion

The requirements or issues outlined in [3] seem to be:

· Handling of network evolution including need to change assignments or “borrow” ID space from existing nodes as the network grows.

· Handling of network sharing scenarios using different assignment methods
From the discussion above, it seems that solution 1 (configuration) might be able to handle network sharing via appropriate rules, but with additional configuration effort. However it seems unlikely that it can handle the ID space “borrowing” scenario, or at least this is likely to become quite complex as additional rules may be needed.

If these issues are to be addressed in a way that does not increase considerably the operator’s management effort, then it seems reasonable to consider solutions 2 and 3 for support in later releases.

Proposal 1: RAN3 should decide whether more complex scenarios need to be supported, and if so, whether configuration-based solutions remain appropriate for all such scenarios (as in rel-15).
Considering solutions 2 and 3, it seems that they support the same deployment configurations, however they differ in the impacted nodes and releases. A summary is given below:

	Solution 2
	Impacts gNB and UE only (no CN impact)

Impacts RAN2/RRC specifications (not RAN3 stage 3 specifications)

Does not address legacy UEs

Adds SIB1 overhead

Requires reasonable population of supporting UEs (else ANR will not work, and/or may not be possible until a suitable UE appears)

May not be able to adapt to changes in length in future (e.g. larger nodes), or requires again new UEs

	Solution 3
	Impacts gNB and AMF (no UE impact)

Impacts NGAP (and likely CN specifications)

Addresses legacy UEs (no UE dependency)

Could be retrofitted into existing networks as a network only feature

Could quite easily adapt to changes in length in the future (e.g. larger nodes)


Based on the above, it seems that both solutions are viable, and the decision depends on the impacted nodes / interfaces.
Proposal 2: If RAN3 decides that it is appropriate to adopt a non-configuration solution, it is proposed to analyse solutions 2 and 3 (e.g. using the table in this document).

To illustrate the changes needed in RAN3 for solution 3, stage 2 / 3 CRs are provided in [6,7]. Note that the CRs are written as rel-16, however the target release is for discussion.
Proposal 3: Use the CRs in [6,7] as a basis for discussion of the detailed impact of solution 3 in RAN3 specifications (noting that target release is FFS).
Finally we should note that it might also be possible to support both solutions 2 and 3 as they are not mutually exclusive. In this possible way forward, solution 3 could be used to enable more complex deployments at an earlier stage. Then as support for ID length reporting became more widespread in the UE population, the gNB could reply on the UE report.

In this scenario, a solution similar to solution 3 should anyway be adopted in RAN3 specifications; RAN3 could however indicate to RAN2 that a UE based solution could still be useful. 

Proposal 4: Assuming RAN3 agreement to go beyond configuration, a combined way forward might be: adopting solution 3 -like changes and indicating to RAN2 that solution 2 may still be useful.
3. Conclusions

This contribution has revisited the issue of how to support ANR in the scenario of flexible gNB ID length. The following proposals are made:

Proposal 1: RAN3 should decide whether more complex scenarios need to be supported, and if so, whether configuration-based solutions remain appropriate for all such scenarios (as in rel-15).
Proposal 2: If RAN3 decides that it is appropriate to adopt a non-configuration solution, it is proposed to analyse solutions 2 and 3 (e.g. using the table in this document).

Proposal 3: Use the CRs in [6,7] as a basis for discussion of the detailed impact of solution 3 in RAN3 specifications (noting that target release is FFS).
Proposal 4: Assuming RAN3 agreement to go beyond configuration, a combined way forward might be: adopting solution 3 -like changes and indicating to RAN2 that solution 2 may still be useful.
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