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1 Introduction

CB: # 6_RATtypeHandling

HW,CMCC,VF,TIM,CT,DT

introduce abnormal conditions that the CN shall fail the S1/NG setup procedure if the CN does not support any one of the RATs provided by the RAN node and introduce cause value “no supported RAT”.

Include the supported RATs of the CN to RAN in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE.

ZTE

“Not supported RAT” failure cause is not necessary in S1AP/NGAP procedure

- further check details

(HW - moderator)

Summary of offline disc R3-210959
2 For the Chairman’s Notes

About abnormal condition:

Agree R3-211191, rev of R3-210124, add China Unicom and Verizon Wireless co-sign, abnormal condition without new cause value.
Agree R3-211192, rev of R3-210125, add China Unicom and Verizon Wireless co-sign, abnormal condition without new cause value.

About providing Supported RAT of the CN to RAN:


Noted R3-211193, rev of R3-210126, add China Unicom and Verizon Wireless co-sign

Noted R3-211194, rev of R3-210127, add China Unicom and Verizon Wireless co-sign


To be continued.

3 Discussion

3.1 If the CN does not support any RAT of the RAN node

In the discussion during last meeting, all the companies agree that the S1/NG setup procedure and configuration update procedure should be failed, but there is no consensus on the need to update the specifications.

Take NGAP as an example, currently, in the NG Setup procedure unsuccessful operation part, it is stated that:

If the AMF cannot accept the setup, it should respond with an NG SETUP FAILURE message and appropriate cause value.
 But at the same time, it is also clearly defined in the abnormal conditions that

If the NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the PLMN Identity IEs and none of the PLMNs provided by the NG-RAN node is identified by the AMF, then the AMF shall reject the NG Setup procedure with an appropriate cause value.
As it is not clear what is “cannot accept the setup”, especially if all the IEs are comprehended from CN point of view. Considering that the Broadcast PLMN List IE and the RAT Information IE are in the same level with TAC IE, and provides the key information for the RAN node, it is preferred to also clearly define the abnormal condition for that, to avoid any potential IoT issue.
Proposal 1: introduce abnormal conditions that the CN shall fail the S1/NG setup procedure if the CN does not support any one of the RATs provided by the RAN node, and introduce cause value “no supported RAT”.

Do you agree with the proposal?

	Company
	Comment

	Huawei
	Yes, this abnormal condition needs to be clarified in the spec, to avoid any potential IoT issue.

	China Telecom
	Yes. The cause value for S1/NG setup failure is need to be defined in spec

	Deutsche Telekom
	Yes (abnormal case and cause value to be specified).

	ZTE
	No, the RAT type alignment should be guaranteed by OAM, and the “OAM Intervention” failure cause can already be indicated, so “Not supported RAT” failure cause is introduced.

	Vodafone
	Yes. Abnormal case and cause value need to be specified.

	Ericsson
	No, there is no need for a new cause value. OAM has to guarantee that the look-up table per TAC has not been misconfigured. If something goes wrong, then “OAM intervention” is needed. Agree with ZTE’s comment.

	Verizon
	Yes, this cause abnormal condition and appropriate cause value needs to be specified to avoid IoT issue. 

	Nokia
	We are OK to add the abnormal condition, but no need for a new cause value.

	Huawei2
	As a compromise, if agreeable, let’s introduce the abnormal condition, and leave the cause value out for not.

	
	


3.2 Provide the supported RATs of the CN to RAN

The supported RATs of the RAN node and CN nodes changes from release to release, for example:

- in Rel-13, the eNB and EPC may be configured to support NB-IoT besides WB-EUTRA

- in Rel-16, the ng-eNB and 5GC may be configured to support NB-IoT and unlisenced besides WB-EUTRA

RAN nodes and CN nodes are probably updated separately, and therefore the configuration effort are very huge, and misconfiguration between CN OAM and RAN OAM may happen, especially in case the CN and RAN nodes are comes from different vendors. 

To avoid misconfiguration, to ease the OAM effort, to avoid the potential IoT issues such as UE access failure and Core network resource waste, it is needed to include the supported RATs of the CN to RAN in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE.

Proposal 2: Include the supported RATs of the CN to RAN in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE.

Do you agree with the proposal?

	Company
	Comment

	Huawei
	Yes, it is needed to inform RAN node about it, only rely one RAN OAM and CN OAM interaction is not a good way.

	China Telecom
	Yes. In our understanding, the intention of providing supported RAT is to support automatic S1/NG connection configuration between RAN and CN. Therefore, some useful assistant information ,e.g., supported RAT, are needed.

	Deutsche Telekom
	Yes (support of simplified network operation in a multivendor environment; “plug’n’play” between RAN and CN). 

	ZTE
	No, like other CN/RAN capabilities coordination, OAM is enough.

	Vodafone
	Yes. Signaling support is needed to support plug-and-play S1/NG.

	Ericsson
	We do not agree with the justification “To avoid misconfiguration, to ease the OAM effort”, since OAM pre-configuration before the operation is a requirement; at least for making sure that the RAN node is connected to the right CN. 

· In S1-AP, the RAT Type IE has ‘NB-IoT’ codepoint

· In NG-AP, the RAT information IE has two codepoints ‘unlicensed’ and ‘NB-IoT’
Both IEs having criticality reject in the Setup and Configuration Update procedures, there is no need to add an IE of the supported RAT in their respective response messages.

	Verizon
	Yes, this signaling is needed for avoiding complex OAM config. 

	Nokia
	Based on comments from proponents, it seems the motivation is to enable simplified/automated network configuration. However, we don’t see how the proposal avoids OAM configuration (and thus how it avoids misconfiguration or eases OAM effort).

Also, the RAN node behavior when receiving the IE is implementation dependent.  For example, if the RAN node determines from the received list of supported RATs that there is a “mismatch”, the NG-RAN node may e.g. tear down the S1/NG and attempt to connect to a suitable MME/AMF (by trial and error – is this what is meant by “plug-and-play” / “automatic S1/NG connection” in comments by others?), or keep the S1/NG connection but takes care to only send traffic of a particular RAT to the MME/AMF, or does nothing with the information (and then the MME/AMF presumably rejects traffic from unsupported TAI). This seems to create potential for inter-operability issues and/or unexpected side effects.

	Huawei
	To answer Ericsson, in case the RAN node support WB-E-UTRA and NB-IoT, the MME only support NB-IoT, the RAN node will connect to this MME, and the criticality reject of the RAT Type IE cannot let the RAN node know that the MME does not support WB-E-UTRA.

To Nokia, which MME to connect with, need to be configured to RAN of course, but the supported RATs of the MME also needs to be known by the RAN node, exchanging this information can reduce the OAM configuration burden, and can help to detect the OAM mis-configuration. For your second question, with the abnormal condition discussed in the first part, the RAN will not setup S1/NG towards a CN node do not support any of the RAT provided by the RAN node, but still able to connect to a CN support at least one of the RAT provided by the RAN node, and with the exchanging of this information, the RAN node can avoide to select this CN node to sever a UE which is accessing from a RAT the CN node does not support.
With these clarifications, hope you are fine for the proposal. 

	
	

	
	


3.3 About questions in R3-211023

A response paper is submitted in R3-211023 [7], in this section, we provide feedbacks to the main arguments in this paper.

R3-211023: 

· If we are considering a legacy MME/AMF not supporting a specific RAT at all (e.g. NB-IoT), then an operator will normally not try to connect such NG-RAN node to MME/AMF at all.

· If we are considering a MME/AMF supporting a specific RAT in general (e.g. NB-IoT), but features related to this RAT (or others) are not enabled, then it is still questionable why the NG-RAN node is connected to the MME/AMF and, further, why having the connection setup launched knowing that MME/AMF shall reject it afterwards? 

· It is also mentioned as second motivation in [1] to provide information on the supported RAT types in the CN to the NG-RAN node. The intention is to inform the RAN of what the CN is supporting. However, this is not logical since the CN will store the RAT type information of the TAI if it's supported. 

· Initially, RAN-OAM has to take care that a proper MME/AMF will be selected by the RAN node based on the TAs a RAN node is serving. The address of the CN node(s) will be looked-up per TA. With this information, the RAN node establishes the SCTP connection and finally sends S1/NG Setup. A TA cannot contain NB-IoT and non-NB-IoT cells, so the look-up per TA should also result in selecting the proper CN node based on RAT. If NG Setup would end up in the wrong CN node, the look-up table for the TA would be misconfigured.

Feedback: invalid statement, if the CN only supports one RAT, and RAN node supports two RATs, it is still needed to allow connecting this RAN node to this CN. E.g., in case a MME/AMF not supporting NB-IoT and only supports WB-E-UTRA, it is still allowed to connect a RAN node supporting both RATs to this CN node. And meanwhile, the RAN node may not aware of whether the CN node supports NB-IoT or not.

E///: The feedback from the moderator regarding the scenario above is valid. Indeed, when connecting a AMF not supporting NB-IoT RAT type with a RAN node supporting NB-IoT cells, there would be no procedure failure in this case, since the information stored during the setup procedure is understood by the AMF. However, please note that for this case the checking of the NB-IoT related functions in the CN is done one-by-one during the UE NAS procedures and not during the setup. 
So if it's a NB-IoT only RAN node and no other special feature is required in the CN compared to e.g. E-UTRA, then the CN can provide the service without failing and there would be no problem form CN point of view. of course, this is based on the assumption that operator knows that the CN does not support NB IoT. But if they want to connect the NB-IoT supporting RAN to this CN anyway, then it's done on purpose…
R3-211023: 

· Furthermore, the CR in [2] proposes to add a new cause value in the S1-AP/NG-AP messages for “non supported RAT”, with new procedural text for this cause value. This not only would create a bad example for adding new procedural text for each new added cause value (and there is a lot!), but it is also unnecessary when considering the aspects mentioned in the discussion paper about general RAN3 principles in AI 7 [3]. 

· In fact, looking at the criticalities, the RAT-Type/RAT Information IEs have been introduced with criticality “reject”, within the Supported TAs/Supported TA List IE that has also criticality “reject”. If the AMF/MME does not support the "RAT", abstract syntax check should already reject the S1/NG Setup/Configuration Update requests. Therefore, there is no need to add any new cause value for non-supported RAT, since the failure will happen.

Feedback: invalid statement, take S1AP as an example, as you may notice that the optional RAT Type IE only includes one code point, i.e. NB-IoT, that is to say, in case a RAT support WB-EUTRA, the RAN node will not include the RAT Type IE for that TAI, therefore although the criticality of the RAT Type IE is reject, if the RAN node connecting to a NB-IoT dedicated Core, this criticality reject IE cannot lead to the failure of the S1 setup.

E///: there is no ‘e-UTRA’ codepoint in the S1AP RAT type IE, same as why there is no ‘NR’ codepoint in the NGAP RAT Information IE. and there is a good reason why there isn’t it and why there shouldn’t be. 

Question: any further clarification?

	Company
	Comment

	ZTE
	As comments for Q1, this CR is not necessary.

	E///
	Agree with ZTE

	Nokia
	Just for clarification, I am wondering whether the AMF/MME behavior highlighted in yellow above is actually allowed...
In my understanding, the RAT Information IE was originally introduced in e.g. NG Setup Request due to an SA2 requirement that CN knows the RAT type being used by the UE.  So when the NG-RAN node indicates an NB-IOT RAT for TAI-x in the NG SETUP REQUEST, the intention was that CN would therefore know any UE served by TAI-x is using an NB-IOT RAT (for e.g. charging purposes or whatever reason the CN had for knowing the UE’s RAT type).  So from this perspective, it seems that UEs must be rejected in the scenario highlighted in yellow (since otherwise there would be UEs accessing via NB-IoT while the RAT Type exchanged between CN nodes would be wrong, e.g. indicating WB-EUTRA).

	Huawei2
	About the question from E/// highlighted in yellow, to support NB-IoT, the CN is enhanced with lots of features, a CN does not support NB-IoT is not able to serve NB-IoT UEs, e.g. for CIoT CP UEs, the CN needs to able to handling the user data piggybacked in NAS PDU, etc.


3.4 About questions in R3-210204

A response paper is submitted in R3-210204 [6], in this section, we provide feedbacks to the main arguments in this paper.

The first part of this paper, is to discuss about the “fail the procedure in case at least one RAT of the RAN is not supported by CN”, considering that in this meeting, the proponents of [1] – [5] are not proposing this anymore, and therefore we skip this part.

For the latter part, the following statement can be found:

R3-210204:

Since the RAT type alignment should be guaranteed by O&M, and the “O&M Intervention” failure cause can already be indicated, so “Not supported RAT” failure cause is not necessary.

Observation 3: “O&M Intervention” failure cause can be used to indicate the O&M un-alignment(e.g. RAT type not alignment).

Proposal : “Not supported RAT” failure cause is not necessary in S1AP/NGAP procedure.

Feedback: “O&M Intervention” is defined as “The action is due to O&M intervention.”it is not something like OAM configuration mismatch. Considering of this specific case, it is preferred to have a clear cause for that.

Question: any further clarification?

	Company
	Comment

	ZTE
	As comments for Q2, this CR is not necessary.

	E///
	This about OAM pre-configuration before initial operation, which is required.

	
	


4 Conclusion, Recommendations [if needed]

If needed
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