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1. Introduction
This document discusses the reasoning and proposals in [1].
2. Discussion
In [1], it is motivated that when at least one of the RATs provided by the NG-RAN node is not supported by the CN, the CN shall fail the S1/NG Setup and Configuration Update procedures. It is further motivated that such failure shall also happen when the CN does not support any of the RATs provided by the NG-RAN node, and that information on the supported RATs in the CN should be communicated to the NG-RAN node. 
A first aspect that can be questioned from the above enounced motivations in [1] is why in the first place a CN is even connected to a NG-RAN node not supporting the specific RAT? 
Indeed, two scenarios can be considered for illustration:
1. If we are considering a legacy MME/AMF not supporting a specific RAT at all (e.g. NB-IoT), then an operator will normally not try to connect such NG-RAN node to MME/AMF at all.
2. If we are considering a MME/AMF supporting a specific RAT in general (e.g. NB-IoT), but features related to this RAT (or others) are not enabled, then it is still questionable why the NG-RAN node is connected to the MME/AMF and, further, why having the connection setup launched knowing that MME/AMF shall reject it afterwards? 
(Note: even in case of NB-IoT RAT, there is no big difference from CN point of view, since it could be possible to use S1-U as normal when no specific NB-IoT related function is required.)
Unless good reasons, it seems from the above two scenarios that the case of failure as discussed in [1] should normally not happen, since RAN-OAM configuration is initially required before operational preparation. Companies sourcing [1] should thus bring more solid reasons besides “avoiding OAM configuration” to justify their proposed changes.
Observation 1: it is not comprehensible why a NG-RAN node supporting certain feature(s) is connected to a MME/AMF not supporting it/them. 
Observation 2: RAN-OAM configuration is initially required before operational preparation to avoid RAN-CN RAT mismatch. 
It is also mentioned as second motivation in [1] to provide information on the supported RAT types in the CN to the NG-RAN node. The intention is to inform the RAN of what the CN is supporting. However, this is not logical since the CN will store the RAT type information of the TAI if it's supported. 
Initially, RAN-OAM has to take care that a proper MME/AMF will be selected by the RAN node based on the TAs a RAN node is serving. The address of the CN node(s) will be looked-up per TA. With this information, the RAN node establishes the SCTP connection and finally sends S1/NG Setup. A TA cannot contain NB-IoT and non-NB-IoT cells, so the look-up per TA should also result in selecting the proper CN node based on RAT. If NG Setup would end up in the wrong CN node, the look-up table for the TA would be misconfigured.
Observation 3: RAT provided by MME/AMF is not a concept.
Furthermore, the CR in [2] proposes to add a new cause value in the S1-AP/NG-AP messages for “non supported RAT”, with new procedural text for this cause value. This not only would create a bad example for adding new procedural text for each new added cause value (and there is a lot!), but it is also unnecessary when considering the aspects mentioned in the discussion paper about general RAN3 principles in AI 7 [3]. 
In fact, looking at the criticalities, the RAT-Type/RAT Information IEs have been introduced with criticality “reject”, within the Supported TAs/Supported TA List IE that has also criticality “reject”. If the AMF/MME does not support the "RAT", abstract syntax check should already reject the S1/NG Setup/Configuration Update requests. Therefore, there is no need to add any new cause value for non-supported RAT, since the failure will happen.
Observation 4: adding specific cause value with procedural text is unnecessary. The abstract syntax check should already reject the S1/NG Setup/Configuration Update requests in case of non-supported RATs in the CN
For all the above reasons, the following is proposed:
Proposal 1: Based on the current motivations in [1], agree that there is no correction needed to address what OAM initially is bound to fix and (pre-)configure during initial operation. The sourcing companies are invited to explain more solidly their motivations for changing the NG-RAN node behaviour. 
Proposal 2: RAN3 to consider the discussion in AI 7 about General, protocol principles and issues of RAN3 when discussing this topic of RAT Type handling.
Proposal 3: RAN3 to agree that current text in failure case is general enough and no addition of cause value is required. 
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