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Introduction
In Rel-17, SA2 has already initiated a new SID to enhance NPN (latest SID updates in S2-2002592), which is to enhance 5GS functionalities that would enable more efficient support of non-public networks and simplification of 5G system for non-public networks. 
And in the TSG RAN meeting #90, the objective of new WI on Enhancement of Private Network Support for NG-RAN for NG-RAN was finally agreed, and the objective related to supporting SNPN along with credentials owned by an entity separate from the SNPN is captured as follows,
	The objective of this work item is to support enhanced non-public network (eNPN) for NG-RAN resulting from the SA2 study on enhanced support of NPN. The SA2 study covers the following SA2 objectives and the RAN objective is to specify the corresponding RAN functionality where necessary:
· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
[bookmark: _Hlk57062252]NOTE: The above sub-bullets for the SA2 objectives may be non-exhaustive and are subject to further discussion depending on SA2 updates if any.


This paper discusses RAN3 aspects for support of SNPN along with subscription / credentials owned by an entity separate from the SNPN including cell access control and connected mode mobility.
Discussion 
Background（Key Issue #1 from TR 23.700）
For key issue#1, as illustrated in [1], the support of SNPN with credentials owned by an entity separate from the SNPN is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. 
Scenario and Architecture
The scenario where the separate entity owning the credentials has only an AAA Server is supported.  In this scenario, the enhanced SNPN will host a function (e.g. enhanced AUSF or new NF) supporting primary authentication and authorization of SNPN UEs that use credentials from the AAA Server. This function can forward EAP messages to the AAA server that is acting as the EAP Server for the purpose of primary authentication and authorization, as shown in the figure 1. The AMF discovers and selects the AUSF using the Home Network Identifier and Routing Indicator present in the SUCI provided by the UE.	The AUSF (e.g. enhanced AUSF or new NF) in SNPN selects the AAA hosted by the external entity. The discovery and selection functionality (within the AUSF) uses the domain name corresponds to the realm part within Network specific identifier that identifies the external entity to perform discovery and selection of the AAA hosted by the external entity. After completing the primary authentication and authorization successfully, the AMF or SMF can retrieve the SNPN UE subscription data (i.e. mobility management and session management subscription) using SUPI from UDM.


Figure 1: Architecture in case separate entity that owns the subscription 
Cell access control
Since RAN needs to find an appropriate CN which supports accessing using external credentials during initial access, CN should provide to the NG-RAN with the information of supporting accessing using external credentials in advance.
In addition, during the process of initial access, whether there’s a need to explicitly indicate UE is accessing using external credentials in Initial UE message is needed to be discussed. In our opinion, since the enhanced AUSF ot new NF in CN need to obtain credential from the separate entity, NAS level message could be needed from UE to AMF that indicates the UE is accessing using external credentials; however, since NAS level procedure is decided by SA2, it is safer for RAN3 to wait for SA2’s further inputs.
Proposal 1: Support to signal the information related to supporting access using external credentials from AMF to RAN for SNPN, FFS on details.
Proposal 2: Whether to explicitly signal information related to accessing using external credentials in Initial UE message depends on further inputs from SA2.
Mobility aspect
The essential question is whether NG-RAN needs to take information related to the support for external credentials into account when performing NG-based or Xn-based handover. More specifically, for example, to help source to choose an appropriate target, whether there’s a need to exchange information related to the support for external credentials between NG-RAN nodes.
From our understanding, such mechanism should be decided by the requirement from SA2, namely, whether it is necessary to guarantee the UE to always be able to access using external credentials after handover during connected mode, or UE’s accessing using external credentials is just a best-effort functionalities from end-to-end perspective. It might be better to depend on further inputs from SA2.
Proposal 3: Whether NG-RAN needs to consider information related to accessing using external credentials during mobility for SNPN depends on further inputs from SA2.
Conclusions
Proposal 1: Support to signal the information related to supporting access using external credentials from AMF to RAN for SNPN, FFS on details.
Proposal 2: Whether to explicitly signal information related to accessing using external credentials in Initial UE message depends on further inputs from SA2.
Proposal 3: Whether NG-RAN needs to consider information related to accessing using external credentials during mobility for SNPN depends on further inputs from SA2.
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