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1. Introduction
In Rel-17, one WID item [1] was approved to enhance NPN functionalities that would enable more efficient support of non-public networks and simplification of 5G system for non-public networks. One of the objectives is to support connected mode mobility in SNPN along with subscription owned by an entity separate from the SNPN:

	RP-202363 [1]:

…
· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]

· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· Support UE onboarding and provisioning for NPN including:
· The UE onboarding relevant parameter broadcast from SIB [RAN2]

· The associated cell selection/reselection, cell access control and the connected mode mobility support [RAN2/RAN3]

· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
…


The SA2 has also studied for this issue in TR 23.700-07 [2]. In this contribution, we analyze the RAN3 impact for mobility scenarios based on the conclusion of the SA2 study, and also provide our view on it.
2. Discussion
In Rel-17, the SA2 studied to enhance 5GS functionalities that would enable more efficient support of non-public networks [2]. One of the objectives in SA2 eNPN SI is to consider the mobility scenarios, including service continuity in SNPN along with subscription owned by an entity separate from the SNPN as follows:
	Clause 5.1.1 in TR 23.700-07 [2]:

…
This key issue aims at addressing the following points for SNPN along with subscription owned by an entity separate from the SNPN:

-
How to identify the separate entity providing the subscription;

-
Network selection enhancements, including UEs with multiple subscriptions;

-
E.g. how does the UE discover and select an SNPN which provides authentication in an external entity;

-
Architecture enhancements needed to support multiple separate entities, e.g.:

-
What are the interfaces exposed and/or used by SNPN and the separate entity;

-
What is the architecture and solution for a UE accessing a separate entity via SNPN access network;

-
How to exchange authentication signalling between the SNPN and the separate entity, including:

-
Authentication by the PLMN, based on PLMN identities and credentials, for access to the SNPN;

-
Authentication via SNPN to separate entity based on non-3GPP identities (e.g. non-IMSI) and credentials;

-
Mobility scenarios, including service continuity, for:

-
UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and

-
UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.
…


For mobility scenarios in clause 8.1.2 of TR 23.700-07, the SA2 concluded that when there are common AMF and/or N14 interface between the source network and target network, the UE mobility can be supported by using the existing Xn-based or NG-based handover procedure. 
Observation 1: The existing Xn-based or NG-based handover procedure can be used as a baseline for Rel-17 eNPN UE mobility.
However, there is the need to enhance the existing handover procedure for Rel-17 eNPN UE mobility. In Rel-16, at the time of handover, cells that do not support the serving SNPN ID are not considered as candidate target cells by the source NG-RAN node. If this principle is also applied to the Rel-17 eNPN UE, handover between different SNPNs using same Home SP credentials is not supported although there are common AMF and/or N14 interface between the source network and target network. This is not aligned with the conclusion of the SA2 study.
For example, suppose that there is the N14 interface between the SNPN #1 and the SNPN #2, and both SNPNs can support access using subscriptions and credentials of Home SP (= SNPN #A) as in Figure 1. 
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Figure 1. 
The UE accesses to the SNPN #1 with subscriptions and credentials of Home SP. After a while, the UE moves towards the NG-RAN of the SNPN #2. According to the Rel-16 principle, it seems that the Rel-17 eNPN UE registered in SNPN #1 with Home SP credentials cannot be handed over to the SNPN #2 which also supports access using Home SP credentials. However, in Rel-17, the source NG-RAN in the SNPN #1 should also consider the NG-RAN in the SNPN #2 as candidate target node. That is, the source NG-RAN in the SNPN #1 needs to be aware of that the UE is capable of Rel-17 eNPN.
Observation 2: The source NG-RAN in the SNPN #1 needs to be aware of that the UE is capable of Rel-17 eNPN.
With the observations above, the following proposal is suggested to RAN3.
Proposal 1: It is proposed to discuss how the NG-RAN can know that the UE is capable of Rel-17 eNPN.
3. Conclusion
In this contribution, we focused on the RAN3 impact for mobility scenarios based on the conclusion of the SA2 study and provided our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: It is proposed to discuss how the NG-RAN can know that the UE is capable of Rel-17 eNPN.
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