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Introduction

In this document we gave our general views on RAN3 impact of the mobility for key issue 1 based on the objectives of NPN WI [1] as following :

Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]

The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]

Discussion
From the current TS38.300,  “UEs operating in SNPN access mode only (re)select cells within the selected/registered SNPN and a cell can only be considered as suitable if the PLMN and NID broadcast by the cell matches the selected/registered SNPN”, “The NG-RAN node is aware of the SNPN ID(s) supported by neighbour cells. At the time of handover, cells that do not support the serving SNPN ID are not considered as candidate target cells by the source NG-RAN node.”

Observation 1: In R16, only intra-SNPN connected mobility is supported.
According to TR23.700-007[1], For the Key Issue 1, following mobility scenarios, including service continuity, shall be supported:

-
UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and

-
UE moving between SNPN#1 (where separate entity=PLMN) and PLMN

Observation 2: For R17 eNPN WI, inter-SNPN connected mobility and mobility between a SNPN and a PLMN  shall be supported.
According to[1]: The mobility procedures are based on:

-
In the case that there are common AMF and/or N14 interface between the source network and target network, mechanism defined in TS 23.502 [6] clause 4.9.1 is re-used to address UE mobility.

-
In the case of idle mode mobility, the UE performs initial or mobility registration as specified in clause 4.2.2.2.2 of TS 23.502 [6].

NOTE:
Needed updates to find the correct source or target AMF and what are the applicable UE identities in the registration message will be determined in normative phase.

Because the SNPN is a standalone NPN and is always deployed separately. If the AMF of two different SNPNS is not the same(common AMF), or the AMF of different SNPNS is not connected, then it is assumed that these SNPNS may belong to different operators, and different SNPNS cannot be handover to each other. Handover is supported if and only if AMFs can interconnect (using the N14 interface). 

Observation 3: Connected mobility scenarios is only based there are common AMF and/or N14 interface between the source network and target network.

Furthermore, In the case of there are no N14 interface between the source and target network, UE needs to register the target SNPN or PLMN, and the UE initiates the establishment process of NAS PDU SESSION, which carries the existing PDU SESSION ID. SMF needs to be selected at the core network side, and the PDU SESSION is transferred to the target network. It is assumed there is no RAN3 impact here.
Observation 4: In the case of there are no N14 interface or no common AMF, UE needs to register the target SNPN or PLMN, and the UE initiates the establishment process of NAS pdu session, which carries the existing PDU session ID for PDU SESSION transferred. There is no RAN3 impact here.
Since mechanism defined in TS 23.502 clause 4.9.1 is re-used to address UE mobility for inter-SNPNs handover, that is Xn based handover and NG based handover.  Due to the SNPN is a standalone NPN and is always deployed separately, In most cases, there is no direct interface between the gNBs belonging to different SNPN, so NG based handover for inter-system involves CN is the most common case. But if there may be interfaces between different gNBs of different SNPNs,e.g,in the case of network sharing, the Xn based handover can be applied. 

Observation 5: The Xn and NG based handover procedure are applied for inter-SNPNs connected mobility.

In R16 SNPN mobility, the source NG-RAN node knows the NPN information supported by the candidate target cells (exchanged between RAN nodes during the Xn setup/modification procedure), the target RAN node needs to be informed of the serving SNPN ID which are included in the mobility restriction list. If the serving SNPN ID does not match any of the target cell supported list of SNPN IDs, target RAN node shall fail the handover. In order to support inter-SNPN mobility, Since there are interfaces between different AMFs of different SNPNs, the AMF can know which SNPN subscription / credentials owned by an same entity or the common AMF, so the  mobility restriction list can be extern as following to support allowed SNPNs mobility e.g, with same extern entity.
9.3.1.184
NPN Mobility Information

This IE indicates the access restrictions related to an NPN.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NPN Mobility Information
	M
	
	
	

	>SNPN Mobility Information
	
	
	
	

	>>Serving NID
	M
	
	NID

9.3.3.42
	

	>> allowed NID list
	O
	
	
	If this IE present, the Serving NID IE is not used.


	>> allowed PLMN
	O
	
	
	Used to indicate the target PLMNs that can support handover from the allowed SNPNs.

	>PNI-NPN Mobility Information
	
	
	
	

	>>Allowed PNI-NPN List
	M
	
	9.3.3.45
	


In the case of inter-system handover, the extend mobility restriction is carried in  Source to Target Transparent container.
Proposal 1:   The  mobility restriction list can be extern to support inter-SNPNs mobility over the NG and XN interface.
Conclusion
Observation 1: In R16, only intra-SNPN connected mobility is supported.
Observation 2: For R17 eNPN WI, inter-SNPN connected mobility and mobility between a SNPN and a PLMN  shall be supported.

Observation 3: Connected mobility scenarios is only based there are common AMF and/or N14 interface between the source network and target network.

Observation 4: In the case of there are no N14 interface or no common AMF, UE needs to register the target SNPN or PLMN, and the UE initiates the establishment process of NAS pdu session, which carries the existing PDU session ID for PDU SESSION transferred. There is no RAN3 impact here.
Observation 5: The Xn and NG based handover procedure are applied for inter-SNPNs connected mobility.

Proposal 1: The  mobility restriction list can be extern to support inter-SNPNs mobility over the NG and XN interface.
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