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1	Introduction
This paper elaborates on the following agreements reached at RAN3#110-e:
A standardized solution enabling an inter vendor interoperable way for an NG RAN node to deduce the identity of another NG RAN node from the received I-RNTI is needed
Agree on the benefits of a solution that allows at least some flexibility in the selection of the Local Node ID length; further details FFS

A number of proposals relative to solutions that reflect the principles in the agreements above are made herein.

2	Discussion
2.1. Node identity disambiguation at RRC Resume
At Resume, the gNB receiving the I-RNTI within the RRC Resume attempt from the UE needs to deduce the identity of the gNB (gNB ID) hosting the UE Context and, if such identity does not correspond to its own gNB ID, retrieve via Xn the UE Context from another gNB based on the deduced gNB ID.
As already agreed at RAN3#110-e, there is a real need for a standardized solution enabling an inter-vendor interoperable way for a NG RAN node to deduce the identity of another NG-RAN node from the received I-RNTI. The issue is that the I-RNTI signaled by the UE at RRC resume has no standardized structure and therefore it does not allow for an inter-vendor interoperable identification of the source gNB. Namely, it is not possible to uniquely derive the so-called “Local gNB Identifier”, i.e. the bits of the I-RNTI that shall be used by the gNB to deduce the gNB ID of the gNB hosting the Inactive UE context, without appropriate signaling.
As a second consideration, it is desirable to support network deployments where it is possible to dimension a gNB according to the maximum number of Inactive UE contexts in the node. This is reflected either in maximum number of bits of the I-RNTI used to uniquely identify such Inactive UE contexts or in the number of Local gNB Identifiers that can be assigned to a gNB. The number of Inactive UE contexts that a gNB can support increases with the number of bits of the I-RNTI that are not used for the local gNB Identifier and with the number of Local gNB IDs that can be associated to a gNB. 

The maximum number of Inactive UE contexts per node can be planned, e.g. based on the fact that a gNB belongs to a certain category (or group), e.g. a pico base station. In that respect many criteria can be used for site classification, e.g.: indoor, outdoor, urban, rural, capacity, coverage, cloud-based, sharing between Operator A and B, vendor A, vendor B, etc. At the same time, it is reasonable to assume that any such categorization will not result in contiguous (nor static in time) geographical boundaries between categories. The figure below shows an example of deployment with gNBs where different lengths for the Local gNB Identifiers are used.
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Figure 1: Deployment with different gNB classes supporting different numbers of Inactive UE contexts
To tackle the highlighted issue, various approaches can be discussed. In any case, we think that at least the following aspects shall be considered when designing a solution to address this issue:
1) Support inter-vendor inter-operability, i.e. support of RRC Inactive UEs crossing the RAN border between two or more vendors
2) Support RAN sharing between operators
3) Support network deployments where a mix of gNBs (i.e. supporting different maximum number of stored Inactive UE contexts) are geographically distributed, with no contiguous (nor fixed) boundaries defined between sets of gNBs with different lengths for the Local gNB identifier.
4) Possibility to limit the number of conflicts between RAN nodes for the Local gNB Identifier
5) Limited impact on signalling (complexity and load)
6) Limited to zero configuration effort
7) Easy to deploy
8) Easy to maintain
9) Extendable if necessary



The main issue affecting all solutions for disambiguation of RAN nodes from the I-RNTI is that of local gNB Identifier conflicts. The presence of conflicts derives from the fact that the number of bits of the I-RNTI are not sufficient to accommodate an exact copy of the gNB ID. How to limit the probability of conflicts is affected by the selected solution. 
The following solutions are analyzed:
1) [bookmark: _Hlk61265566]I-RNTI structure based on configuration
2) I-RNTI structure standardized with one I-RNTI profile
3) I-RNTI structure standardized with multiple I-RNTI profiles






2.1.1. I-RNTI structure based on configuration
I-RNTI structure
The I-RNTI structure is decided by configuration.


Selection of Local gNB Identifier
The Local gNB Identifier is obtained based on the gNB ID. 
The Local gNB Identifier and its length are not exchanged between gNBs.
Each gNB must use an agreed mechanism (e.g. configuration based) to ensure that it is known which part of the I-RNTI contains the Local gNB Identifier and to derive the node corresponding to the Local gNB Identifier.
The complexity is moved to other parts of the system (e.g. OAM). It is quite cumbersome (and not obvious) whether and how to reach the required coordination to support interoperability (inter-vendor, but also intra-vendor). This is because different vendors have different OAM systems and a fully interoperable solution would require each vendor’s OAM to follow the same configuration and Local gNB Identifier derivation techniques. The solution would also imply configuration of a large number of neighbouring nodes, each with their Local gNB Identifier in use.
A planning exercise is needed to assign the Local gNB Identifiers and avoid conflicts as much as possible.
The above contradicts the agreed requirement that 
A standardized solution enabling an inter vendor interoperable way for an NG RAN node to deduce the identity of another NG RAN node from the received I-RNTI is needed

If there is a need for Local gNB Identifiers with different lengths, gNBs must be configured with the lengths of the Local gNB Identifier used by other gNBs. A change in network deployment, such as the introduction of a new RAN node, requires a check in the configuration of the Local gNB Identifier lengths used by other gNBs and potentially a reassignment of Local gNB Identifiers. This is rather challenging in scenarios such as RAN sharing, where the Local gNB Identifier length needs to be known across operators domains. 
The latter contradicts at least in part the other agreed requirement below:
Agree on the benefits of a solution that allows at least some flexibility in the selection of the Local Node ID length; further details FFS

The reason is that there is very little flexibility in changing the length of a Local gNB ID when the solution adopted relies in OAM based configurations. If a new node is introduced in the network, every neighbor RAN node needs to be configured with the Local gNB ID length of the newly introduced node. If a change in the Local gNB ID length wants to be applied to an existing node, all its neighboring nodes need to be updated via configuration. Such approach goes in an opposite direction with respect to RAN automation and SON and it resembles manual configuration mechanisms that 3GPP is trying to phase out and replace.

Use of Local gNB Identifier at resume
At resume, the gNB receiving the I-RNTI, based on the commonly agreed configuration, deduces the gNB ID from the Local gNB Identifier.

Conflict detections
A conflict occurs when 
· two neighbour gNBs use the same Local gNB Identifier, and there is an attempt of UE context retrieval that fails due to the ambiguity in the gNB ID derived from the Local gNB Identifier. 
· One gNB has at least two neighbours using the same Local gNB Identifier which requires the node to attempt to retrieve the UE context from all.



Conflict resolution
To resolve a conflict a new gNB ID for the node with conflicting Local gNB ID needs to be selected. This possible gNB ID change has considerable impact because it implies to change the CGI of all cells served by the node affected (in this solution the Local gNB Identifier is uniquely derived from the gNB ID). Further, a change of gNB ID has to take other subsystems into account which may have accumulated statistics or information related to the gNB ID.

Signaling impact
There is no net impact in RAN signalling to exchange the Local gNB Identifier. Multiple attempts to retrieve a UE context can happen towards the gNBs in conflict, which may increase signalling load.


2.1.1. I-RNTI structure standardized with one I-RNTI profile

The I-RNTI structure (i.e. profile) is standardized.
In this solution, the I-RNTI is structured (or profiled) in two parts:
(1) a Local gNB Identifier
(2) a UE Context identity

Selection of Local gNB Identifier
For the case of a full I-RNTI, the Local gNB Identifier has a fixed length (e.g. 30 bits for the full I-RNTI case), and the remaining bits (10 bits) are left for encoding/decoding a UE Context.

A Local gNB Identifier is automatically selected randomly by a gNB and it is associated to a group of UE Contexts that can be served (if 10 bits are left for the UE Context: 2^10=1024).

In this solution, if a gNB requires to host a higher number of Inactive UE Contexts than the maximum allowed with only one Local gNB Identifier, the gNB can select multiple Local gNB Identifiers and associate them to itself .
The number of available Local gNB Identifiers is very large. In the example of Local gNB Identifier of 30bits it is (2^30 = 2*10^9), and the difference between a large node and a small node (in terms of “served UE Context”) is in the number of Local gNB Identifiers required to accommodate the node capacity. 
As an example: 
- a gNB able to store 1000 UE Contexts for RRC inactive UEs will draw only one Local gNB Identifier
- a gNB able to store more than 200k UE Contexts for RRC inactive UEs will draw 256 Local gNB Identifiers.

The Local gNB Identifier derived by a gNB are exchanged between neighbor gNBs over Xn at Xn Setup. Each gNB is then able to associate a list of Local gNB Identifier to a given gNB ID.
A gNB also receives from the gNBs of the first tier, the Local gNB Identifiers of “neighbour of neighbour” gNBs (similar to the process explained in Figure2, where a gNB A receives the Local gNB Identifier for the gNBs of the first tier and for the gNBs of the second tier). 


Use of Local gNB Identifier at resume
At resume, the gNB receiving the I-RNTI knows how many bits have been used to encode the Local gNB Identifier, because this number is fixed. To disambiguate the gNB ID of the gNB hosting the UE Context, the gNB receiving the I-RNTI compares the received Local gNB Identifier with the previously received Local gNB Identifiers.

Conflict handling
A conflict is detected when a gNB uses one Local gNB Identifier that is in use by another gNB. 
To resolve the conflict a new Local gNB Identifier can be derived and exchanged, e.g. via XnAP NG-RAN Node Configuration Update procedure. 


Signaling impact
Existing Xn signalling towards the gNBs is updated to exchange the Local gNB Identifier at XnAP Setup. If case a gNB no longer uses one or more Local gNB Identifiers (e.g. due to conflict) or new Local gNB Identifiers are needed (e.g. due to capacity expansion), the updates can be carrier via the XnAP NG-RAN Node Configuration Update procedure.

2.1.2. I-RNTI structure standardized with multiple I-RNTI profiles
I-RNTI structure
The I-RNTI structure is standardized. 
In this solution, the I-RNTI is structured in three parts: 
(1) a I-RNTI profile Identifier; 
(2) a Local gNB Identifier;  
(3) a UE Context identity.

[bookmark: _Hlk61267635]Selection of Local gNB Identifier
The Local gNB Identifier is automatically selected randomly by a gNB. 
The I-RNTI profile and the Local gNB Identifier are exchanged between neighbour gNBs (first tier in the figure below).
A gNB also receives from the gNBs of the first tier, the Local gNB Identifiers and the I-RNTI profiles of “neighbour of neighbour” gNBs (in the figure below, gNB A receives the Local gNB Identifier and the I-RNTI profile for the gNBs of the first tier and for the gNBs of the second tier). 
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Figure 2: Neighbour of Neighbour nodes exchange their Local gNB Identifiers

The I-RNTI profile is used to group the gNBs and can be based on the maximum number of UE Context for users in RRC Inactive stored in the gNB. 

A certain number of I-RNTI profiles can be preconfigured, and valid for all the gNBs, e.g.:
· I-RNTI profile 0: gNBs with maximum number of stored UE Contexts = 2^16 (65536)
· I-RNTI profile 1: gNBs with maximum number of stored UE Contexts = 2^20 (1048576)
· I-RNTI profile 2: gNBs with maximum number of stored UE Contexts = 2^23 (8388608)
· I-RNTI profile: gNBs with maximum number of stored UE Contexts = 2^26 (67108864)
With a similar definition for the I-RNTI profiles, a I-RNTI profile is identified with 2 bits.


The split of the remaining bits of the I-RNTI can be based on the I-RNTI profile. 
For example, with an I-RNTI of 40 bits and 2 bits for the I-RNTI profile: 
· I-RNTI profile 0: up to 65k UE contexts, i.e. 16 bits for UE context, 22 bits for Local gNB Identifier
· I-RNTI profile 1: up to 1M UE contexts, i.e. 20 bits for UE context, 18 bits for Local gNB Identifier
· I-RNTI profile 2: up to 8M UE contexts, i.e. 23 bits for UE context, 15 bits for Local gNB Identifier
· I-RNTI profile: up to 67M UE contexts, i.e. 26 bits for UE context, 12 bits for Local gNB Identifier

Note that this classification can be valid regardless of inter-vendor scenario, network sharing, geographical environments, etc. 
Support for interoperability is guaranteed using a standardized I-RNTI structure and inter-node signalling.
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Use of Local gNB Identifier at resume
At resume, the gNB receiving the I-RNTI reads the I-RNTI profile and understands the structure of the remaining part of the I-RNTI. The gNB can decode the Local gNB Identifier and compare it with the Local gNB Identifiers received over Xn to disambiguate the gNB hosting the UE context. 
With the use of a I-RNTI profile it is possible to avoid problems of Local gNB Identifier confusion due to reuse of the X most significant bits of the I-RNTI. 
As an example, let’s assume that in a network there are two gNBs that uses a different I-RNTI profiles, “I-RNTI profile 1” with Local gNB Identifier of 18 bits and “I-RNTI profile 2” with Local gNB Identifier of 22 bits. In this case it is possible for a gNB with “I-RNTI profile 1” to have its Local gNB Identifier made of the same 18 MSB of a gNB with “I-RNTI profile 2” Local gNB Identifier. 

See the example below:

“I-RNTI profile 1” gNB1:

Local gNB Identifier (18 bits) == 110001010110011011

Example of I-RNTI generated by gNB1: 
	I-RNTI profile value = 01
	Local gNB Identifier
	UE Context ID

	01 (indicating 18 bits Local gNB Identifier) 
	110001010110011011
	1111111111111111111


 
“I-RNTI profile 0” gNB2:

Local gNB ID (22 bits) == 1100010101100110111111

Example of I-RNTI generated by gNB2: 
	I-RNTI profile value = 00
	Local gNB Identifier
	UE Context ID

	00 (indicating 22 bits Local gNB Identifier) 
	11000101011001101111
	11111111111111111


 
In the example, it can be seen that the Local gNB Identifier of gNB2 has the first 18 bits equal to the Local gNB Identifier of gNB1. Nevertheless, this does not generate confusion.

Conflict detections
A conflict can be detected when a gNB derives a new Local gNB Identifier and exchanges it towards other gNBs, before it is taken into use. 
When a gNB indicates its I-RNTI profile and its Local gNB Identifier to other gNBs, the presence of conflicts is relevant only for the gNBs that use the same length for the Local gNB Identifier (i.e. gNBs using the same I-RNTI profile).

Conflict resolution
To resolve a conflict a new Local gNB Identifier can be selected and exchanged only with the neighbour gNBs that are known to use the same I-RNTI profile and, i.e. use the same length for the Local gNB Identifier, until no more conflict is detected. 
During this phase there is an extra signalling which depends on the probability of conflicts (see considerations in sections 2.2 and 2.3).

Signaling impact
Existing Xn signalling towards the gNBs is updated to exchange the I-RNTI profile value and the Local gNB Identifier value. This can be done via XnAP Setup, or in case of conflict or change in the I-RNTI profile, via XnAP NG-RAN Node Configuration Update procedure. 

The conflict resolution adds load to the signalling (see 2.2 and 2.3 for more details). However, such load is not prohibitive if it is considered that functions like load balancing may generate Xn signalling with periodicity of hundreds of ms and carrying a much larger amount of information.


 



2.2. [bookmark: _Ref58594961]Probability of conflicts
The probability of conflicts depends on the number of potential neighbours gNBs using the same length for the Local gNB Identifier, from which a gNB can attempt to retrieve an Inactive UE Context.
As explained in literature, the probability of conflicts is like a “birthday problem”, and it can be expressed as below.
If the Local gNB Identifier is a random value, selected by a gNB in a range of values [1,.. d] and the number of gNBs that can discover a conflict (neighbor nodes using the same length for the gNB Identifier) is n, the probability that two gNBs in the group of n can draw the same Local gNB Identifier can be approximated to:
[bookmark: _Hlk61353554]P = 1 – e^(-n^2/2d)
For the topic under discussion d is the number of values for the Local gNB Identifier. Conversely, the Max number of stored Inactive UE context is encoded with (40 bits – d bits - 2), where 2 bits encodes the I-RNTI profile. 
In the plot below, the probability of conflict is shown for various sizes of n (number of nodes using same length for the Local gNB Identifier), and various “sizes” of gNB (i.e. max number of stored Inactive UE contexts). I-RNTI of 40 bits is assumed.
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As expected: 
· The probability of conflict increases with the number of nodes (included in the first and second tier) that can potentially use the same Local gNB Identifier
· The probability of conflict increases with the increase of the gNB size

In line of principle, it seems reasonable that, as the size of a node increases (in terms of served cells and max number of served users) the number of surrounding nodes using the same I-RNTI profile will decrease. As an example: if a node that can serve 500 cells and host 1M UE contexts, it will likely have fewer Xn connections towards other nodes of the same (or larger) size as compared to Xn connections towards nodes of smaller sizes (e.g. serving 10 cells and hosting maximum 1000 users).

2.3. [bookmark: _Ref60594716]Convergence in case of conflict
With a Local gNB Identifier randomly selected, the probability of conflict is very low if the set of nodes selecting the Local gNB Identifier is much smaller compared to the range of Local gNB Identifier values to select from. 
In some extreme cases, the probability of conflict may not be negligible. It is important, however, to highlight that, for such cases, there is still this possibility for conflict avoidance:
- the nodes in conflict select a new random value, excluding from the overall set the values already in use by itself and by the neighbor nodes. If Local gNB ID reselection is performed as a second iteration of Local gNB ID selection, the number of nodes selecting the new Local gNB Identifier is a subset of the nodes considered in the first iteration and this set is still much smaller compared to the range of values to select from.;
- exchange the new re-selected Local gNB Identifier to neighbor nodes

Examples of conflict probabilities 

The table below provides examples with the probability of conflicts over three iteration. In the first iteration, the probability of conflict is calculated on the number of node n and with d bits to encode the Local gNB Identifier with the formula: P = 1 – e^(-n^2/2d)
The probability of conflict of the second iteration is calculated by reapplying the same formula and substituting the number n used for the first iteration (n first iteration) with a new number of nodes (n second iteration) used for the second iteration: (n second iteration) = P(conflict first iteration)*(n first iteration)


	I-RNTI profile (in Max UE Context)
	Number of nodes n (first iteration)
	P(conflict first iteration)
	P(conflict second iteration)
	P(conflict third iteration)

	2^22
	5000
	0.94921
	0.931795
	0.902844

	2^22
	1000
	0.61467
	0.302550
	0.032444

	2^18
	1000
	0.85152
	0.749178
	0.539867

	2^18
	500
	0.37925
	0.066286
	0.000301

	2^15
	500
	0.97795
	0.973966
	0.968597

	2^15
	200
	0.45684
	0.119602
	0.001821

	2^12
	200
	0.99242
	0.991844
	0.991182

	2^12
	100
	0.70497
	0.454842
	0.117954








Proposal 1: RAN3 to agree on a standardized structure of the I-RNTI. Two options for RAN3 to discuss:
· Option 1: the I-RNTI structure includes a Local gNB Identifier and a UE Context identifier. The length in bits of the Local gNB Identifier and the length in bit of the UE Context identifier are identical in the complete PLMN. More than one Local gNB Identifiers can be assigned per RAN node.
· Option 2: the I-RNTI structure includes an I-RNTI profile of fixed length, a Local gNB Identifier and a UE Context Identifier. The length of the Local gNB Identifier and the length of the UE Context Identifier are encoded in the I-RNTI profile.


Conclusions

Proposal 1: RAN3 to agree on a standardized structure of the I-RNTI. Two options for RAN3 to discuss:
· Option 1: the I-RNTI structure includes a Local gNB Identifier and a UE Context identifier. The length in bits of the Local gNB Identifier and the length in bit of the UE Context identifier are identical in the complete PLMN. More than one Local gNB Identifiers can be assigned per RAN node.
· Option 2: the I-RNTI structure includes an I-RNTI profile of fixed length, a Local gNB Identifier and a UE Context Identifier. The length of the Local gNB Identifier and the length of the UE Context Identifier are encoded in the I-RNTI profile.
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