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1	Introduction
[bookmark: _Ref178064866]The Rel-16 Private Network (PRN) work item (WI) [1] gives basic functionality support for Non-Public Networks (NPNs). In this regard, SA2 started a Study Item (SI), to enhance NPN resulting in TR 23.700-07 [2]. As the SA2 eNPN work causes impact on RAN, the Rel-17 ePRN WID, RP-202363 [3], was approved at RAN#90e in December 2020 addressing three different objectives.  
In this paper, we focus on the following objective as copied from the WID:· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· 


The following aspects from TR 23.700-07 [2] are addressed by the above objective:-	How to identify the separate entity providing the subscription;
-	Network selection enhancements, including UEs with multiple subscriptions;


2	Discussion
2.1	Use case description
Wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs are described as the main use cases (see TR 23.700-07 [2]) requiring the support of “credentials owned by an entity separate from the SNPN” (or “external entity”). This separate or external entity can be a PLMN or another SNPN and is also referred to as (external) “Service Provider” (“SP”), “Credential Owner” or “Subscription Owner” (“SO”). The hosting SNPN or visited SNPN (“V-SNPN”), can support one or multiple SPs, which are also referred to as Home-SPs as they own the UE’s credentials. Figure 1 shows an overview of the relation between V-SNPN and Home-SP(s).

[image: ]
[bookmark: _Ref59438301]Figure 1. Functional overview of the (V-)SNPN and (Home-)SP.
In this paper, we use the following terminology*:
· Home-SP = Home Service Provider 
· Can either be a SNPN or PLMN. This is the ”separate entity” or external entity
· Can be shortened as “Service Provider” (SP)
· Owns the UE’s credentials -> external credentials or subscription owner
· V-SNPN = Visited SNPN 
· The UE is served by the (V-)SNPN.
· The UE uses credentials from its (Home-)SP.
· SP-GID = (Home-)SP Group ID
· Uses a specific SP ID to cover multiple (Home-)SPs

* The final names depend on SA2 decision and should be aligned between the SA/RAN/CT specifications.

There are two types of selection defined in TR 23.700-07 [2], similar as in Rel-16: automatic and manual selection, where the procedures we further discuss below address automatic selection. 
When a UE enters a coverage area of an SNPN to which it does not have a subscription, but does have a subscription to an external service provider supported by this SNPN, the UE should be enabled to register at its Home-SP and then access the SNPN. In general, such initial registration procedures are categorized as delay-tolerant, i.e. they are not time-critical.
[bookmark: _Toc61555160]The registration procedure to an external service provider is delay-tolerant.

2.2	General concept
In the conclusions of TR 23.700-07 [2] clause 8.1.4, the following SIB impacts were concluded: 
-	SIB will be enhanced as follows, for SNPN only:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN


The corresponding UE pre-configuration on NAS level is captured as follows in TR 23.700-07 [2]:
-	UE configuration
-	User-controlled prioritized list of preferred SNPNs 
-	Separate entity controlled prioritized list of preferred SNPNs
-	Separate entity-controlled prioritized list of Group IDs (GIDs)
In the below sub-sections, we explain the purpose of the above parameters.
2.2.1 	Solution 1: NAS List of SNPN IDs and indication that "access using credentials from a separate entity is supported"
Rel-16 specifications allow the UE to discover and select SNPNs for which it has network credentials. Thus, the UE can easily discover and select the appropriate network within its coverage. 
For Rel-17, SA2 has agreed to introduce a new NAS list pointing to SNPNs which support access using credentials for a certain SP. In other words, an SP is associated with a list of SNPNs, which have an agreement with this SP.
However, the following issue has been identified if there are legacy Rel-16 SNPNs or Rel-17 SNPNs which do not support external SPs. These SNPNs could broadcast the SNPN ID which is pre-configured in the UE. In order to inform the UE whether it can start the registration procedure towards its Home-SP, the indication that "access using credentials from a separate entity is supported" is needed.
For convenience, a shortened name could be introduced for this indication, e.g.
· [bookmark: _Hlk59456058]serviceProviderCredentialsSupport (pending SA2 decision)

[bookmark: _Ref59476819]2.2.2 	Solution 2: NAS list and broadcast of Supported Service Provider Group IDs (SP-GIDs)
An alternative solution that was discussed in SA2 does not rely on the pre-configured SNPN list in the UE:
Instead, the UE is pre-configured with a list of SP-GIDs and the V-SNPN broadcasts the list of SP-GIDs for which it supports access using the credentials from the SPs belonging to the SP Group. If the UE has a subscription to one of those SPs and finds a match of the SP-GID in its pre-configuration, it knows that it can start the registration procedure to that SP via the V-SNPN. 
Background on the introduction of SP-GIDs to cover individual (Home-)SP-IDs
If the V-SNPN operator has an agreement with many service providers, the number of supported SPs can be large. As a result, the list of broadcasted SP IDs would become very long, resulting in huge broadcasting overhead for delay-tolerant broadcast information. Therefore, TR 23.700-07 [2] proposes the use of supported Group IDs (GIDs), also referred to as Home-SP GIDs, or SP-GIDs, that cover related SPs belonging to the same Home SP group, to reduce the overhead. Such a grouping is also illustrated in Figure 1, where SP-B and SP-C are grouped within the SP-GID-Z.
The SP-GID would reuse the SNPN ID encoding as concluded in 8.1.4 in TR 23.700-07 [2].
Examples for grouping the SPs are mentioned in [2] include e.g. 
1. national operating companies of a multi-national operator or 
2. Home SPs that are connected to an interconnection provider. 
Mobile operators typically only have direct agreements with larger partner networks and use the service of an entity providing interconnection to smaller networks to avoid the need for bilateral agreements with a large number of small networks.
[bookmark: _Hlk61423046][bookmark: _Hlk61423691]The mobile operator providing access via an SNPN may therefore only maintain the SP-GID of the interconnection provider but would then not maintain a potentially large number of SNPN IDs of small partner networks (which are instead connected to the interconnection provider). As a consequence, the UEs which hold a subscription to the mobile operator would not be configured with  SNPN ID(s)  but only with the SP-GID of the interconnection provider.
For multi-national operators, the pre-configuration of a UE with the (V-)SNPN IDs for each country should be a simple step, while the use case with interconnection providers assume a huge number of small localized networks. Such kind of networks are currently being discussed as part of the Rel-18 SA1 study on “5G Networks Providing Access to Localized Services”, see SP-200799 [4]:· Study use cases for enhanced 5G system support of a hosting network providing users/devices access to specific services, offered by the hosting network operator, other mobile operator(s) or 3rd party provider(s). Including scenarios where:
· […]
· The operator of the hosting network, or other mobile operator offering services to users, can be a PLMN or NPN operator;



In the resulting TR 22.844 draft reflected in S1-204349 [5], relevant use cases for optimizing the external service provider use case are for
· Roaming services (clause 5.2)
· UEs using home network services via hosting networks (clause 5.3)
· (e)sports events at a venue
· Hosting Network and 3rd Party Provider service negotiation via standard mechanisms
· Automatic discovery and selection or user selection of 3rd party provider services over hosting network access
Given the above objectives and use cases, the list of SNPN IDs solves the issues and adding the SP-GIDs in the broadcast can be considered an optimization for Rel-17 and can be addressed as part of the FS_PALS study in Rel-18.
[bookmark: _Toc61555161]Optimizations to address services via SNPNs as 3rd party provider or hosting network can be addressed as part of the FS_PALS study in Rel-18.

[bookmark: _Toc59542935]2.2.3 	Comparison of the alternative solutions
Delay aspects
For most scenarios, it can be assumed that a UE contains up-to-date information and that opportunistic registration attempts are less frequently allowed by the network.
For such regular scenarios, a UE that is pre-configured with a complete list of preferred/prioritized SNPNs for its Home-SP can use the legacy SNPN ID - broadcast in SIB1 - together with the new serviceProviderCredentialsSupported indication, which is also expected to be broadcast in SIB1, to decide quickly whether it can select the current SNPN.
[bookmark: _Toc61555162]UEs that are pre-configured with a NAS list of SNPNs (solution 1) enable a quicker registration at the proper SNPN.

Indication that “access using credentials from a separate entity is supported"
Both solutions need an indication that "access using credentials from a separate entity is supported" by the V-SNPN. 
While for solution 1, the cost in SIB is a single bit, solution 2 is quite costly, even if scheduled much less frequently. A UE would at least need to quickly decide whether it makes sense to wait (in solution 2) for the less frequent SIB content.
[bookmark: _Toc61555163]The one-bit serviceProviderCredentialsSupport indication is used independent of whether the UE uses the pre-configured SNPN ID or SP-GID list for SNPN selection, but for RAN2 to decide.

Mobility aspects (according to the AI this paper is submitted to)
One could also look at RAN3 related mobility impacts and ask whether the SP-GID should be part of mobility signaling, i.e. part of the Mobility Restriction List passed along appropriate NG/Xn messages.
We consider that such indication would be redundant information under the assumption that the SP would inherit any mobility restriction imposed by the (V-)SNPN. TR 23.700-07 [2] did neither discuss nor conclude on related aspects.
In conclusion, we can assume that SP-GIDs will not be needed for mobility steering purposes on NG/Xn.
[bookmark: _Toc61555164]Agree that no solution requires additional information to be defined in the Mobility Restriction List. 
Another aspect is about AMF selection:
Selection of an (V-)SNPN providing access on behalf of a SP would only have an indirect impact on selcting the proper AMF at Registration, as it will be the UE that selects the (V-)SNPN, and this UE based selection steers the selection of the AMF at RAN. The solutions only differ in the way the mapping between the SNPN and the SP/SP-GID is communicated to the UE..
[bookmark: _Toc61555165]Agree that introduction of SP-GIDs has no impact on the AMF selection at Registration.
[bookmark: _Ref189046994]Conclusion
In the previous sections we made the following observations: 
Observation 1	The registration procedure to an external service provider is delay-tolerant.
Observation 2	Optimizations to address services via SNPNs as 3rd party provider or hosting network can be addressed as part of the FS_PALS study in Rel-18.
Observation 3	UEs that are pre-configured with a NAS list of SNPNs (solution 1) enable a quicker registration at the proper SNPN.
Observation 4	The one-bit serviceProviderCredentialsSupport indication is used independent of whether the UE uses the pre-configured SNPN ID or SP-GID list for SNPN selection, but for RAN2 to decide.

Based on the discussion in the previous sections we propose the following:
Proposal 1	Agree that no solution requires additional information to be defined in the Mobility Restriction List.
Proposal 2	Agree that introduction of SP-GIDs has no impact on the AMF selection at Registration.

References
[bookmark: _Ref60133113][bookmark: _Ref174151459][bookmark: _Ref189809556]RP-191563, “Revised WID: Private Network Support for NG-RAN”, China Telecom, Nokia, Vodafone, RAN#84, 2019-06
[bookmark: _Ref59200586]TR 23.700-07, Study on enhanced support of non-public networks, TSG SA, V1.2.0, 2020-11
RP-202363, “Revised WID: Enhancement of Private Network support for NG-RAN”, China Telecom, RAN#90e, 2020-12
[bookmark: _Ref60124889]SP-200799, “New SID: Study on 5G Networks Providing Access to Localized Services (FS_PALS)”, SA1, 2020-09
[bookmark: _Ref60125985]TR 22.844, “Study on 5G Networks Providing Access to Localized Services; Stage 1”, V0.1.0, 2020-11
TS 38.304, “User Equipment (UE) procedures in Idle mode and RRC Inactive state”, V16.2.0, 2020-09
[bookmark: _Ref60756692]TS 23.122, “Non-Access-Stratum (NAS) functions related to Mobile Station (MS) in idle mode”

Page 4
Draft prETS 300 ???: Month YYYY




	2/4	
3	Annex
[bookmark: _In-sequence_SDU_delivery]3.1	Description of the key issue in TR 23.700-07, clause 5.1.1
One area that needs further study is enhancements to the 5GS in order to enable support for SNPN along with subscriptions or credentials owned by an entity separate from the SNPN.
Studying 5GS enhancements specifically oriented towards support of SNPN with credentials owned by an entity separate from the SNPN is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. Many of the relevant use cases may in turn potentially have an impact on the architecture.
This key issue aims at addressing the following points for SNPN along with subscription owned by an entity separate from the SNPN:
-	How to identify the separate entity providing the subscription;
-	Network selection enhancements, including UEs with multiple subscriptions;
-	E.g. how does the UE discover and select an SNPN which provides authentication in an external entity;
-	Architecture enhancements needed to support multiple separate entities, e.g.:
-	What are the interfaces exposed and/or used by SNPN and the separate entity;
-	What is the architecture and solution for a UE accessing a separate entity via SNPN access network;
-	How to exchange authentication signalling between the SNPN and the separate entity, including:
-	Authentication by the PLMN, based on PLMN identities and credentials, for access to the SNPN;
-	Authentication via SNPN to separate entity based on non-3GPP identities (e.g. non-IMSI) and credentials;
-	Mobility scenarios, including service continuity, for:
-	UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and
-	UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.
NOTE:	Security aspects should be defined by SA WG3.
3.2	Conclusions for the key issue with RAN impact in TR 23.700-07, clauses 8.1.4 and 8.1.5
The following enhancements will be progressed in the normative phase:
-	Group ID as a specific case of SNPN ID reusing SNPN ID encoding in TS 23.003 [15], where
-	Assignment mode 1 indicates self-managed Home SP Group ID values as the NID Value is chosen independently at deployment time.
-	Assignment mode 0 indicates Home SP Group ID is globally unique as the NID Value is globally unique. One possibility for ensuring uniqueness is to use IANA PEN as in TS 23.003 [15].
-	SIB will be enhanced as follows, for SNPN only:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Editor's note:	Need for additional SIB information is FFS.
NOTE 1:	This refers to UEs that do not have an entry in the user-controlled or the separate entity-controlled lists of preferred SNPNs matching the SNPN's network identity and that do not have an entry in the separate entity-controlled prioritized list of Group IDs matching any of the Group IDs supported by the SNPN.
NOTE 2:	The number of supported Group IDs that can be broadcast will be determined by RAN2.
-	UE configuration
-	User-controlled prioritized list of preferred SNPNs
-	Separate entity controlled prioritized list of preferred SNPNs
-	Separate entity-controlled prioritized list of Group IDs (GIDs)
NOTE 3:	The UE may also only be configured with the separate entity-controlled prioritized list of preferred SNPNs or only the separate entity-controlled prioritized list of Group IDs.
NOTE 4:	If the UE has multiple subscriptions owned by different entities separate from the SNPN it is assumed that the subscription to use is selected by implementation specific means (e.g. based on user input) prior to network selection.
[bookmark: _Hlk54080055]-	For a UE configured to use SNPNs, automatic SNPN selection is performed in the following order:
-	UE selects and attempts to register with the SNPN it was last registered with (if available).
-	UE selects and attempts to register with the available SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials (i.e. as in Rel-16).
-	UE selects an available and allowable SNPN, which broadcasts "access using credentials from a separate entity is supported" indication and an SNPN ID contained in the user-controlled list (if available)
-	UE selects an available and allowable SNPN which broadcasts "access using credentials from a separate entity is supported" indication and an SNPN ID contained in the separate entity-controlled list (if available)
-	UE selects an available and allowable SNPN which broadcasts "access using credentials from a separate entity is supported" indication and a GID contained in the separate entity-controlled list (if available)
-	If the UE has not found an available and allowable SNPN based on the above, the UE selects an available and allowable SNPN which broadcasts an indication that the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN:
-	If the UE detects a plurality of such SNPNs, the order in which the UE selects and attempts a registration with an SNPN is implementation specific
-	If the UE is unable to find a suitable cell of any available and allowable SNPN based on the above, the UE attempts to camp on an acceptable cell of any available SNPN supporting emergency calls (irrespective of SNPN ID) or of any available PLMN (irrespective of PLMN ID), in limited service state.
-	The UE continues automatic SNPN selection based on the above until a suitable cell is found or until the user stops the automatic selection procedure (in which case the user may proceed with manual network selection).
NOTE 5:	The details of how to prevent a UE from automatically repeatedly selecting an SNPN that rejects the UE's registration (i.e. handling of permanently and temporarily forbidden SNPNs) can be defined by CT1.
-	For manual SNPN selection the UE presents all available SNPNs, which broadcast the "access using credentials from a separate entity is supported" indication.
NOTE 6:	The order in which available SNPNs are presented can be defined by CT1.
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