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1 Introduction
In last RAN3 meeting, the necessity of the inter-donor-DU re-routing is discussed, and the following agreements are achieved[1]: Inter-donor-DU local re-routing in Rel-17 IAB should be supported; details are FFS
In this contribution, we will discuss some potential enhancement for the routing mechanism for R17 IAB.
2 Discussion
2.1 Inter-donor-DU re-routing
As introduced in clause 2.2, the re-routing in R16 does not allow changing carried BAP routing ID, and inter-donor-DU UL re-routing is not supported, since the destination BAP address in UL packets identifies the IAB-donor-DU. 
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Figure 2. Scenarios for changing conneted IAB-donor-DU when topology update
However, as shown in Figure 2, if the IAB topology is updated, e.g. IAB node 1 performs intra/inter-donor migration or BH RLF recovery, and it connects to a new IAB-donor-DU 2 which is different from the original IAB-donor-DU 1, then all the packets destined to the original IAB-donor-DU 1 buffered in this IAB node 1 will not be able to be transmitted via the new path to the new IAB-donor-DU2. If these packets contains UE’s PDCP PDUs, the PDCP PDUs will be lost and cannot be re-transmitted by UEs, since they have been acknowledged by the RLC layer in the access link between UE and IAB node 1. The PDCP entity in existing UE will not retransmit PDCP PDUs has been Acked by RLC layer according to PDCP specification [2]. 
We know that in R16 IAB, the packet lossless is achieved through BAP layer re-routing mechanism, but apparently the real lossless cannot be ensured in inter-donor-DU topology update scenario, due to that the inter-donor-DU rerouting is not allowed. Considering that both the intra-donor-CU and inter-donor-CU topology update may involve the change of IAB-donor-DU, it is essential for introducing the inter-donor-DU re-routing to ensure real lossless. Such inter-donor-DU re-routing will require that the BAP routing ID being changed since the BAP address of the target IAB-donor DU may be different from the source IAB-donor-DU. But how to enable the BAP routing ID change for these re-routed packets should be discussed by RAN2, since this is most related to the BAP layer design.
Observation 1: The inter-donor-DU re-routing will require that the BAP routing ID being changed since the BAP address of the target IAB-donor DU may be different from the source IAB-donor-DU. How to enable the BAP routing ID change for these re-routed packets should be discussed by RAN2.

Proposal 1: RAN3 informs RAN2 about the support of inter-donor-DU re-routing. 
It is worth noting that the source IP filtering may be configured to the IAB-donor-DU, and the re-routed packets still use the old IP address which related to the source IAB-donor-DU as the source IP address, then we may face another problem for supporting the inter-donor-DU re-routing, i.e. the target IAB-donor-DU may still drop the received re-routed packets which are supposed to be forwarded to the source IAB-donor-DU, since the source IP filtering checking may fails. Consequently, RAN3 need to discuss how to avoid such packet dropping due to source IP filtering to support the inter-donor-DU re-routing, in case of source IP filtering mechanism being deployed in the IAB-donor-DU. 
The following candidate solutions may be beneficial for solve such problem: 

Option 1: The target IAB-donor-DU disable the source IP filtering. If the topology update occurs, the CU which terminates the F1 interface with the target IAB-donor-DU may send indication to the target IAB-donor-DU, to disable the source IP filtering for a short while. Then the re-routed packets will not be dropped by the target-donor-DU.
Option 2: The target IAB-donor-DU update the source IP filtering mechanism based on CU’s configuration. The target IAB-donor-DU can add the old IP address of the IAB node in the allowed source IP address list, and then the re-routed packets will not be dropped by the target IAB-donor-DU. For example, in the intra-donor topology adaptation scenario, the IAB-donor-CU may provide the IAB-node’s old IP address to the target IAB-donor-DU, to update the allowed source IP address list in the target IAB-donor-DU. And for the inter-donor topology adaptation case, the source IAB-donor-CU can send the old IP address(es) of IAB-node to the target IAB-donor-CU, and then the target IAB-donor-DU could obtain these old IP address(es) from the target IAB-donor-CU, then it may also update its source IP filtering configuration to enable the re-routed packets pass the IP address checking.
Proposal 2: To avoid the re-routed packets being dropped by the target IAB-donor-DU because of the source IP filtering, the target IAB-donor-DU may disable the source IP filtering for short while, or update the allowed source IP address list based on CU’s configuration.
3 Conclusion
In this paper, we discuss some issues related to inter-donor-DU re-routing, then we get the following observation and proposals:

Observation 1: The inter-donor-DU re-routing will require that the BAP routing ID being changed since the BAP address of the target IAB-donor DU may be different from the source IAB-donor-DU. How to enable the BAP routing ID change for these re-routed packets should be discussed by RAN2.

Proposal 1: RAN3 informs RAN2 about the support of inter-donor-DU re-routing. 
Proposal 2: To avoid the re-routed packets being dropped by the target IAB-donor-DU because of the source IP filtering, the target IAB-donor-DU may disable the source IP filtering for short while, or update the allowed source IP address list based on CU’s configuration.
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