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1. Introduction

The WID on Enhancement of Private Network Support for NG-RAN [1] includes the line item “Support UE onboarding and provisioning for NPN”, including 
· The UE onboarding relevant parameter broadcast from SIB [RAN2]

· The associated cell selection/reselection, cell access control and the connected mode mobility support [RAN2/RAN3]

· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc.) [RAN3]
This document considers the related RAN3 impacts considering the latest content of the SA2 TR [2].
2. Review of TR conclusions for Onboarding and remote Provisioning
Considering the conclusions (clause 8.4) of [2], we can identify the following relevant aspects for UE onboarding for SNPN (e.g. enabling restricted SNPN access for credential provisioning) – note that aspects with no obvious relevance to RAN3 are not included:
· It should be possible to support a registration procedure that enables support for UE onboarding using Default UE credentials and with an O-SNPN as the Onboarding Network (ON).
· It should be possible that one SNPN can take the role of both Onboarding Network (ON) and SO (Subscription Owner), and it should be possible that the ON and SO are different SNPNs i.e. O-SNPN and SO-SNPN.
· The NG-RAN of the Onboarding network includes an indication for Onboarding enabled in the SIB (per O-SNPN, considering that the NG-RAN can be shared) so that the UE can discover and select an appropriate O-SNPN. The UE may or may not be pre-configured with O-SNPN network selection information (e.g. O-SNPN network identifiers).
NOTE 2:
Whether the indication for Onboarding is sufficient or more SIB information is needed can be further discussed in the normative phase.
· Upon registration to an SNPN for Onboarding, the UE provides an indication at RRC level that the RRC connection is for onboarding. This information will be specified only for SNPN and allows NG-RAN to select an appropriate AMF that supports onboarding procedures.
NOTE 3:
RAN WGs can work with SA2 to decide whether handling of RAN-level congestion is feasible.

· When UE performs initial Registration for onboarding, the UE does not request to be registered over a network slice and as such the UE does not include Requested NSSAI in either RRC or NAS; it is up to the network to decide which network slice is used for the onboarding and provisioning procedures.
· Onboarding network should support functionality to restrict usage to only on-boarding service.

· 
When Onboarding network is O-SNPN, the information required to restrict the usage to only onboarding service is locally configured in the AMF and SMF, and the AMF and SMF restrict the usage when the UE indicates that the registration is for Onboarding (e.g., onboarding registration type) or NG-RAN indicates that the access is for Onboarding.
· When Onboarding network is a PLMN, the functionality to restrict usage is activated for the UE by AMF based on received operator subscription from the UDM. How the subscription profile is defined, e.g. using DNN, S-NSSAI or other information dedicated for onboarding, is up to operator's decision.
· The UE shall initiate de-registration from the on-boarding network after finishing the remote provisioning or the on-boarding network shall initiate the de-registration after successful completion of onboarding or based on timer configured for on-boarding service.
In addition, the TR also describes remote provisioning of SNPN credentials. This seems to involve interactions between UE and the CN, without RAN involvement.

For UE onboarding for PNI-NPN:

· No enhancement for the UE onboarding (component 1 of KI#4) with PLMN credentials used for primary authentication and PLMN network selection are needed for the case of PNI-NPN credentials provisioning
For remote provisioning for PNI-NPN credentials, similarly to SNPN, no specific RAN support seems needed.

3. Possible impacts on RAN3
Based on the above, it seems that the obvious impact on NG-RAN interfaces derives from the requirement that 

· NG-RAN selects an appropriate AMF that supports onboarding procedures
It should be noted that the onboarding network may be a SNPN (O-SNPN), or a PLMN, and in addition not all AMFs of the onboarding network necessarily support this functionality. In order to allow the gNB to populate SIB1 correctly, it seems necessary to have an onboarding support indication in the NG SETUP RESPONSE, and possibly also in configuration update messages.
Proposal 1: Onboarding support indications should be added to the NG SETUP RESPONSE message, and possibly also in configuration update messages from the AMF.

The indications should be linked to a SNPN or PLMN, i.e., in case of network sharing, it should be possible for the onboarding to be linked to a specific network. However as indicated in [2], further detail on the SIB is to be defined in the normative phase.
Proposal 2: Onboarding support indications should be on a per network basis (i.e. PLMN or SNPN), but details are dependent on SIB aspects to be defined by SA2/RAN2.
The next aspect is that, during access, the UE 

· provides an onboarding indication

· does not provide a slice request (or provides it but RAN overrides it)

The RAN uses the onboarding indication to select a suitable AMF and may in addition select an appropriate slice. There are therefore some impacts on normal NNSF operation, and it may be useful to document these at stage 2 level.

Proposal 3: NNSF modifications in case of receiving an onboarding indication should be captured at stage 2 level.

Note that the onboarding indication could be a new IE, or a new RRC cause. Although there will also be an onboarding indication at NAS level, it seems reasonable to reflect whatever is received at NGAP level (in INITIAL UE MESSAGE). In fact if it happens to be a new RRC cause, this should be anyway added to the existing IE.
Proposal 4: Onboarding indication may be added to the INITIAL UE MESSAGE – whether this happens to be a new RRC cause or a separate IE.

There is also a mention of possible handling of RAN-level congestion (note 3 above). This would normally be handled by RAN-only actions, but it raises the question of whether AMF overload control would also be useful, particularly if a new RRC cause was used for onboarding. This can at least be taken as a discussion point.

Proposal 5: Further consider whether onboarding may be used as a criterion in the NGAP Overload procedures; input from SA2 may be required.
The WID mentions mobility support [1]. However it is not clear that mobility would happen during an onboarding session, which should be quite short, and involve NAS exchanges only. Even if this was the case, normal mobility handling applies i.e. the procedures can continue while the AMF remains unchanged, and if the AMF was to require a change, this would be under the control of the CN, and nothing specific seems to be needed from the RAN node.
Proposal 6: NPN onboarding does not require additional support for mobility.

4. Conclusions

This document provides a first analysis of the RAN3 impacts of NPN onboarding and credential provisioning, and the following are proposed:

Proposal 1: Onboarding support indications should be added to the NG SETUP RESPONSE message, and possibly also in configuration update messages from the AMF.

Proposal 2: Onboarding support indications should be on a per network basis (i.e. PLMN or SNPN), but details are dependent on SIB aspects to be defined by SA2/RAN2.

Proposal 3: NNSF modifications in case of receiving an onboarding indication should be captured at stage 2 level.

Proposal 4: Onboarding indication may be added to the INITIAL UE MESSAGE – whether this happens to be a new RRC cause or a separate IE.

Proposal 5: Further consider whether onboarding may be used as a criterion in the NGAP Overload procedures; input from SA2 may be required.

Proposal 6: NPN onboarding does not require additional support for mobility.
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