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1. Introduction
In last meeting, the CB: # 6_AS_rekey_emergency_fallback was discussed and recorded in [1], all companies share the same understanding of SA2/SA3 feedback that:
· At AMF side that the AS re-keying procedure and the Emergency Fallback procedure are two different procedures and may collide with a very low probability. When the AS re-keying procedure and the Emergency Fallback procedure collides, the AMF gives up the AS re-keying procedure and only initiates the emergency fallback procedure.
· It means that from NG-RAN point of view, the corresponding IEs will not be provided within one NGAP UE CONTEXT MODIFICATION REQUEST message. 
· If AMF includes both the Security Key IE and the Emergency Fallback Indicator IE within one NGAP UE CONTEXT MODIFICATION REQUEST message, NG-RAN takes it as abnormal case.
But there are different views on the NG-RAN node handling of this abnormal case, the topic was marked as to be continued. In this contribution, we provide further analyses on this topic.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Background
In RAN3#107bis-e meeting, RAN3 discussed the behaviour of NG-RAN node if it receives one NGAP UE CONTEXT MODIFICATION REQUEST message that includes both the Security Key IE and the Emergency Fallback Indicator IE, and sent an LS (R3-202833) to SA2 and SA3 for feedback.
In SA3#99-e meeting, SA3 replied (S3-201484) with the following answer:
Q1. RAN3 respectfully asks SA3 to feedback whether it is acceptable for the network to give up the AS re-keying procedure and only initiate the emergency fallback procedure when the two procedures collide.
SA3 Answer: It is acceptable to SA3, for the network to give up the AS re-keying procedure and only initiate the emergency fallback procedure when the two procedures collide.
In SA2#140-e meeting, SA2 replied (S2-20) with the following answer:
[bookmark: OLE_LINK8]SA2 discussed the behaviour of NG-RAN node if it receives one NGAP UE CONTEXT MODIFICATION REQUEST message that includes both the Security Key IE and the Emergency Fallback Indicator IE. 
From SA2 point of view, the AS re-keying procedure and the Emergency Fallback procedure are two different procedures and may collide with a very low probability. The Emergency Fallback shall have the highest priority and also require a strict service delay, so to guarantee the success of Emergency Fallback, the Emergency Fallback shall take precedence over AS rekeying if they collide. 
Consequently, SA2 agrees with the feedback of SA3 to give up the AS re-keying procedure and only initiate the emergency feedback procedure when the two procedures collide.
[bookmark: OLE_LINK3]ACTION: RAN3 respectfully asks SA2 to feedback whether the case that both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST message is abnormal or not.
SA2 Answer: When the AS re-keying procedure and the Emergency Fallback procedure collides, the AMF gives up the AS re-keying procedure and only initiates the emergency fallback procedure. If AMF includes both the Security Key IE and the Emergency Fallback Indicator IE within one NGAP UE CONTEXT MODIFICATION REQUEST message, NG-RAN takes it as abnormal case. SA2 approved attached CR to clarify this scenario.
In the attached SA2 CRs, the following clarification is added in Rel-15 and Rel-16 TS 23.501:
-	When the AS re-keying procedure and the Emergency Fallback procedure collides, the AMF gives up the AS re-keying procedure and only initiates the Emergency Fallback procedure.
3. Discussion
During the discussion in RAN3#110 meeting, two different NG-RAN node handling of the abnormal case [1] were mentioned:
· Option 1: NG-RAN node ignores both AS rekey and emergency fallback, send back UE CONTEXT MODIFICATION FAILURE message to AMF
· Option 2: NG-RAN node ignores the AS rekey parameters, and perform emergency fallback, send back UE CONTEXT MODIFICATION RESPONSE message to AMF
Note that it is also possible to have an Option 3 as below
· Option3：NG-RAN node performs AS rekey and then Emergency fallback, send back UE CONTEXT MODIFICATION RESPONSE message to AMF
It has already captured in SA2 specification that “When the AS re-keying procedure and the Emergency Fallback procedure collides, the AMF gives up the AS re-keying procedure and only initiates the Emergency Fallback procedure. 
At AMF side, the AS re-keying procedure and the Emergency Fallback procedure are two different procedures and may collide with a very low probability, it will be quite a rare case for the NG-RAN node to receive both of these IEs in the same message. 
Therefore option 1 is a potential handling by the NG-RAN node for such rare and abnormal case, and it is noticed that it is the way aligned with 4G handling. If option 2 is used by the NG-RAN node, although the AMF may not aware of the ignored AS rekey, the HO/redirection for the emergency fallback can still be performed successfully which is good from the UE experience point of view. If option 3 is used, especially if time allows, both AS rekey and emergency fallback will be successfully performed. 
Considering all the analyses above, it is better to leave the NG-RAN node handling for such rare and abnormal case to implementation.
Proposal: leave the NG-RAN node handling for such rare and abnormal case to implementation.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]4. Proposal
Based on the discussion in this paper, we found that there are three potential handling by the NG-RAN node for such rare and abnormal case, considering that different companies may have different consideration, and all these three handlings are workable, it is therefore proposed to:
Proposal: leave the NG-RAN node handling for such rare and abnormal case to implementation.
To clarify the status, it is proposed to agree the CRs provided in [4] and [5].
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