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1 Introduction

CB: # 81_RATtypeHandling

- Clarify deployment where CN nodes don’t support the required RATs?

- We should not fail if at least one RAT is supported by core: clarify

- how to address operator’s concerns about minimizing configuration? It seems OAM will always be needed for this?

- crit reject, so how is it possible for a non-supporting CN node to reply as desired?

- further check details

(HW - moderator)

Summary of offline disc R3-206946
2 For the Chairman’s Notes

To be continued.
3 Discussion

3.1 Clarification of the Scenario

For both EPS and 5GS, once the RAN node support NB-IoT, it will provide corresponding RAT information/type to the CN in NG/S1 setup/configuration update procedure. The RAT information/type is introduced to inform the RAT information associated with the TAC of the indicated PLMN(s). 

It is noticed that it is not clear whether the CN will fail the S1/NG setup/configuration update procedures or not in case the indicated RAT is not supported (CN node is not deployed to serve the indicated RAT). 

The RAT Type/Information IE is designed with assigned criticality reject, but a new (e.g. release 16) CN node can comprehend the IE and therefore will not fail the procedure due to the criticality.

Observation 1: it is not clear in NGAP and S1AP specification whether the CN will fail the S1/NG setup/configuration update procedures or not in case the indicated RAT is not supported (CN node is not deployed to serve the indicated RAT). 

There are several cases when the supported RATs is not aligned with CN and RAN nodes。
Case 1: CN node does not support any one of the RATs provided by the RAN node.

For example: the RAN node only provides NB-IoT Cells, the CN node does not support NB-IoT; or the RAN node only provides WB-E-UTRA Cells, the CN node is deployed dedicatedly to serve NB-IoT.

Based on the online discussion, seems all companies share the view that in such case the S1/NG setup/configuration update procedures should be failed.

Question 1: Do you agree that for case 1, the S1/NG setup/configuration update procedures should be failed?

	Company
	Comment

	Huawei
	Agree.

	Ericsson
	First of all, we do not agree with Observation 1. The procedure text in both S1AP and NGAP clearly specify that when a MME/AMF “cannot accept the setup/update” it fails the procedure.

Second, please observe that RAN-OAM has to take care that a proper MME/AMF will be selected by the RAN node based on the TAs a RAN node is serving. For that, the address of the CN node(s) will be looked-up per TA. With this information, the RAN node establishes the SCTP connection and finally sends S1/NG Setup. Please also observe that a TA cannot contain NB-IoT and non-NB-IoT cells, so the look-up per TA should also result in selecting the proper CN node based on RAT. If NG Setup would end up in the wrong CN node, the look-up table for the TA would be misconfigured.

	ZTE
	Prefer to regard it as configuration issue.

	Nokia
	Agree in Case 1 that the S1/NG Setup should fail, but this case could be considered already covered by the “cannot accept the setup” wording in the Unsuccessful Operation section.

	Vodafone
	Agree.

The Ericsson comment on O&M goes against the basic principles of “plug and play” RAN that are core to EPS. There should be NO need to configure the RAN with information about the core network nodes other than their IP address and certainly not about the NAS software functionality supported by a different vendor’s CN node.


Case 2: CN node does not support part of the RATs provided by the RAN node, and the RAN node is not aware of that.

For example, the RAN node provides both WB-E-UTRA and NB-IoT, CN nodes does not support NB-IoT, as RAN is not aware of that, when the RAN node connects a NB-IoT UE to that CN node, the connection will be failed, or to be re-routed. In such case, if the CN fails the S1/NG setup/configuration update procedure, the RAN can initiated the procedure again without the unsupported RAT.

Question 2: Do you agree that for case 2, the S1/NG setup/configuration update procedures should be failed?

	Company
	Comment

	Huawei
	Agree.

After that, the RAN can initiate the procedure again by removing the unsupported RAT info. Note that the S1/NG setup/configuration update procedures especially the setup procedure is not time critical.

	Ericsson
	Disagree. 

As was mentioned online, it is not comprehensible why a MME/AMF shall fail the procedure if one RAT is ok and why a RAN supporting certain features is connected to a MME/AMF not supporting it/them. This is a task that RAN-OAM should configure before operational preparation.



	ZTE
	Only all the RAT type supported by the NG-RAN node can not be supported by the connected AMF, the NGAP signalling procedure should be failed. However, it seems not possible to happen if the configuration between RAN and CN is aligned. 

	Nokia
	Disagree in Case 2 that the S1/NG Setup should fail.

In our understanding, the MME/AMF is not required to support the same set of RATs supported by the RAN, nor is the RAN required to omit RATs that are not supported by the MME/AMF. In other words (taking your example), a RAN node can know that the CN node does not support NB-IoT but still provide NB-IoT RAT in the S1/NG setup (this does not break anything, nor does it imply that there is OAM misconfiguration).

	Vodafone
	Ideally the response message should indicate what can be supported, but, in the absence of such capability, sending a failure message and allowing the RAN to retry with a different request is OK.


To avoid the potential issues mentioned above, there are two alternatives:

Alternative 1: as proposed in R3-206117/6118, fail the S1/NG setup/configuration update procedure, if one or more RAT provided by the NG-RAN node is not supported (served) by the CN node.

Alternative 2: introduce a served RAT type IE from CN to RAN in the response message.

Question 3: which alternative do you prefer to introduce?

	Company
	Comment

	Huawei
	Either alt 1 or alt 2, alt 1 seems have less standard impact.

	Ericsson
	Neither. Leave to OAM configuration.

	ZTE
	Leave to OAM configuration. 

	Nokia
	As stated in response to Question 2, the S1/NG setup should still succeed so we disagree with alt 1.  Regarding alt 2, it is unclear what the RAN node does with this information since OAM configuration is anyway needed. Is alt 2 motivated only by scenario of misconfiguration?

	Vodafone
	There are fundamental reasons why this should not be by O&M 
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