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CB: # 20_NTNcountry_specific_routing
CT 6067
Discuss and agree that during RRC connection establishment / handover between countries, NTN gNB ensures that UE is connected to an AMF of the country where it is located
Chair: if agreeable, also formulate st2 requirement on AMF; attempt st2 TP? LS to SA2 needed?
(CT,QC)
Summary of offline disc R3-206865
For the Chairman’s Notes
Propose the following:
1. Both scenarios can cause the country-specific routing issue and cross-border coverage spillover is the main scenario.
2. gNB can verify the PLMN selected by UE based on location information to ensure that UE will not access the wrong AMF. How the gNB obtains the UE location information is FFS.
There is no consensus on adding the supplementary statement on NNSF to clarify the gNB behavior for AMF selection.
Further discussion may be needed to reach a common understanding of the scenario, and the need (or not) to address it in specifications”.

Discussion
0. [bookmark: _Hlk54860505]Country-Specific Routing-General
At the last meeting, it was agreed to dedicate an agenda item to country-specific routing issue in order to check possible impacts on RAN3 procedures. In SA2#141e, the relevant CR (S2-2008311) was approved as follows [1]:
4)	When the UE attempts to establish an RRC connection with an AMF serving a different country to where the UE is located and the 5G-AN is configured to ensure that RRC connections use an AMF serving the country where the UE is located. How 5G-AN selects the AMF in this case is defined in TS 38.410 [xx]. 
Therefore, it can be considered that the country-specific routing will have an impact on RAN.
As described in [2] and [3], there are two scenarios for country-specific routing issue, i.e.: 
scenario 1: non cross-border coverage spillover scenario [3] and 
scenario 2: cross-border coverage spillover scenario [2]. 
Please share your view on whether it is possible for the network to route UE connection towards the “wrong” country’s CN in both cases. 
	Company
	Scenarios 
	Comment

	XXX
	Scenario 2
	XXXXX

	Nokia
	Scenario 2
	Scenario 2 may be the main scenario, due to the large coverage of a satellite. 
Scenario 1 may be already addressed/supported by current standard/gNB implementation (refer to comments below)

	Qualcomm
	
	Both seem valid. The description of the issue from last meeting was really about malicious CN handling which is more like scenario 1. However, scenario 2 is also of interest.

	Thales
	Scenario 2
	We agree that the country-specific routing will has have an impact on RAN.
Agree with Nokia that Scenario 2 is the main scenario given that the foot print of large and/or moving beams are necessarily cross border.

	CATT
	Scenario 2
	Agree with Nokia that Scenario 2 is the main scenario given that the foot print of large and/or moving beams are necessarily cross border.

	Samsung
	Scenario 2
	

	Ericsson
	
	This discussion boils down to the question on how far the determination of a UEs position can be trusted. Scenario 1 is technically similar to the terrestrial case, where the mere usage of a radio resource provides sufficient location information, only adding the time-dimension on when the radio resource was used. In scenario 2 one possibility would be to rely on the UE’s position either provided/used by the UE at PLMN selection or to determine the UE’s location by the network. Probably a combination of both (first trust and then check (and the ban the UE if rogue)) will be used in the end.

	Huawei
	
	Cross-border is an issue due to regulation. The RRC connection should be the easier issue to solve, in order to miss nothing a consensus could be prioritization

	ZTE
	Scenario 2
	Share the view with Nokia.

	Apple
	
	Both scenarios are valid. Scenario 2 should be treated with slightly higher priority due to the regulatory constraints.

	Vodafone
	Scenario 1
	Qualcomm’s discussion document shows how our current standards can be manipulated to get a correctly implemented RAN node to route to an AMF in the wrong country.
SA3 LI have provided requirements asking to ensure this does not happen (see S3i200056/S2-2007680 now in the CB#20 folder) .
Qualcomm’s CR to 38.410 provides a solution for scenario 1 (deliberate CN misconfiguration).
For scenario 2, (spillover), pragmatic approaches may need to be taken-> either the neighbouring countries are relatively friendly (and spillover is tolerated), or, they are hostile (and the satellite operator is banned from transmitting/operating in that area).



Moderator’s summary:
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]10 companies input their views, of which 4 companies thought that Scenario 1 can cause country-specific routing issue and 9 companies thought that Scenario 2 can cause country-specific routing issue. 
According to above discussion, it seems that both scenarios can cause the country-specific routing issue, the Scenario 2 (spillover) is the main scenario with higher priorities.
1. Both scenarios can cause the country-specific routing issue and cross-border coverage spillover is the main scenario.

0. [bookmark: _Hlk55243640]Scenario 1: Aspects related to access outside of immediate border area (non-coverage spillover)
If from 3.1 the conclusion from 3.1 on this scenario is “yes”, one option is to add a requirement on NNSF. Companies are invited to provide your their views on whether they agree with this option or envisage other solutions if applicable.  
Note: An example is in [3], where it is proposed to add a requirement on the NNSF (stage 2) to ensure that the selected AMF supports the selected PLMN indicated by the UE. The corresponding CR is provided in [4].
	Company
	Comment

	Nokia
	Maybe not needed. 
Is it already supported or exist in terrestrial network? gNB know the PLMN IDs supported by each connected AMF, so the gNB shall only support the AMF supporting the PLMN indicated by the UE. 

	Qualcomm
	We agree that in an ideal world it might not be needed. But we see no specific requirement on this (which in many deployments will not be an issue either). For example, the gNB is not mandated to check the PLMN in case of Service Request (theoretically the gNB only needs to find the “best match” based on S-TMSI, in normal situation no PLMN check is needed).

	CATT
	Share the view with Nok.
In terrestrial network, gNB knows the PLMN IDs supported by each connected AMF, so the gNB shall only select the AMF supporting the PLMN indicated by the UE. 

	Ericsson
	This is not the main issue and I suspect that this new sentence doesn’t add any new information. If such a statement is necessary for the NTN case, then it is also missing for the terrestrial case.

	Huawei
	Same view as Ericsson. If there is non-coverage spillover, what is not usual?

	Apple
	Share the same views as Nokia and CATT.

	Vodafone
	[bookmark: OLE_LINK5]The Qualcomm discussion document’s analysis seems correct.
The “selected PLMN” was included in the RRC signaling of Release 8 (and copied into R15 NR RRC) for the case where the UE is performing a TA/registration update and the identified MME/AMF is not connected to that eNB/gNB. The current R16 and earlier specifications do not seem to allow the ‘selected PLMN’ to be used for other situations.
For the companies, above, that disagree with this, please identify some specifications that support your view as the TS 38.410 text (see R3-206266) clearly does NOT mention it.
For gNB manufacturers who are currently use the “selected PLMN” for AMF selection and hence are not compliant to R16 TS 38.410, then the CR in R3-206266 would make their implementations compliant. 
***
The LS from SA3 LI in S3i200056/S2-2007680 (uploaded to the drafts folder) gives the requirement for this gNB functionality and is “a main issue”.
***
@Ericsson. While this change in 6266 is also relevant for terrestrial cases, it is probably rare that a “terrestrial” eNB/gNB has cells serving a different (sets of) PLMNs. However, there may be many NTN situations where a gNB does have cells in multiple countries.  



Moderator’s summary:
7 companies input their views, of which 2 companies supported to add a requirement on the NNSF (stage 2) to ensure that the selected AMF supports the selected PLMN indicated by the UE. 5 companies thought the requirement on the NNSF was not needed. 
There is no consensus on adding the supplementary statement on NNSF to clarify the gNB behavior for AMF selection.
Further discussion may be needed to reach a common understanding of the scenario, and the need (or not) to address it in specifications”.

0. [bookmark: _Hlk55215891][bookmark: _Hlk55215939][bookmark: _Hlk55550052]Scenario 2: Aspects related to cross-border coverage spillover
If from 3.1 the conclusion from 3.1 on this scenario is “yes”, the scenario of cross-border coverage spillover needs to be further discussed and this requires new functions to be specified. 
Please provide comments e.g. any further solutions etc.
	Company
	Comment

	Nokia
	Just as SA2 agreed, the gNB shall select the AMF in considering the UE’s location, i.e. where the UE is located. How the gNB determine the UE’s location may need to wait for RAN1/2 discussion.   

	Qualcomm
	We note that the SA2 requirement seems to cover both scenario 1 and scenario 2, with the difference that in scenario 1 the “country where the UE is located” is indirectly provided by the selected PLMN. For scenario 2, we believe additional location capability in NG-RAN needs to be considered. This can be “light” if only used for country verification in NTN.

	Thales
	Knowing the UE location, with sufficient accuracy is needed for example for the routing of emergency calls to the appropriate PSAP. This requires the network to rely on Location Services (LCS) to determine the UE location with sufficient level of accuracy. This is in line with SA2 LS in R3-206842.

	CATT
	In [2] it was observed that the gNB need to identify the country / region within which the UE is currently located. But we are not sure whether this is feasible.
Upon receiving the RRCSetupComplete message for example, the gNB does not have any security context for this UE yet. How can the gNB get UE location information accurate enough to deduce the country / region within which the UE is currently located, before they can exchange any sensitive information?
Another way may be more suitable, i.e. it should be the UE’s responsibility to select the correct PLMN based on its GNSS capability, and the gNB just believes what the UE provides in the RRCSetupComplete message. The network verifies whether it is real later if needed (based on network implementation), after the UE and the network authenticate each other. If wrong, the network may reroute the UE to correct AMF/PLMN.

	Samsung
	Agree with Nokia, gNB shall select the correct AMF based on UE location. What information used to decide UE location should be further discussed. 

	Ericsson
	As discussed above, in case the momentary beam coverage provides radio resources for multiple PLMNs on country borders, the UE would need to choose the proper PLMN based on its location. But the network would need to have means to verify the UE’s selection.

	Huawei
	Agree with Ericsson. The network will have any to verify the UE’s selection may be location to apply subscriber charging, roaming policies etc … 

	Fraunhofer HHI/IIS
	Agree with Ericsson.

	ZTE
	How the gNB gets the UE location is pending to RAN2.

	Apple
	Agree with Ericsson. We can leave the UE location information verification as it is in TN today. No new behavior is needed.  

	Vodafone
	[bookmark: OLE_LINK8][bookmark: OLE_LINK9]For the ‘spillover case’, all PLMN IDs will be broadcast across the cell, hence using the “selected PLMN” to find the AMF does not seem to help.
For large cells and low angles of satellite elevation, there might be timing advance variations across the cell that allow the UE’s country to be determined.
For non-LI related aspects/services, existing Location Services could be used by the 5GC to determine that the UE is in the wrong country and trigger PLMN reselection (NAS signaling details are FFS). 


[bookmark: OLE_LINK3][bookmark: OLE_LINK4]
Moderator’s summary:
[bookmark: _GoBack]11 companies input their views, of which 2 companies thought that gNB shall select the AMF in considering the UE’s location. 5 companies thought that UE need to choose the correct PLMN based on its location and network should verifies the UE’s selection. 4 companies only expressed that gNB needed to determine the UE’s location. We would suggest to follow the majority view, gNB can verify the PLMN selected by UE based on location information to ensure that UE will not access the wrong AMF. How the gNB obtains the UE location information is FFS.
2. [bookmark: OLE_LINK6][bookmark: OLE_LINK7]gNB can verify the PLMN selected by UE based on location information to ensure that UE will not access the wrong AMF. How the gNB obtains the UE location information is FFS.

Any other issues 
Description:
Question: 
	Company
	Comment

	Vodafone
	[bookmark: _Hlk55548658]Intra-gNB handover cases are covered in the agreed S2-2008312. This may need some RAN 3 discussion in a future meeting.

	
	

	
	



Moderator’s summary:
Intra-gNB handover cases can be discussed at the next meeting.
1. Conclusion, Recommendations [if needed]
If needed
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