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Introduction

One of the objectives of IAB WI is “specification of enhancements to reduce service interruption due to IAB-node migration and BH RLF recovery” [1]. In Rel-16, the intra-CU BH RLF recovery procedure has been captured, where the IAB-node declaring RLF migrates to a parent node underneath the same IAB-donor-CU [2]. In this paper, we will discuss the inter-CU BH RLF recovery procedure where the IAB-node declaring RLF migrates to a parent node underneath a different IAB-donor-CU. 
	Topology adaptation enhancements [RAN3-led, RAN2]:
Specification of enhancements to reduce service interruption due to IAB-node migration and BH RLF recovery.


Discussion

In this section, we first introduce the baseline procedure for inter-CU BH RLF recovery based on the agreements achieved in last meeting. Then, we identify the problems needed to be solved in inter-CU BH RLF recovery.

Baseline procedure for inter-CU BH RLF recovery.

The following agreement has been achieved in the last meeting,

The following information should be made available to the new donor:

1. Contexts of all involved UEs,

2. Contexts of all involved MTs,

3. Contexts of all involved DUs,

4. Backhaul and topology-related information,

5. IP address information

Current signaling is taken as baseline for inter-donor migration of UEs and IAB-MTs

As baseline, IAB-MT migration should use a separate procedure w.r.t. the migration of the co-located IAB-DU, the served UEs and the served MTs

Based on the above agreement, we will analyze the main steps of the inter-CU BH RLF recovery, which enables the IAB-node declaring RLF to migrate to a parent node underneath a new IAB-donor-CU different from the initial IAB-donor-CU. Figure 1 shows an example of the inter-CU BH RLF recovery procedure for an IAB-node in SA mode. In this example, the IAB-node changes from its initial parent node to a new parent node, where the new parent node is served by an IAB-donor-CU different than the one serving its initial parent node.  
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Figure 1: IAB inter-CU backhaul RLF recovery procedure for an IAB-node in SA mode

Step 1: The IAB-MT declares BH RLF for the MCG as described in TS 38.331 [23], clause 5.3.10.3.

Step 2: The recovery IAB-MT performs synchronization and RACH to a new parent node, which is served by a new IAB-donor-CU.

Step 3-4: The recovery IAB-MT sends RRCReestablishmentRequest message to the new IAB-donor-CU. 

Step 5-6: The new IAB-donor-CU retrieves the context of the recovery IAB-MT. The new NG-RAN node need to retrieve the IAB-MT context. It need to be FFS how the collocated IAB-DU context, and the context of descendant IAB-nodes/UEs are retrieved from the old NG-RAN node. 

Step 7: The new IAB-donor-CU initiates the UE CONTEXT SETUP procedure towards the new parent IAB-DU for establishing the UE-assicated F1 logical association for the recovery IAB-MT. 

Step 8: The new IAB-donor-CU sends RRCReestablishment message to the recovery IAB-MT through the new parent IAB-DU.

Step 9: The recovery IAB-MT sends RRCReestablishmentComplete message to the new IAB-donor-CU through the new parent IAB-DU.

Step 10-11: The new IAB-donor-CU sends RRCReconfiguration message to the recovery IAB-MT through the new parent IAB-DU, and the  recovery IAB-MT responds with RRCReconfigurationComplete message. In this procedure, the new IAB-donor-CU may provide new TNL address(es), which is(are) anchored at the new IAB-donor-DU, to the IAB-MT via RRC signalling. Furthermore, the IAB-donor-CU may also provide a new default UL mapping which includes a default BH RLC channel and a default BAP Routing ID for UL F1-C/non-F1 traffic on the new path, to the IAB-node undergoing recovery from RLF via RRCReconfiguration message in this procedure. In addition, the new IAB-donor-CU may provide a new BAP address to the recovery IAB-MT via RRCReconfiguration message.
Step 12: The IAB-donor-CU configures BH RLC channels and BAP-sublayer routing entries on the new path between the new parent IAB-node and new IAB-donor-DU as well as DL mappings on the new IAB-donor-DU for the recovery IAB-node’s new path. These configurations may be performed at an earlier stage, e.g. immediately after step 7. The IAB-donor-CU may establish additional BH RLC channels to the recovery IAB-MT via RRC message.
Step 13: This step may be performed for the recovery IAB-DU to be recovered to the new IAB-donor-CU:

( The SCTP connection between the new IAB-donor-CU and the recovery IAB-node is established using the recovery IAB-node’s new TNL address(es) and the new IAB-donor-CU’s new TNL address(es). The F1-C connections are switched to use the recovery IAB-node’s new TNL address(es) and the new IAB-donor-CU’s new TNL address(es).

(The new IAB-donor-CU and the recovery IAB-DU establish/re-establish/update F1 interface context. 

(The new IAB-donor-CU and the recovery IAB-DU establish/re-establish/update F1AP UE context for the child IAB-nodes or UEs of the recovery IAB-node.

Step 14: IAB-donor-CU updates the UL BH information associated to each GTP-tunnel to migrating IAB-node. This step may also update UL FTEID and DL FTEID associated to each GTP-tunnel. All F1-U tunnels are switched to use the migrating IAB-node’s new TNL address(es) and the new IAB-donor-CU’s new TNL address(es). The IAB-donor-CU may also update the UL BH information associated with non-UP traffic. Implementation must ensure the avoidance of potential race conditions, i.e. no conflicting configurations are concurrently performed using UE-associated and non-UE-associated procedures.

Step 15: The new IAB-donor-CU sends UE CONTEXT RELEASE message to indicate the initial IAB-donor-CU to release the resources for the recovery IAB-node.

Step 16:
The initial IAB-donor-CU sends a UE CONTEXT RELEASE COMMAND message to the initial parent node IAB-DU.

Step 17:
The initial parent node IAB-DU releases the recovery IAB-MT’s context and responds to the IAB-donor-CU with a UE CONTEXT RELEASE COMPLETE message.

Step 18: The initial IAB-donor-CU releases BH RLC channels and BAP-sublayer routing entries on the source path between source parent IAB-node and source IAB-donor-DU. 

Proposal 1: It is suggested to take the proposed procedure, as shown in Figure 1, as the baseline procedure for inter-CU BH RLF recovery.
Enhancements needed in BH RLF recovery.

In order to reduce the service interruption in inter-CU BH RLF recovery, we identity the following problems needed to be solved.

Legacy UE Context Retrieve procedure in Xn interface can only support retrieving UE context. In order to support retrieving the IAB-MT context, the collocated IAB-DU context, and the context of descendant IAB-nodes/UEs from the old IAB-donor-CU to the new IAB-donor-CU (as shown in step 5-6 in Figure 1), we need to enhance the UE Context Retrieve procedure or introduce a new XnAP procedure.

Proposal 2: It is suggested to discuss whether to enhance the UE Context Retrieve procedure or to introduce a new XnAP procedure, for retrieving the IAB-MT context, the collocated IAB-DU context, and the context of descendant IAB-nodes/UEs from the old IAB-donor-CU to the new IAB-donor-CU.

After an IAB-MT recovers to the new IAB-donor-CU, the F1 context and the F1AP UE context needs to be re-established/updated between the collocated IAB-DU and the new IAB-donor-CU  (as shown in step 13 in Figure 1). For example, the IP address used for F1-C connection needs to be re-assigned, the gNB-CU UE F1AP IDs for the UEs of the recovery IAB-DU may need to be re-assigned in avoidance of  conflicts with the existing gNB-CU UE F1AP IDs at the new IAB-donor-CU. If no new F1 procedures are introduced, the F1 setup procedure and the UE context modification procedure may be needed, which may cause redundant signaling and long time of service interruption. In our opinion, for the interaction between the new IAB-donor-CU and the recovery IAB-DU for re-establishing/updating the context of F1 interface and the F1AP UE context, it can be the same with that in inter-CU handover scenario.
Proposal 3: A same mechanism should be used in both handover scenario and RLF scenario, where the mechanism is used for the new IAB-donor-CU and the migrating IAB-DU to re-establish/update the context of F1 interface and the F1AP UE context.

The AS security (i.e. KgNB) between the recovery IAB-MT and the new IAB-donor-CU can be updated via the nextHopChainingCount included in RRC Reestablishement message, which is not ciphered and is transmitted from the new IAB-donor-CU to the recovery IAB-MT. After this, ciphered RRC messages can be transmitted between the new IAB-donor-CU to the new IAB-MT. As for the descendant IAB-MTs/UEs, they also need to update the AS security with the new IAB-donor-CU. Similarly, the first RRC message transmitted from the new IAB-donor-CU to the descendant nodes needs to include the nextHopChainingCount and not be ciphered. On the other hand, in RAN3#109-e meeting, we have achieved an assumption that “all parent-child relations are retained at the new donor” and an agreement that “UEs and IAB-MTs should not be forced into connection re-establishment in order to migrate to a new donor”. Then, we need to solve the problem on how to update the AS security between the descendant IAB-MT/UEs of the recovery IAB-node and the new IAB-donor-CU, while avoiding the descendant IAB-MTs/UEs not be forced into RRC re-establishment.

Observation 1: The the first RRC message (i.e. RRC Reestablishment) transmitted from the new IAB-donor-CU to the recovery IAB-MT is not ciphered and includes the nextHopChainingCount for updating AS security. It is unclear how to update the AS security between the new IAB-donor-CU and the descendant IAB-MT/UEs of the recovery IAB-node, which should not be forced into RRC re-establishment.
Proposal 4: It is suggested to discuss how to deal with the descendant IAB-MT/UEs of the recovery IAB-node. For example, how to update the AS security between the descendant IAB-MT/UEs of the recovery IAB-node and the new IAB-donor-CU, while avoiding the descendant IAB-MTs/UEs to be forced into RRC re-establishment.
Conclusion

In this contribution, we discuss the inter-CU BH RLF recovery procedure and identify the problems needed to be solved:

Observation 1: The the first RRC message (i.e. RRC Reestablishment) transmitted from the new IAB-donor-CU to the recovery IAB-MT is not ciphered and includes the nextHopChainingCount for updating AS security. It is unclear how to update the AS security between the new IAB-donor-CU and the descendant IAB-MT/UEs of the recovery IAB-node, which should not be forced into RRC re-establishment.
Proposal 1: It is suggested to take the proposed procedure, as shown in Figure 1, as the baseline procedure for inter-CU BH RLF recovery.
Proposal 2: It is suggested to discuss whether to enhance the UE Context Retrieve procedure or to introduce a new XnAP procedure, for retrieving the IAB-MT context, the collocated IAB-DU context, and the context of descendant IAB-nodes/UEs from the old IAB-donor-CU to the new IAB-donor-CU.

Proposal 3: A same mechanism should be used in both handover scenario and RLF scenario, where the mechanism is used for the new IAB-donor-CU and the migrating IAB-DU to re-establish/update the context of F1 interface and the F1AP UE context.

Proposal 4: It is suggested to discuss how to deal with the descendant IAB-MT/UEs of the recovery IAB-node. For example, how to update the AS security between the descendant IAB-MT/UEs of the recovery IAB-node and the new IAB-donor-CU, while avoiding the descendant IAB-MTs/UEs to be forced into RRC re-establishment.
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