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1 Introduction

In the WI objective, the following are listed as the IAB enhancements:

	Topology adaptation enhancements [RAN3-led, RAN2]:

· Specification of procedures for inter-donor IAB-node migration to enhance robustness and load-balancing, including enhancements to reduce signalling load.   

· Specification of enhancements to reduce service interruption due to IAB-node migration and BH RLF recovery.

· Specification of enhancements to topological redundancy, including support of CP/UP separation.


In this paper, we mainly focus on the issues on IAB inter-donor migration signaling procedures and the data forwading procedures.

2 Discussion
2.1 Inter-donor migration 

Some initial agreements for IAB inter-donor migration were achieved during last meeting as below.

	· the IAB-DU can simultaneously connect to two donors without breaking F1 interface principals

· the migration mechanism allows to migrate to another donor all or some UEs and/or descendent IAB-nodes

· parent-child relations are retained at the new donor

· UEs and descendant IAB-MTs are not forced into connection re-establishment

· the new donor obtains:

a. Contexts of all involved UEs,

b. Contexts of all involved MTs,

c. Contexts of all involved DUs,

d. Backhaul and topology-related information,

e. IP address information

· Current signaling is taken as baseline

· As baseline, IAB-MT migration should use a separate procedure w.r.t. the migration of the co-located IAB-DU, the served UEs and the served MTs


It is yet to be clear how the inter-donor migration is done. As the involed nodes may include both the the serving IAB-node and the descendant UE(s), there could several ways to achieve the migration. Assume that there are 3 UEs connecting to a source IAB-donor via an IAB-node and the source IAB-donor decides to migrate the IAB-node and the serving UE to the target IAB-donor. The brief inter-donor migration procedures for the UE-first and IAB-node-first as well as the group-based or individual-based handover could be illustrated below in Figs. 1-4. It is also assumed that the migration is controlled by the IAB-donors and the IAB-node forwards the signalings and the downlink and uplink data communication.  
UE First
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Fig. 1 UE First & Group Handover

For group-based handover, in addition to the UE Contexts, the source IAB-donor may provide the IAB-related information in a single Handover Reuqest message (a new message may be necessary as the existing Handover preparation procedure uses UE-associated signaling) and the target IAB-donor, in response, provides the Handover Commands (i.e., RRCReconfiguration messages) to the source IAB-donor. Different from the typical handover case in CU-DU architecture, the F1 interface setup and UE Context Setup procedures in this case may need to be done after the IAB-node migration. Therefore, the Handover Commands may need to be generated based on the source configurations carried in the Handover Request. After applying the Handover Commands and avoid the buffering delay, the RRC Reconfiguration Complete messages sent from the UEs may also need to be forwarded by the source IAB-donor to the target IAB-donor as the direct connection between the IAB-node and the target IAB-donor may not be ready yet. 
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Fig. 2 UE First & Individual Handover

For indivual handover, the source IAB-donor performs the handover preparation one by one for the UEs and may also indicate the backhaul and topology-related information to the target IAB-donor so that the target IAB-donor can decide whether to maintain the UE(s) under the same IAB-node while updating necessary information (e.g., AS security keys). The target IAB-donor should expect that it will perform a handover preparation procedure for the IAB-node after migrating the UEs. Compared to the group handover case, the existing signaling like the Handover Request message can be re-used with some additional information for the target IAB-donor to make the decisions and reserve necessary resources. 
IAB-node First 
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Fig. 3 IAB-node First & Group Handover

For the group handover and IAB-node first case, the IAB-node will apply the Handover Command from the target IAB-donor first. As the physical (or logical) connection between the IAB-node and the source IAB-donor may be lost after the RRC reconfiguration procedure, the existing F1 interface and the UE Context managements with the source IAB-donor may be temporarily detoured via the target IAB-donor before the F1 interface setup and the UE Context management procedure are done by the target IAB-donor. As for the UE RRC reconfiguration procedure, the RRC Reconfiguration message needs to be encrypted by the source IAB-donor and forwarded via the target IAB-donor and the IAB-node to the UE so that the UE can correctly decrypt the RRC Reconfiguration message using the same AS security key and apply the Handover Command.   
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Fig. 4 IAB-node First & Individual Handover

For the individual handover and IAB-node first case, similar to the group handover and IAB-node first case, the F1 interface and UE Context management may need to use the target IAB-donor as an intermediate node. Although the IAB-node has been migrated first, after the receiving the Handover Reuqets message and generating the Handover Command for the UE, the target IAB-donor still needs to send the Handover Command to the source IAB-donor for encryption and then forwarded by the target IAB-donor so that the UE can correctly decrypt the RRC Reconfiguration message to apply the configurations.
With the above analysis, it is propose to discuss in RAN3 about the migration sequence for the migrating IAB-node and the descendant UE(s).
Proposal 1: RAN3 to discuss the migration sequence of the migrating IAB-node and the descendant UE(s) 
2.2 Data forwarding 
Following the discussion about the migration sequenece, it can be noticed that, due to the security keys configured by the IAB-donors, migrating the IAB-node or the UE first will affect the signaling communications forwarding to achieve the successful decryption of the RRCReconfiguration message and application of the Handover Command. 
As one of the WI objective is to reduce service interruption, in case of violating the QoS requirement of data (e.g., voice or video calls) during the migration, the data flow between the UE(s) and the IAB-donors should be continued without being buffered for too long in an intermediate node such as the IAB-node. 
As soon as confirming that the handover procedure has been successfully executed (i.e., update of the AS security key), the target IAB-donor can start to encrypt the downlink data and decrypt the received uplink data. However, for the UE-first cases, the data may have to be forwarded to the source IAB-donor first as the direct connection between the IAB-node and the target IAB-donor has not established until the migration of the IAB-node as shown in Fig. 5.
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Fig. 5 Data forwarding in UE-first cases

Regarding the IAB-node-first case, although the direct connection between the IAB-node and the target IAB-donor can be established first, the source IAB-donor keeps its control over the UE’s RRC and thus the AS security keys. Therefore, before the migration of the UE(s), the source IAB-donor still encrypts the downlink data and decrypts the uplink data from the UE. The target IAB-donor at this stage, with its connection with the migrated IAB-node, needs to forward the data from and to the source IAB-donor to reduce the possible buffering delay as shown in Fig. 6.   
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Fig. 6 Data forwarding in IAB-node-first cases

Proposal 2: RAN3 to discuss the data forwarding part to reduce service interruption during the inter-donor migration
3 Conclusion
In this paper we discuss the aspects regarding how the inter-donor migration is done with a UE-first or an IAB-node-first method. The related UP data encryption and forwarding are also discussed based on the methods. 
Proposal 1: RAN3 to discuss the migration sequence of the migrating IAB-node and the descendant UE(s).

Proposal 2: RAN3 to discuss the data forwarding part to reduce service interruption during the inter-donor migration. 
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