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1	Introduction
If a tracking area has NG-RAN nodes of mixed releases (e.g. R15 and R16), R16 information provided by the 5GC within the NGAP Mobility Restriction List IE may be lost during Xn mobility. This problem was discussed at RAN3#107-e and the following solution agreed for R15 in [1] and [2]:
-	The NG-RAN node stores the Mobility Restriction List (MRL) received from the core network, and propagates it in the 5GC Mobility Restriction List Container IE during Xn-based handover together with the traditional Mobility Restriction List IE.
[bookmark: _GoBack]-	The target NG-RAN node shall, if supported, use the information contained in the 5GC Mobility Restriction List Container IE as the MRL, except the Serving PLMN and Equivalent PLMNs which the target NG-RAN node shall use from the Mobility Restriction List IE.
In Rel-15, the 5GC Mobility Restriction List Container IE was added to the HANDOVER REQUEST and RETRIEVE UE CONTEXT RESPONSE messages. In this paper, we discuss whether there is a need to also add it to the S-NODE ADDITION REQUEST message.
2	Discussion
2.1	Xn-based Mobility
The following example illustrates the Xn-based mobility scenario discussed in Rel-15:
1)	UE accesses a Rel-16 NG-RAN node. During initial context setup, the AMF provides a Rel-16 MRL to the NG-RAN node in the Mobility Restriction List IE of the INITIAL CONTEXT SETUP REQUEST message.
2)	UE performs Xn-based handover to a Rel-15 NG-RAN node. The Rel-16 extensions in the Mobility Restriction List IE are “dropped” by the Rel-15 NG-RAN node (since it does not understand the extensions) but the original Rel-16 MRL is preserved in the 5GC Mobility Restriction List Container IE.
3)	UE performs Xn-based handover again, back to a Rel-16 NG-RAN node. At this point, the Mobility Restriction List IE passed from the Rel-15 source NG-RAN node to the Rel-16 target NG-RAN node no longer contains the Rel-16 extensions. However, the Rel-16 NG-RAN node shall, if supported, use the information contained in the 5GC Mobility Restriction List Container IE as the MRL, which has preserved the original Rel-16 MRL.
RAN3 further discussed what should happen if subsequent Xn-based handover occurs after step 3, i.e. whether the Mobility Restriction List IE passed in the HANDOVER REQUEST message contains:
-	a Rel-15 MRL, based on the Mobility Restriction List IE that was previously received and stored in the UE context (Option A); or
-	a Rel-16 MRL, based on the 5GC Mobility Restriction List Container IE (Option B).
In our understanding, RAN3 did not reach a conclusion on whether the source NG-RAN node performs Option A or Option B. This was due (at least in part) to the fact that the target NG-RAN node shall anyway use the information contained in the 5GC Mobility Restriction List Container IE as the MRL, so the content of the Mobility Restriction List IE doesn’t really matter (except for the Serving PLMN and Equivalent PLMNs as described in section 9.4 of TS 38.300).
Observation-1:	In current specifications, implementations according to Option A are not precluded.
2.2	Dual Connectivity
We now evaluate a scenario where after step 3 above, the following occurs:
4)	The Rel-16 NG-RAN node now initiates dual connectivity operation towards a Rel-16 SN. The Rel-16 MN sends an S-NODE ADDITION REQUEST message to the Rel-16 SN.
In the above step 4, it is unclear whether the Mobility Restriction List IE contains a Rel-15 MRL (i.e. Option A) or a Rel-16 MRL (i.e. Option B).
Observation-2:	If implementations according to Option A are not precluded for DC, then it is possible that a Rel-16 MN operates with a Rel-16 MRL (using the 5GC Mobility Restriction List Container IE received via Xn in a HANDOVER REQUEST), while the Rel-16 SN operates with a Rel-15 MRL (using the Mobility Restriction List IE received via Xn in an S-NODE ADDITION REQUEST message).
Then, the question is: does this cause any issues? In Rel-16, the MRL was enhanced with the following information:
-	In the RAT Restriction Information IE, a new “nR-unlicensed” codepoint was added. If corresponding bit is set to ‘1’, it indicates that NR-unlicensed is restricted for the UE.
-	Extended RAT Restriction Information IE was added per PLMN, to enable independent restrictions for Primary and Secondary RAT.
-	NPN Mobility Information IE was added to indicate the serving NID (in case of SNPN) or Allowed PNI-NPN List (in case of PNI-NPN).
Possible problem scenarios are further examined in the sub-sections below.
2.2.1	NR unlicensed
Scenario #1: SN supports both NR and NR-unlicensed cells but does not receive the NR-unlicensed restriction information in the Mobility Restriction List IE.
The consequence in this scenario is that the SN may choose an NR-unlicensed cell as (P)Scell even if the UE is restricted from using NR-unlicensed as secondary RAT. This is because the Rel-15 MRL received in the S-NODE ADDITION REQUEST message is missing the RAT restriction information for NR-unlicensed, which leads the SN to believe that NR-unlicensed is not a restricted RAT for the UE.
2.2.2	Standalone NPN
Scenario #2: SN supports SNPN but does not receive UE’s Serving NID in the Mobility Restriction List IE.
In principle, NR-NR dual connectivity is supported within a single SNPN, so if the SN supports the same PLMN ID + NID combination as the MN there should be the possibility of dual connectivity operation.  However, in this scenario, the following can occur:
1)	the S-Node Addition procedure will fail (SN will respond with S-NODE ADDITION FAILURE message) because the SN does not know the UE’s serving NID and is thus unable to select a PSCell in the same SNPN as the MN; or
2)	the S-Node Addition procedure will succeed, but the SN may erroneously choose a (P)SCell that is not within the UE’s registered SNPN because the SN is unaware that the UE is operating in SNPN access mode; or
2.2.3	Public Network Integrated NPN
Scenario #3: SN supports PNI-NPN but does not receive UE’s Allowed PNI-NPN List in the Mobility Restriction List IE.
The Allowed PNI-NPN List IE indicates (per PLMN) the list of allowed CAGs and whether the UE is allowed to access non-CAG cells. Similar to scenario #2, NR-NR dual connectivity should be supported as long as the (P)Scell supports an allowed CAG for the UE, or is a non-CAG cell and the UE is allowed to access non-CAG cells. However, in this scenario the following can occur:
1)	the S-Node Addition procedure will fail (SN will respond with S-NODE ADDITION FAILURE message) if the SN supports only CAG cells but does not know the allowed CAG for the UE; or
2)	the S-Node Addition procedure will succeed, but the SN may erroneously choose a (P)SCell that is a non-CAG cell even if the UE is not allowed to access non-CAG cells; or
[bookmark: _Hlk527071819]3	Conclusions
This paper discusses various issues that can result from a Rel-16 MN operating with a Rel-16 MRL (using the 5GC Mobility Restriction List Container IE received via Xn in a HANDOVER REQUEST), while the Rel-16 SN operates with a Rel-15 MRL.  
Observation-3:	If a tracking area has NG-RAN nodes of mixed releases (e.g. R15 and R16), dual connectivity may not work as expected for certain features (e.g. NR-unlicensed, SNPN, and PNI-NPN).
To address these issues, two solutions are possible:
Solution 1:	Add the 5GC Mobility Restriction List Container IE to the S-NODE ADDITION REQUEST message.
Solution 2:	Clarify that the Mobility Restriction List IE in the S-NODE ADDITION REQUEST message is encoded based on information in the 5GC Mobility Restriction List Container IE (i.e. mandate Option B).
Solution 1 has the advantage of aligning the dual connectivity case with the mobility case, and can be considered robust for any scenarios involving enforcement of restrictions by the SN.  
Solution 2 may be sufficient if there is consensus that e.g. an NG-RAN node naturally encodes IEs based on its own release and based on all information it knows, and in this case the MN knows the complete Rel-16 MRL from information that is available in the 5GC Mobility Restriction List Container. However, whether it is robust in all scenarios involving enforcement of restrictions by the SN (e.g. MN is lower release than SN) may require further discussion.
Proposal 1:	RAN3 to agree on either solution 1 or solution 2.
It is also noted that in Rel-16, the Unlicensed Spectrum Restriction IE was added to the Handover Restriction List IE, so that scenario #1 described in section 2.2.1 above can occur also for EN-DC. Therefore, the following is proposed:
Proposal 2:	Whatever solution is agreed for NG-RAN should also be applied to E-UTRAN.
In case Solution 1 is agreed, a Rel-16 CR for XnAP is provided in [3]. A Rel-16 CR for X2AP can be provided during the meeting.
In case Solution 2 is agreed, further discussion is needed on how to clarify it.
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