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8.3.4
UE Context Modification

8.3.4.1
General

The purpose of the UE Context Modification procedure is to partly modify the established UE context. The procedure uses UE-associated signalling.
<Skip unchanged part>
8.3.4.4
Abnormal Conditions

If the UE CONTEXT MODIFICATION REQUEST message including the New AMF UE NGAP ID IE is received after the NG-RAN node has initiated another class 1 NGAP EP, the NG-RAN node shall be prepared to receive the response message containing an AMF UE NGAP ID with the value received in the New AMF UE NGAP ID IE.
If the UE CONTEXT MODIFICATION REQUEST message includes the Security Key IE and the Emergency Fallback Indicator IE, the NG-RAN node shall ignore the Security Key IE.
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