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8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: PDU session resource setup: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE SETUP REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE SETUP REQUEST message shall contain the information required by the NG-RAN node to setup the PDU session related NG-RAN configuration consisting of at least one PDU session resource and include each PDU session resource to setup in the PDU Session Resource Setup Request List IE.

Text not modified
For each QoS flow requested to be setup the NG-RAN node shall take into account the received QoS Flow Level QoS Parameters IE. For each QoS flow the NG-RAN node shall establish or modify the resources according to the values of the Allocation and Retention Priority IE (priority level and pre-emption indicators) and the resource situation as follows: 

-
The NG-RAN node shall consider the priority level of the requested QoS flow, when deciding on the resource allocation.

-
The priority levels and the pre-emption indicators may (individually or in combination) be used to determine whether the QoS flow setup has to be performed unconditionally and immediately. If the requested QoS flow is marked as "may trigger pre-emption" and the resource situation requires so, the NG-RAN node may trigger the pre-emption procedure which may then cause the forced release of a lower priority QoS flow which is marked as "pre-emptable". Whilst the process and the extent of the pre-emption procedure are operator-dependent, the pre-emption indicators shall be treated as follows:

1.
The values of the last received Pre-emption Vulnerability IE and Priority Level IE shall prevail.

2.
If the Pre-emption Capability IE is set to "may trigger pre-emption", then this allocation request may trigger the pre-emption procedure. If the Vulnerable S-NSSAI List IE is also included, the allocation request may only consider QoS flows belonging to the indicated slices in the pre-emption process. 
3.
If the Pre-emption Capability IE is set to "shall not trigger pre-emption", then this allocation request shall not trigger the pre-emption procedure.

4.
If the Pre-emption Vulnerability IE is set to "pre-emptable", then this QoS flow shall be included in the pre-emption process.

5.
If the Pre-emption Vulnerability IE is set to "not pre-emptable", then this QoS flow shall not be included in the pre-emption process.

-
The NG-RAN node pre-emption process shall keep the following rules:

1.
The NG-RAN node shall only pre‑empt QoS flows with lower priority, in ascending order of priority.

2.
The pre-emption may be done for QoS flows belonging to the same UE or to other UEs.

For each QoS flow which has been successfully established, the NG-RAN node shall store the mapped E-RAB ID if included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and use it as specified in TS 38.300 [8].
Text not modified
8.2.1.4
Abnormal Conditions

If the NG-RAN node receives a PDU SESSION RESOURCE SETUP REQUEST message containing several PDU Session ID IEs (in the PDU Session Resource Setup Request List IE) set to the same value, the NG-RAN node shall report the establishment of the corresponding PDU sessions as failed in the PDU SESSION RESOURCE SETUP RESPONSE message with an appropriate cause value.
If the NG-RAN node receives a PDU SESSION RESOURCE SETUP REQUEST message containing a PDU Session ID IE (in the PDU Session Resource Setup Request List IE) set to a value that identifies an active PDU session (established before the PDU SESSION RESOURCE SETUP REQUEST message was received), the NG-RAN node shall report the establishment of the new PDU session as failed in the PDU SESSION RESOURCE SETUP RESPONSE message with an appropriate cause value.

If the NG-RAN node receives a PDU SESSION RESOURCE SETUP REQUEST message containing a QoS Flow Setup Request List IE in the PDU Session Resource Setup Request Transfer IE including at least one Non-GBR QoS flow but the PDU Session Aggregate Maximum Bit Rate IE is not present, the NG-RAN node shall report the establishment of the corresponding PDU session as failed in the PDU SESSION RESOURCE SETUP REQUEST message with an appropriate cause value.

If the NG-RAN node receives a PDU SESSION RESOURCE SETUP REQUEST message containing a QoS Flow Level QoS Parameters IE in the PDU Session Resource Setup Request Transfer IE for a GBR QoS flow but the GBR QoS Flow Information IE is not present, the NG-RAN node shall report the establishment of the corresponding QoS flow as failed in the PDU Session Resource Setup Response Transfer IE of the PDU SESSION RESOURCE SETUP RESPONSE message with an appropriate cause value.If the NG-RAN node receives a PDU SESSION RESOURCE SETUP REQUEST message containing the Delay Critical IE in the Dynamic 5QI Descriptor IE of the QoS Flow Level QoS Parameters IE of the PDU Session Resource Setup Request Transfer IE set to the value “delay critical” but the Maximum Data Burst Volume IE is not present, the NG-RAN node shall report the establishment of the corresponding QoS flow as failed in the PDU Session Resource Setup Response Transfer IE of the PDU SESSION RESOURCE SETUP RESPONSE message with an appropriate cause value.
If the Vulnerable S-NSSAI List IE is included and the Pre-emption Capability IE is not set to “may trigger pre-empion”, then the Vulnerable S-NSSAI List IE shall be ignored.
Next change
9.3.1.19
Allocation and Retention Priority

This IE specifies the relative importance of a QoS flow compared to other QoS flows for allocation and retention of NG-RAN resources.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Priority Level
	M
	
	INTEGER (1..15)
	Desc.: This IE defines the relative importance of a resource request (see TS 23.501 [9]).

Usage: Values are ordered in decreasing order of priority, i.e., with 1 as the highest priority and 15 as the lowest priority.

	Pre-emption Capability
	M
	
	ENUMERATED (shall not trigger pre-emption, may trigger pre-emption, …)
	Desc.: This IE indicates the pre-emption capability of the request on other QoS flows (see TS 23.501 [9]).

Usage: The QoS flow shall not pre-empt other QoS flows or, the QoS flow may pre-empt other QoS flows.

Note: The Pre-emption Capability indicator applies to the allocation of resources for a QoS flow and as such it provides the trigger to the pre-emption procedures/processes of the NG-RAN node.

	Pre-emption Vulnerability
	M
	
	ENUMERATED (not pre-emptable, pre-emptable, …)
	Desc.: This IE indicates the vulnerability of the QoS flow to pre-emption of other QoS flows (see TS 23.501 [9]).

Usage: The QoS flow shall not be pre-empted by other QoS flows or the QoS flow may be pre-empted by other QoS flows. Note: The Pre-emption Vulnerability indicator applies for the entire duration of the QoS flow, unless modified and as such indicates whether the QoS flow is a target of the pre-emption procedures/processes of the NG-RAN node.

	Vulnerable Slices List
	O
	
	
	Indicates S-NSSAIs of the vulnerable QoS flows which are included in the pre-emption process.

	  >Vulnerable Slices Item
	
	1..<maxnoofPLMNs>
	
	

	   >>PLMN ID
	M
	
	9.3.3.5
	

	   >>NID
	O
	
	9.3.3.42
	

	   >>Extended Slice Support List
	M
	
	9.3.1.191
	


9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN
IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalULForwardingUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNGU-UP-TNLInformation,


id-AdditionalRedundantDL-NGU-UP-TNLInformation,


id-AdditionalRedundantDLQosFlowPerTNLInformation,


id-AdditionalRedundantNGU-UP-TNLInformation,


id-AdditionalRedundantUL-NGU-UP-TNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,


id-AlternativeQoSParaSetList,


id-Cause,


id-CNPacketDelayBudgetDL,


id-CNPacketDelayBudgetUL,


id-CNTypeRestrictionsForEquivalent,


id-CNTypeRestrictionsForServing,


id-CommonNetworkInstance,

id-CurrentQoSParaSetIndex,


id-DAPSRequestInfo,

id-DAPSResponseInfoList,

id-DataForwardingNotPossible,


id-DataForwardingResponseERABList,


id-DirectForwardingPathAvailability,


id-DL-NGU-UP-TNLInformation,


id-EndpointIPAddressAndPort,


id-ExtendedPacketDelayBudget,
id-ExtendedRATRestrictionInformation,


id-ExtendedSliceSupportList,


id-ExtendedTAISliceSupportList,


id-GlobalRANNodeID,


id-GlobalTNGF-ID,

 
id-GlobalTWIF-ID,


id-GlobalW-AGF-ID,


id-GUAMIType,


id-LastEUTRAN-PLMNIdentity,


id-LocationReportingAdditionalInfo,


id-MaximumIntegrityProtectedDataRate-DL,


id-MDTConfiguration,


id-NetworkInstance,


id-NID,


id-NPN-MobilityInformation,


id-NPN-PagingAssistanceInformation,


id-NPN-Support,


id-OldAssociatedQosFlowList-ULendmarkerexpected,


id-PagingAssisDataforCEcapabUE,


id-PagingeDRXInformation,


id-PDUSessionAggregateMaximumBitRate,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceReleaseResponseTransfer,


id-PDUSessionType,


id-PSCellInformation,


id-QosFlowAddOrModifyRequestList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,


id-QosMonitoringRequest,


id-RAT-Information,


id-RedundantCommonNetworkInstance,


id-RedundantDL-NGU-TNLInformationReused,


id-RedundantDL-NGU-UP-TNLInformation,


id-RedundantDLQosFlowPerTNLInformation,


id-RedundantPDUSessionInformation,

id-RedundantQosFlowIndicator,


id-RedundantUL-NGU-UP-TNLInformation,


id-SCTP-TLAs,


id-SecondaryRATUsageInformation,


id-SecurityIndication,


id-SecurityResult,


id-SgNB-UE-X2AP-ID,
id-S-NSSAI,


id-SONInformationReport,


id-TNLAssociationTransportLayerAddressNGRAN,


id-TargetRNC-ID,


id-TraceCollectionEntityURI,


id-TSCTrafficCharacteristics,


id-UEHistoryInformationFromTheUE,


id-UERadioCapabilityForPagingOfNB-IoT,


id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,


id-ULForwarding,


id-ULForwardingUP-TNLInformation,


id-UsedRSNInformation,

id-UserLocationInformationTNGF,


id-UserLocationInformationTWIF,


id-UserLocationInformationW-AGF,

id-VulnerableS-NSSAIList,


maxnoofAllowedAreas,

maxnoofAllowedCAGsperPLMN,

maxnoofAllowedS-NSSAIs,

asn1 not modified
AllocationAndRetentionPriority ::= SEQUENCE {


priorityLevelARP



PriorityLevelARP,


pre-emptionCapability


Pre-emptionCapability,


pre-emptionVulnerability

Pre-emptionVulnerability,


iE-Extensions

ProtocolExtensionContainer { {AllocationAndRetentionPriority-ExtIEs} } OPTIONAL,


...

}

AllocationAndRetentionPriority-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {

{ID id-VulnerableS-NSSAIList
CRITICALITY ignore
EXTENSION VulnerableS-NSSAIList
PRESENCE optional},

...

}

Asn1 not modified
-- V

VolumeTimedReportList ::= SEQUENCE (SIZE(1..maxnoofTimePeriods)) OF VolumeTimedReport-Item

VolumeTimedReport-Item ::= SEQUENCE {


startTimeStamp



OCTET STRING (SIZE(4)),


endTimeStamp



OCTET STRING (SIZE(4)),


usageCountUL



INTEGER (0..18446744073709551615),


usageCountDL



INTEGER (0..18446744073709551615),


iE-Extensions

ProtocolExtensionContainer { {VolumeTimedReport-Item-ExtIEs} } OPTIONAL,

...

}

VolumeTimedReport-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

VulnerableS-NSSAIList ::= SEQUENCE (SIZE(1..maxnoofPLMNs)) OF VulnerableS-NSSAIItem

VulnerableS-NSSAIItem ::= SEQUENCE {


pLMNIdentity




PLMNIdentity,

nID







NID




OPTIONAL,

extendedSliceSupportList

ExtendedSliceSupportList,


iE-Extensions

ProtocolExtensionContainer { {VulnerableS-NSSAIItem-ExtIEs} } OPTIONAL,


...

}
VulnerableS-NSSAIItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

-- W

Asn1 not modified
9.4.7
Constant Definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

NGAP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

Asn1 not modified

id-DAPSRequestInfo








ProtocolIE-ID ::= 266


id-DAPSResponseInfoList







ProtocolIE-ID ::= 267

id-EarlyStatusTransfer-TransparentContainer 


ProtocolIE-ID ::= 268

id-NotifySourceNGRANNode








ProtocolIE-ID ::= 269


id-ExtendedSliceSupportList







ProtocolIE-ID ::= 270


id-ExtendedTAISliceSupportList






ProtocolIE-ID ::= 271

id-VulnerableS-NSSAIList







ProtocolIE-ID ::= xxx

END

-- ASN1STOP

