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1 Introduction
In Rel-17 IAB enhancement, one of objectives is shown as below:

 Topology adaptation enhancements [RAN3-led, RAN2]:

· Specification of procedures for inter-donor IAB-node migration to enhance robustness and load-balancing, including enhancements to reduce signalling load.   

Rel16 IAB only has intra-CU migration procedure. Different from Rel16, the inter-CU migration apparently needs consider the UE context migration of the UEs accessing the migrated IAB node. To do this, on one hand, we need consider the baseline procedure; on the other hand, we also needs consider the potential enhancement to reduce the migration latency, the potential signalling load, etc. In this contribution, we will address the baseline procedure, which can make the inter-CU migration be a workable procedure. We will address additional enhancement in another contribution.  
2 Discussions
The baseline IAB node migration procedure can be divided into three stages:

· Stage 1: IAB-MT part handover

· Stage 2: IAB-DU part establishment

· Stage 3: UE handover

In the following, we will elaborate the details for each part. 

2.1 IAB-MT part handover
In this stage, the legacy UE handover procedure can be applied as the baseline. However, some difference are still identified as following aspects:

· Aspect 1-1: suitable selection of the target

Since the intention of IAB node migration is to enhance robustness and load-balancing, a suitable target should be selected before the IAB-MT part handover. During Rel-16 discussion, IAB Barred information over X2/Xn was discussed, and the conclusion is “ IAB barred information exchange over X2/Xn is not supported in this release.” In Rel-16, this may be valid since the IAB node is fixed and the inter-CU IAB migration is not supported. Whether a cell supporting IAB access or not can rely on pre-configuration, e.g., OAM. However, in Rel-17, the inter-CU migration results in the serving donor CU changes of UEs accessing to the migrated IAB node. A failed IAB node migration results in failures of all UEs accessing it, which is regarded as a serious problem. Thus, selecting a suitable target becomes more important than Rel-16. In practice, one cell of an IAB donor CU may not be suitable for IAB node access because of, e.g., 1) capability limitation (the cell is served by a legacy gNB-DU without IAB functionality), 2) Capacity limitation (the cell does not have enough resource to serve an IAB node), 3) BH link problem (the IAB node serving such cell has link problem, e.g., during RLF recovery procedure, its ascendant node declares RLF), 4) IAB barred (As agreed in Rel16, IAB donor CU can bar a cell for IAB node accessing over F1). Among those reasons, except capability limitation, other factors may be changed with the operation of the IAB network. Thus, the pre-configuration method may not be applicable.

On the other hand, after introducing IAB node access, we may need differentiate some cases that a cell may be UE/IAB barred or not barred: 

· Case 1: a cell is barred to the UE, while not barred to the IAB node

In this case, normally, such cell will not appear in the serving cell information over X2/Xn. However, this results in that this cell cannot be used as the candidate for IAB node. We need a mechanism to tell the neighboring base stations that a cell is not barred to the IAB node; 

· Case 2: a cell is barred to the IAB node, while not barred to the UE

In this case, normally, such cell will appear in the serving cell information over X2/Xn. However, this results in that this cell will be used as the candidate for IAB node, which is not true. We also need a mechanism to tell the neighboring base stations that a cell is barred to IAB node. 

According to the above analysis, we propose to introduce IAB bar information over X2/Xn, which can indicate whether a cell is barred to the UE or IAB node.

Proposal 1-1: Over X2/Xn, the bar information, e.g., IAB barred, UE barred, is introduced for each serving cell. 
· Aspect 1-2: Backhaul related configuration

Meanwhile, Since the collocated IAB-DU may be serving several UEs, some configurations related to BAP layer may be needed, e.g., BAP configuration with new BAP address, default BAP routing ID/BH RLC CH, IP address configuration, etc. 
Proposal 1-2: the legacy handover procedure can be applied to IAB-MT part handover with some potential enhancements related to BAP and IP address configuration. 
Same as the legacy procedure, the IAB-MT part loss the connection with the source IAB donor CU as long as it accesses to the target IAB donor CU. However, as we know, Rel-16 has DAPS scheme to keep the connection with both source and target. This mechanism has the potential to reduce the interruption time of handover. Thus, some additional enhancements can be considered based on the simultaneous connection with both source and target.  
2.2 IAB-DU part establishment

After IAB-MT part accesses to the new parent node, the collocated IAB-DU part has to establish the SCTP association and the F1 interface with the target IAB donor CU. To achieve this, some aspects need to be discussed first:
· Aspect 2-1: OAM configuration download

As legacy CU-DU split, the IAB-DU has to download configurations from OAM, e.g., serving cell information, the IP address related information of the target IAB donor CU, etc. However, such legacy method may cause some issues:

1) PCI/DL frequency change of the serving cell

PCI/DL frequency change will result in the connection loss of the UEs accessing the migrated IAB node, which thereby causes the re-establishment procedures of all UEs. This is not an acceptable consequence for IAB migration since it results in large latency and signaling overhead over the air interface. Thus, the OAM configuration should be downloaded by not changing PCI/DL frequency of each active serving cell. 
Proposal 2-1: the PCI/DL frequency of each active serving cell on the migrated IAB node cannot be changed after the OAM configuration downloading. 

2) Changeable configurations

Nevertheless, some configurations can be changed by OAM, e.g., gNB-DU ID, NR CGI of the serving cell, the cell configurations of each deactivated cell, etc. Those changes will not result in the connection loss of the UEs. Some of them can be updated over the air interface via, e.g., system information update, dedicated RRC message. 
Proposal 2-2: by indicating the migrated IAB node, OAM can selectively update some configurations to the IAB-DU, e.g., gNB-DU ID, NR CGI of serving cell, configurations of deactivated cell, etc. 

· Aspect 2-2: F1-C IP address derivation of target IAB donor CU
The IP address of target IAB donor CU side is used by the IAB-DU to establish F1 interface. As legacy, this information can be derived from the OAM, which is a workable solution. However, this method delays the F1 setup during the migration procedure since it occurs after the OAM downloading. One potential method is to tell the F1-C IP address of target IAB donor CU via the Handover Command message of IAB-MT. Then, after the success access of IAB-MT, the IAB-DU can start to establish SCTP association with target IAB donor CU together with OAM downloading.  
Proposal 2-3: the Handover Command message to the IAB-MT can include the F1-C IP address of the target IAB donor CU so that the collocated IAB-DU can start SCTP association establishment with target IAB donor CU after successful access of IAB-MT.

· Aspect 2-3: F1 interface setup 

As the legacy scheme, the F1 setup procedure can be triggered by the IAB-DU. However, different from legacy, the migrated IAB-DU is still in operation status. Thus, it is necessary to provide the cell status information to the target IAB donor CU. There are two options:
1) Option 1: reuse the F1 SETUP REQUEST message 

In legacy F1 SETUP REQUEST message, the served cell information is provided by assuming the related cells are still under deactivated status. Thus, as one enhancement, the cell status information should be added. Meanwhile, to help IAB donor CU identify the serving cell of each UE before migration, the IAB-DU should include the old NR CGI for each serving cell. 
2) Option 2: reuse the GNB-DU CONFIGURATION UPDATE message 

The legacy message already include the cell status information of each cell, and the old NR CGI of each updated cell. Thus, this message can be naturally used to inform the target IAB donor CU the configuration of IAB-DU. One concern may be that this message becomes the first F1AP message to the new target IAB donor CU. However, there seems no technical issues with this procedure. 

Proposal 2-4: the GNB-DU CONFIGURATION UPDATE message can be used as the first F1AP message towards the target IAB donor CU. 

· Aspect 2-4: F1 connection with the source IAB donor CU

After IAB-MT handover, the connection with the source IAB donor CU is lost via the source path. However, the F1-C connection to the source IAB donor CU can be kept via the target path, which requires some enhancements to achieve this, e.g., configure the IP packet mapping at the target donor DU so as to transmit the F1-C message with the source IAB donor CU. On the other hand, we agree that one gNB-DU cannot simultaneously connection to two gNB-CUs since Rel-15; thus, we need keep this principle unchanged in IAB. No matter which method is used to keep the F1-C connection with source IAB donor CU, such connection has to be released as long as the new F1-C connection has been established with the target IAB donor CU. 

Proposal 2-5: the F1-C connection with the source IAB donor CU has to be released as long as the new F1-C connection is established with the target IAB donor CU.  
2.3 UE handover
This stage aims at migrating UE context from the source IAB donor CU to target IAB donor DU. An intuitive method is to use the group handover, i.e., use one message to include the context of a group of UEs. One potential message is the HANDOVER REQUEST message of IAB-MT. However, due to message size limitation, one message cannot contain all UE’s context. Moreover, the UE context migration together with IAB-MT handover may have the risk that the context migration is useless if the access of IAB-MT is failed. Thus, simply reusing HANDOVER REQUEST message for IAB-MT may not be a feasible method. In the following, we will address this stage from the following aspects:

· Aspect 3-1: when to migrate UE context

As mentioned above, the UE context migration is meaningful only if the IAB-MT part accesses to the target IAB donor CU. This time instant is only known by the target IAB donor CU when the RRCReconfigurationComplete message is received by the target. Thus, it is better to let the target IAB donor CU trigger the UE context migration. 

Proposal 3-1: the target IAB donor CU triggers the UE context migration after IAB-MT successful access. 

· Aspect 3-2: how to migrate UE context

The UE context migration can be performed either one by one or group by group. If the former way is chosen, the legacy HANDOVER REQUEST/RESPONSE message or new Xn message can be used. For the existing message, some mandatory IEs may not need, e.g., target cell ID. Thus, an indication can be added to indicate such message is used for migration rather than handover so that the target IAB donor CU can ignore some IEs in the message. For latter method, a new non-UE association XnAP procedure should be defined. No matter which method is used, some information related to the F1 UE context may be needed, e.g., F1AP UE ID, GTP-U tunnel information, etc. Considering the specification impact, we slightly prefer to reuse HANDOVER REQUEST/RESPONSE message with some enhancement. 
Proposal 3-2: the existing HANDOVER REQUEST/RESPONSE message can be reused for the UE context migration with some additional enhancements on IAB.

· Aspect 3-3: RRC Reconfiguration to each UE 

Following the legacy method, as long as the PDCP hosting node is changed, the security key of each UE has to be changed, which results in the RRC Reconfiguration with Sync at the UE side. On one hand, since the IAB-MT has accessed to the target IAB donor CU, such RRC message should be sent via the target parent IAB node. On the other hand, such way will cause a lot of signaling overhead over the air interface. This can be considered as a burden caused by the IAB migration. Thus, we are seeking to a further enhancement to avoid the RRC Reconfiguration over the air interface. From security point of view, the key is generated by the source IAB donor CU via PCI/DL frequency of target cell. As we discussed above, the PCI/DL frequency can be kept unchanged, which provides the possibility of not changing the key. In this sense, the source IAB donor CU can just simply send the key and the related security context to the target IAB donor CU (this can be achieved via the UE context migration procedure). Therefore, the RRC Reconfiguration over air interface can be skipped. We understand this break the current security principle. However, since IAB node migration aims at network node change, we may be able to assume that the IAB donor CUs are in the same security domain and key update may not need. To have such scheme, SA3 involvement is definitely needed. So, we can send the LS to SA3 to check the feasibility of keeping the security key unchanged during the IAB migration procedure. 
Proposal 3-3: as the baseline, the RRC Reconfiguration with Sync is needed to update the UE configuration (including security key), and this message can be sent via the target parent node to the UE after IAB-MT successful access. 
Proposal 3-4: RAN3 may further consider the possibility of unchanged UE key during IAB node migration based on SA3 evaluation, i.e., whether the source IAB donor CU can send the security key of the UE and the related security context to the target IAB donor CU when performing UE context migration. 
· Aspect 3-4: end of UE context migration
The UE context migration can be ended when all UE contexts have been migrated or the target IAB donor CU cannot accept any more UE context. Thus, both source IAB donor CU and target IAB donor CU can indicate the end of the UE context migration  

Proposal 3-5: Both source IAB donor CU and target IAB donor CU can indicate the end of the UE context migration. 
2.4 Overall procedure 
The overall procedure is shown as below:
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Stage 1: IAB-MT part handover

In this stage, the legacy handover procedure is applied to the IAB-MT, and some enhancements are needed by including IAB related configurations, e.g., BAP configuration, IP address configuration, etc. To facilitate the F1 interface step, the RRCReconfiguration message to the IAB-MT part may include BAP address, default BAP routing ID, default BH RLC CH, the IP address at both target IAB donor CU and IAB-DU side. 
Stage 2: IAB-DU part establishment

· Step 2-1: IAB-DU part download OAM configuration via the RRC connection of IAB-MT with target IAB donor CU. In this step, the IAB-DU part will indicate to OAM that it is a migrated IAB node. Thus, the OAM will selectively update the configurations (e.g., gNB-DU ID, NR CGI of each cell) and keep some configurations (e.g., PCI/DL frequency of activated cell) unchanged. 

· Step 2-2: IAB-DU part establishes the SCTP association with the target IAB donor CU based on the received configuration in stage 1. This step may be occurred in parallel with step 2-1
· Step 2-3: IAB-DU triggers the gNB-DU configuration update procedure to establish the F1 interface with the target IAB donor CU
Stage 3: UE context migration

· Step 3-1: after the success access of the IAB-MT, the target IAB donor CU can trigger the UE context migration procedure by sending UE context migration trigger message to the source IAB donor CU
· Step 3-2: UE context migration from the source IAB donor CU to target IAB donor CU. In this step, the UE context is migrated one by one via the existing UE handover procedure. Some enhancements may be needed to indicate such procedure is used for context migration rather than handover. This step is implemented for each UE until the target IAB donor CU or the source IAB donor CU determines to stop the migration. 
Proposal 4: RAN3 agree to take the above procedure as the start point for inter-CU IAB node migration. 
3 Conclusions
In this contribution, we discuss the baseline procedure for inter-CU IAB node migration, and propose:
Proposal 1-1: Over X2/Xn, the bar information, e.g., IAB barred, UE barred, is introduced for each serving cell. 
Proposal 1-2: the legacy handover procedure can be applied to IAB-MT part handover with some potential enhancements related to BAP and IP address configuration.  
Proposal 2-1: the PCI/DL frequency of each active serving cell on the migrated IAB node cannot be changed after the OAM configuration downloading. 

Proposal 2-2: by indicating the migrated IAB node, OAM can selectively update some configurations to the IAB-DU, e.g., gNB-DU ID, NR CGI of serving cell, configurations of deactivated cell, etc. 

Proposal 2-3: the Handover Command message to the IAB-MT can include the F1-C IP address of the target IAB donor CU so that the collocated IAB-DU can start SCTP association establishment with target IAB donor CU after successful access of IAB-MT.

Proposal 2-4: the GNB-DU CONFIGURATION UPDATE message can be used as the first F1AP message towards the target IAB donor CU. 

Proposal 2-5: the F1-C connection with the source IAB donor CU has to be released as long as the new F1-C connection is established with the target IAB donor CU.  
Proposal 3-1: the target IAB donor CU triggers the UE context migration after IAB-MT successful access. 

Proposal 3-2: the existing HANDOVER REQUEST/RESPONSE message can be reused for the UE context migration with some additional enhancements on IAB.

Proposal 3-3: as the baseline, the RRC Reconfiguration with Sync is needed to update the UE configuration (including security key), and this message can be sent via the target parent node to the UE after IAB-MT successful access. 

Proposal 3-4: RAN3 may further consider the possibility of unchanged UE key during IAB node migration based on SA3 evaluation, i.e., whether the source IAB donor CU can send the security key of the UE and the related security context to the target IAB donor CU when performing UE context migration. 

Proposal 3-5: Both source IAB donor CU and target IAB donor CU can indicate the end of the UE context migration. 
Proposal 4: RAN3 agree to take the above procedure as the start point for inter-CU IAB node migration. 
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