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1 Introduction

CB: # 8_Email_IAB_IPaddr_mgmt

- Allow to request and allocate both IPv4 and IPv6 addresses in single message (consistent with current RAN3 best practices)

- Any specific handling needed for IPv6? (ZTE,HW,Nok)

- Turn WA to agreement:  address update list is introduced in RRC signaling, in which each item includes the new IP address and the corresponding old IP address? (SS)

- Which IP address is used? F1AP IP address allocation request/response should contain the number of addresses requested/allocated for a specific purpose (F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic)? (E///,SS,ZTE)

- RRC impacts? Liaise RAN2? (SS,E///)

- Sec GW address IP address at nw side? (E///) Any specific handling needed for IPsec tunnel mode? (SS)

- Need for NSA-specific handling? (Nok)

- check signaling details

- st2 aspects? (SS)

(E/// - moderator)

Summary of offline disc R3-202480
Relevant papers:

[1] R3-202027 Discussion on the left issues for IP address allocation (ZTE, Sanechips)

[2] R3-202025 (TP for NR_IAB BL CR for TS 38.473): IP address allocation (ZTE, Sanechips)

[3] R3-202065 (TP for NR-IAB BL CR for 38.473) Remaining issues on IP address management (Samsung)

[4] R3-202066 (TP for NR-IAB BL CR for 38.401) Remaining issues on IP address management (Samsung)

[5] R3-202067 [Draft] LS on RRC signalling design impact of IAB (Samsung)

[6] R3-202087 (TP for NR-IAB BL CR for TS 38.473): IP address management for IAB node (Huawei)

[7] R3-202310 (TP for NR-IAB BL CR for TS 38.473): IP Address Allocation for IAB-nodes (Ericsson)

[8] R3-202311 [Draft] LS on RRC Message Design for IAB IP Address Allocation (Ericsson)

[9] R3-202433 Discussion on remaining issues for IP address management (Nokia, Nokia Shanghai Bell)

[10] R3-202460 Response to R3-202065 (Nokia, Nokia Shanghai Bell)

2 For the Chairman’s Notes

(TP for NR-IAB BL CR for TS 38.401) IP Address Allocation for IAB-nodes in R3-202719 agreed
(TP for NR-IAB BL CR for TS 38.473) IP Address Allocation for IAB-nodes in R3-202720 agreed
LS on RRC Message Design for IAB IP Address Allocation in R3-202721 agreed
3 Phase 1

Disclaimers: 

· The discussion on whether, in IPsec tunnel mode, it is the inner or the outer IP address that is allocated to the IAB-node, is discussed in Phase 1 of CB # 1 IAB Topology Discovery. 

· The proposals pending on the outcome of Phase 1 of CB # 1 IAB Topology Discovery are not addressed in Phase 1 of this CB.

· RAN3’s scope is to decide about the content of RRC messages for IP address management, whereas the exact messages used are within RAN2’s domain (including both SA and NSA cases).

· The issue of Stage2 TP and an LS to RAN2 will be addressed in Phase 2, based on the outcome of Phase 1.

3.1 Issue 1: UA or NUA F1AP signalling for IP address allocation

There seems to exist a consensus on using a new non-UE associated F1AP procedure between IAB-donor-CU and IAB-donor-DU for IAB IP address allocation.

Proposal 1: A new non-UE associated F1AP procedure between IAB-donor-CU and IAB-donor-DU is used for IAB IP address allocation.

	Company
	Agree/disagree

	Ericsson
	Agree

	Samsung
	Agree. 

This was already agreed in last RAN3 meeting, i.e., “New class 1 non-UE associated F1AP procedure is defined for IP address allocation between IAB donor CU and IAB donor DU.”

	QC
	Agree with Samsung

	ZTE
	Agree 

	Huawei
	Agree

	Nokia
	Agree. To make it clear, this is the F1AP procedure between Donor-CU and Donor-DU. 


3.2 Issue 2: IP address usage

Papers [1], [6] and [7] argue (implicitly or explicitly) that the entity allocating the IP addresses (OAM/IAB-donor-CU/IAB-donor-DU) decides their usage for one or more of the following purposes: F1-C, F1-U, non-F1 traffic. On the other hand, paper [3] argues that the IAB-node should decide the IP address usage. 

Based on the majority view, the following is proposed:

Proposal 2-1: The entity allocating the IP addresses (OAM/IAB-donor-CU/IAB-donor-DU) decides the usage of these IP addresses.

Taking Proposal 2-1 further and considering the discussion in papers [1], [6] and [7], the following proposals can be derived as well:

Proposal 2-2: For IAB-donor-CU/DU-based IP address allocation:

· An IAB-node indicates to the IAB-donor-CU how many IP addresses it requests for a specific purpose: F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic;

· The IAB-donor-CU indicates to the IAB-node the individual IP addresses allocated for a specific purpose: F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic;

· The IP address request F1AP message contains how many IP addresses are requested for a specific purpose: F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic; 

· The IP address response F1AP message contains the individual IP addresses allocated for a specific purpose: F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic; 

· If IPv6 addresses are requested, an IPv6 prefix is always allocated and included in the IP address response F1AP/RRC messages, in addition to the dedicated IP addresses (which are individual addresses within this prefix).

Proposal 2-3: For OAM-based IP address allocation:

· An IAB-node indicates to the IAB-donor-CU the individual IP addresses allocated by the OAM for a specific purpose: F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic; 

· If an IAB-node has been assigned IPv6 addresses, it also indicates this prefix to the IAB-donor-CU.

Finally, in paper [1] it is proposed that, for IPv6, the prefixes, rather than individual addresses, are allocated for a specific purpose. i.e. one IPv6 prefix per usage.

Proposal 2-4: For IPv6 address allocation, IAB-donor-DU should provide two IPv6 prefixes to the IAB-node for CP/ UP IP separation scenario.
	Company
	Agree/disagree

	Ericsson
	Agree 2-1, 2-2 and 2-3, open for 2-4

The entity assigning the IP addresses should also decide their usage. In legacy CU-DU split it is assumed that the DU receives the IP addresses from the OAM. In IAB, we have also introduced the IAB-donor-based IP address allocation, and the principle of deciding the IP address usage should hold for both methods.

	Samsung
	Some principles we would like to highlight before our discussion:

· Usage of IP address is not a necessary feature, which means that if a usage IE is defined, such IE is optional for IAB
· Prefer to have a unified signalling method for IPv4/IPv6 address allocation 
Then, some detailed thoughts from our side:
· Potential usage of IP address
Since we start to consider the usage of the IP addresses, it would be better to contain all possible combinations, i.e., F1-C, F1-U, all F1, non-F1, F1-C + non-F1, F1-U + non-F1, all traffic. 
· IPv4 address allocation 
· Proposal 2-1, proposal 2-2 (bullets 1~4) and proposal 2-3 (bullet 1) are agreeable by considering to extend the IP address usage as mentioned above
The controversial issue is related to IPv6 address allocation, which we have the following options on the table:
· Option 1: IPv6 address allocation – follow agreements in last RAN3 meeting
The agreement in last RAN3 meeting are, i.e., all IAB nodes under the same IAB donor DU share the same IPv6 prefix, and the allocated address is IPv6 prefix rather than an entire IPv6 address. Then, the proposals become:  
Proposal 2-1: OAM (in case of IP address allocation via OAM) or IAB node (in case of IP address signalled by IAB donor CU) decides the usage of these IP addresses.
Proposal 2-2: For IAB-donor-CU/DU-based IP address allocation:

· An IAB-node indicates to the IAB-donor-CU IP version as v6;

· The IAB-donor-CU indicates to the IAB-node the IPv6 prefix;

· The IP address request F1AP message contains IP version as v6; 

· The IP address response F1AP message contains IPv6 prefix;
· IAB node informs each entire IPv6 address and its usage to IAB donor CU 

Proposal 2-3: For OAM-based IP address allocation:

An IAB-node indicates to the IAB-donor-CU the individual entire IPv6 address allocated by the OAM for a specific purpose;
(Please note that there is no need to indicate the IPv6 prefix since we already agree that IPv6 prefix is fixed to 64 bits. Once entire IPv6 address is received, IPv6 prefix can be derived. )
Proposal 2-4: not needed. 
· Option 2: IPv6 address allocation – not follow agreements in last RAN3 meeting

In this case, we have different solutions:

Solution 1：IAB donor CU can signal multiple IPv6 prefixes, and each usage has one IPv6 prefix. 
Solution 2: IAB donor CU can signal multiple entire IPv6 addresses and the corresponding usage to IAB node
The two solutions can share the following proposals with differences at the highlighted part
Proposal 2-1: The entity allocating the IPv6 prefix /IPv6 addresses (OAM/IAB-donor-CU/IAB-donor-DU) decides the usage of these the IPv6 prefix /IPv6 addresses
Proposal 2-2: For IAB-donor-CU/DU-based IP address allocation:

· An IAB-node indicates to the IAB-donor-CU IPv6 prefix request /how many IPv6 addresses it requests for a specific purpose;

· The IAB-donor-CU indicates to the IAB-node the individual IPv6 prefix/IPv6 addresses allocated for a specific purpose;

· The IP address request F1AP message contains IPv6 prefix request /how many IPv6 addresses it requested for a specific purpose; 

· The IP address response F1AP message contains the individual IPv6 prefix/IPv6 addresses allocated for a specific purpose; 
· In case of assigning IPv6 prefixes, the IAB node needs to indicate to IAB donor CU the individual entire IPv6 addresses for a specific purpose
Proposal 2-3: For OAM-based IP address allocation:

An IAB-node indicates to the IAB-donor-CU the individual entire IPv6 addresses allocated by the OAM for a specific purpose;
Proposal 2-4: not needed. 

It seems option 2 can reach the common signalling design with IPv4, and between solution 1 and solution 2, we prefer to solution 1. 

	QC
	I see a big problem in purpose-specific IP addresses. Here is why:

Option A: No purpose-specific IP addressing
The IAB-node only obtains one IPv6 prefix for all traffic without further differentiation. CU and IAB-node agree on this IPv6 prefix via RRC.

The DL mapping contains the whole IPv6 prefix instead of individual addresses. Path differentiation underneath the same donor DU is done via FL or DSCP.
The only problem is that we cannot do BAP path differentiation underneath the same donor DU based on IP addresses. 

Option B: Purpose-specific IP addressing

The goal is to allow IP-address-specific BAP path differentiation underneath the same donor DU.

If FTEID1 includes IP1 and should use path1, while FTEID2 includes IP2 and should use path 2, then IAB-node and CU need to agree on the specific purpose of IP1 and IP2, so that the CU can configure a different DL mapping for IP1 than for IP2.

In case IPsec tunnel mode is used, IP1 and IP2 refer to outer tunnel addresses and the CU will NOT see the addresses in UE CONTEXT SETUP RSP message for F1-U. Therefore, CU and IAB-node need to agree on the specific use of IP1 and IP2 via RRC in addition to UE CONTEXT SETUP handshake. This is a lot of extra signalling for no obvious benefit.
Is there any other reason why we need purpose-specific IP addresses?


	ZTE
	Agree Proposal 2-1

Agree Proposal 2-2  (bullets 1~4) , for bullet 5, if entire IPv6 address is sent to IAB node, what is the necessity to send IPv6 prefix?
Agree Proposal 2-3 bullet 1, for bullet 2, same question as above. 

Agree  Proposal 2-4
If CP and UP belong to different subnets and donor DU maintains two separate IP address pools, it is reasonable for donor DU to allocate two separate IPv6 prefixes to IAB node.

	Huawei
	Agree with Proposal 2-1

Agree with Proposal 2-2 except the last bullet, which is confusing for me. Suggest to make more clear explanation about the bullet 5. 
Partially agree Proposal 2-3: for bullet 1, the IAB node does not to notice the IAB-donor-CU about the IP address for F1-U. 
For bullet 2 of Proposal 2-3 relates to IPv6, we suggest the IAB donor CU should know the whole IP address instead of only the prefix, and we tend to prefer the version for option 2 suggested by Samsung. 
For proposal 2-4: We don’t see the necessity to configure different prefix for CP and UP.


	Nokia
	NOT needed

Last meeting, operator have commented no interest on F1-C/U separation for IP address allocation. We should seriously consider operator’s interest, especially there are many other open issues to be addressed for Rel-16 IAB. 

An IAB can use separate IP address for F1-C/U by its implementation. We do not see the need to provide such usage indication to Donor-CU or Donor-DU or to IAB. Please keep in mind the transport network does not use the separate IP address to differentiate the F1-C or F1-U. 

For IPv6 prefix, we proposed to assign separate IPv6 prefix for each IAB (R3-202433). 3GPP already adopted the similar mechanism for ProSe UE-to-Network Relay in 23.303, i.e. “The Remote UEs shall be assigned a /64 IPv6 Prefix from a shorter IPv6 prefix by the UE-to-Network Relay.” Why not use the same mechanism for IAB? 



3.3 Issue 3: IP address of the SEG

It is argued in paper [7] that a common case in mobile network deployments is that the SEGs for F1-C traffic, F1-U traffic and OAM traffic are different. This means that an IAB-node must use different destination IP addresses in UL packets towards different SEGs. It is therefore necessary to indicate to the IAB-node which destination IP address is associated to which of these SEGs. It should also be considered that the SEG for CP and UP may be the same.

Proposal 3: For IAB-donor-CU/DU-based IP address allocation, the IAB-donor-CU indicates the destination IP addresses to be used in UL packets towards the SEGs for F1-C traffic, F1-U traffic, all F1 traffic and non-F1 traffic.

	Company
	Agree/disagree

	Ericsson
	Agree.

Since the SEGs for F1-C traffic, F1-U traffic and OAM traffic may be different, we think it is necessary to indicate their respective addresses to the IAB-node.

	Samsung 
	Disagree

In last RAN3 meeting, we have agree that the “The configuration of security layer, discovery of CU-CP and SeGWs, and other IP-based services can be done via the existing solutions (e.g., OAM configuration)”. So, it can be left to implementation.

	QC
	Disagree

We agreed in last meeting:

· The configuration of security layer, discovery of CU-CP and SeGWs, and other IP-based services can be done via the existing solutions (e.g., OAM configuration). 

We propose:

Proposal: IAB-node may be configured by CU with a DNS server IP address. 

This allows for DNS-based resolution of SeGW or CU IP address. Such DNS-based resolution is part of “existing solutions”. Usually, the DNS server IP address is included in DHCP but since we do not support DHCP, we need to explicitly provide this address. 

	ZTE
	Agree with Ericsson.

	Huawei
	Disagree. We share similar view with Samsung. We have clear agreements in last meeting, and this can be leave to implementation.

	Nokia
	Disagree. Why is this needed? Agree with QC/Samsung




3.4 Issue 4: IPv4-/IPv6-specific issues

Paper [3] argues that IPv6 address conflict can be avoided via proper pre-configuration, which implies that all IAB-nodes under an IAB-donor-DU should be assigned the same IPv6 prefix. Meanwhile, paper [9] argues in favour of assigning a different IPv6 prefix to each IAB-node under one IAB-donor-DU.

Since the two proposals contradict each other, it is possible to collect other companies’ opinion by setting forth either of the two proposals, e.g.:

Proposal 4-1: Each IAB-node under an IAB-donor-DU should be assigned a different IPv6 prefix.

The following proposal was raised in paper [3], but it seems that it is implicitly supported by all contributing companies:

Proposal 4-2:  The F1AP signalling should allow to request and allocate both IPv4 and IPv6 addresses in a single message. 

The following proposal is raised in paper [9]:

Proposal 4-3: The configured mapping in the IAB-donor-DU can be based on the IPv6 prefix assigned to an IAB node.

Paper [6] proposes the following:

Proposal 4-4: If IAB-node requests IPv6 prefix from the IAB-donor-CU, the IAB node should send the full IPv6 address(es) to the IAB-donor-CU via IAB-MT’s RRC message.

	Company
	Agree/disagree

	Ericsson
	4-1, 4-2: agree

4-3: agree, *but* only provided the following is fulfilled:

· Some of the IPv6 addresses in the prefix are dedicated to a specific purpose;

· The IAB-donor-DU is configured to route the “non-dedicated” addresses within the prefix to certain BAP Routing ID(s), where DSCP and flow label are optionally used to derive the BAP Routing ID.

4-4: disagree, this would introduce another round of handshake into IP allocation signalling between the IAB-node and IAB-donor-CU 

	Samsung
	4-1: disagree. Our proposal in [3] is trying to follow the agreement in last RAN3 meeting. Following our comments for issue 2, we think multiple IPv6 prefixes can be allowed under the same IAB donor DU to differentiate different usages. For one usage under the same IAB donor DU, one IPv6 prefix is enough, which can be shared by all IAB nodes under such IAB donor DU. This intention is to save IPv6 prefix space although IPv6 already has large space. 
4-2: agree
4-3: disagree. This is contradict with proposal 4-4 since proposal 4-4 assumes the DL mapping is based on entire IPv6 address. 
What’s the intention to use IPv6 prefix for DL mapping? If different BAP routing IDs should be allocated to different IPv6 addresses with the same IPv6 prefix, such proposal requires to use flow labels to differentiate different destination IP addresses.  While, at the IAB donor DU, the full IPv6 address is already visible.
To have a common solution for IPv4, we prefer to use entire IPv6 address for DL mapping.  
4-4: agree. 

	QC
	Agree with all 4-1 to 4-4.
Note to Samsung: If IPsec tunnel mode is used, how does the CU know which IPv6 address(es) from the IPv6 prefix needs to be configured for DL mapping? 


	ZTE
	Agree Proposal 4-1, Proposal 4-2, Proposal 4-3

Disagree with 4-4. The intention of proposal 4-4 is to assist CU to provide DL routing configuration which contains the IAB-node related routing information to the IAB-donor-DU. However, CU could use IPv6 flow label to differentiate the F1-C and non-F1 traffic and map them to different BH RLC channel at donor DU.

	Huawei
	Disagree 4-1. It is possible for different IAB node to obtain same IPv6 prefix if they connect to same IAB-donor-DU, because the prefix can be used to identify the subnet, and they belongs to same subnet if connect to same donor DU. We should not make such constraint.
Agree 4-2 and 4-4. the DL routing configuration should use the full IP address, we have agreed that in RAN3 105 meeting as following:

· On the DL, the IAB-donor is configurable with information that allows deriving the BAP address from the destination IP address.
· The IAB-donor DU is configurable with a mapping between IPv6 Flow Label, DS information and Destination IP address to the BH RLC channel, where any of these three IP header fields are optional in the mapping. 
 Therefore we disagree 4-3.

	Nokia
	4-1: agree

4-2: agree, but this may be a corner case

4-3: agree

4-4: disagree. If need to know the full IPv6 address, the Donor-CU just use the IPv6 prefix to generate the full IPv6 address, then send to IAB. This can also avoid the collision when IAB generate the full IPv6 address. Also makes the RRC simple.



3.5 Issue 5: IP address update/addition via RRC

The following two proposals are raised by paper [1] and [3]:

Proposal 5-1: It is suggested to allow IAB node to request new IPv4 addresses after IAB-MT setup. 

Proposal 5-2: The working assumption is turned to be an agreement, i.e. address update list is introduced in RRC signalling, where each item includes the new IP address and the corresponding old IP address.

	Company
	Agree/disagree

	Ericsson
	5-1: agree 

5-2: agree

	Samsung 
	5-1&5-2: agree

	QC
	Disagree with 5-1, 5-2 for the following reasons:
· We have not resolved the multi-IP address problem in case of IPsec tunnel mode. 

· We should not add complexity if we cannot even handle what we already have on the table. 
· We are at the end of the WI, we need functional freeze by the end of this meeting, and there is no way we add new features without having handled the present ones.  

	ZTE
	Agree with Ericsson and Samsung.

	Huawei
	Agree 5-1.
About 5-2, we see the benefits, and we also think such optimization is beneficial for E1 interface ( i.e. allow CU-CP to notice batch update of IP address to the CU-UP), as well as the notification of IP address update from IAB node to IAB donor CU if IAB obtain new IP address from OAM. So if we admit the benefits and allow all three kinds of IP address update notification, we can agree 5-2. 

	Nokia
	5-1: disagree. It is enough that the IP address is assigned during the IAB-MT Setup. We do not see the reason why need the IP address assignment after IAB-MT setup. 

5-2: disagree. RAN3 only decide the IP address can be updated, it is RAN2 scope whether include the old IP address and new IP address in the RRC message.




3.6 Issue 6: OAM-based IP address allocation
The paper [10] is the only paper proposing the removal/de-prioritization of OAM-based IP allocation. Having in mind that the remaining companies refer to OAM-based IP address allocation in their respective papers and propose solutions based on this option for IP address allocation, no proposal is raised on this issue.
Nokia: When RAN3 agreed to consider OAM to assign the IP address. It was based on the assumption that it is done by implementation, just like current gNB-DU. However, more and more issues are raised for OAM-based approach, and require specification change. Please explain how the proposal works for the issues mentioned in [10], and please do not argue that they can be solved by implementation. 
In addition, the companies proposed to use OAM to assign IP address also proposed to not use DRB for OAM in RAN2/RAN3. If the OAM use BH IP, please explain how the OAM can assign the IP address. 
3.7 Issue 7: Inner IP address allocation in case of IPSec tunnel mode

In case of IPSec tunnel model, the above discussion assumes that the IP address allocation is referring to the outer address. However, the allocation of inner address is not clear. So, some clarifications are needed.

	Company
	Comments

	Samsung 
	Inner address can be allocated via OAM since in IPSec tunnel mode, inner address has nothing to do with the topology adaptation, i.e., the inner address can be kept unchanged even the donor DU is changed. 

	QC
	We agreed in last meeting:

· The configuration of security layer, discovery of CU-CP and SeGWs, and other IP-based services can be done via the existing solutions (e.g., OAM configuration). 

Allocation of inner IP address can be done via OAM or via IKE, for instance. These are off-the-shelf solutions.

	ZTE
	I am not clear about this issue. We have agreed an IP address allocation mechanism, where IP address can be allocated by OAM, donor CU or donor DU.

Do you mean for IPSec transport model, the agreed mechanism is used for IP address allocation? While for IPSec tunnel model, inner IP address allocation does not follow the agreed mechanism?  
For IPsec tunnel mode:
It was agreed that outer IP address is obtained from OAM. For topology adaptation case, if original donor DU and target donor DU connect to different SeGWs, OAM may allocate new outer IP address to IAB node. This requires OAM to know that the topology adaptation occurs and which SeGW is connected by target donor DU. Since IAB node and donor DU may connect to different OAMs, this will lead to much burden to OAMs. Based on this observation, we think outer IP address should be allocated by donor CU/DU as well. In this case, inner and outer IP address allocation can use the same IP address allocation mechanism.

	Huawei
	We have similar understanding as ZTE. RAN3’s previous agreements about IP address allocation is for the IAB nodes F1 traffic as well as non-F1 traffic, just as the gNB-DU obtain IP address for F1-C and F1-U from OAM. So I think the agreed OAM based and IAB donor CU based solution can be used for the inner IP address allocation directly. 

	Nokia
	Inner IP address can be assigned via IKE, which is existing implementation/standard-compliant. 

	Ericsson
	Agree with QC/Nokia. When IPsec tunnel mode is not used, *the* IP address is assigned using IAB IP allocation procedure.


4 Phase 2

4.1 Issue 1: UA or NUA F1AP signalling for IP address allocation

No action needed, since this proposal has already been agreed at RAN3#107-e.

4.2 Issue 2: IP address usage

Based on the discussion above, it can be assumed that the majority of companies supports Proposal 2-1, so the proposal is imported in Phase 2:

Proposal 2-1: The entity allocating the IP addresses (OAM/IAB-donor-CU/IAB-donor-DU) decides the usage of these IP addresses.
Some companies claim that RAN3#107-e agreement requires that only one IPv6 prefix is used per IAB-donor-DU (this is not the understanding of all companies). Proposal 2-1 is a simple way to prevent address collision.  

Based on the discussion above, the Proposal 2-2 becomes:

Proposal 2-2: For IAB-donor-CU/DU-based IP address allocation:

· An IAB-node indicates to the IAB-donor-CU how many IPv4 and/or IPv6 addresses it requests for a specific purpose: F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic, all traffic (additional purposes FFS);

· The IAB-donor-CU indicates to the IAB-node the individual IPv4 and/or IPv6 addresses allocated for a specific purpose: F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic, all traffic (additional purposes FFS);

· The IP address request F1AP message contains how many IPv4 and/or IPv6 addresses are requested for a specific purpose: F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic, all traffic (additional purposes FFS); 

· The IP address response F1AP message contains the individual IPv4 and/or IPv6 addresses allocated for a specific purpose: F1-C traffic, F1-U traffic, all F1 traffic, non-F1 traffic, all traffic (additional purposes FFS). 

In the above proposal companies not in favour of usage indication can use the ‘All traffic’ codepoint.

Please note that IAB CB #1 discusses a proposal identical Proposal 2-3, so the discussion will be pursued in IAB CB #1.
Proposal 2-4 is supported by only 2 companies and is left aside at the moment.

4.3 Issue 3: IP address of the SEG

Two companies support Proposal 3, while four companies oppose it. One company proposes the following way forward as a compromise, which now becomes Proposal 3:

Proposal 3: IAB-node may be configured by IAB-donor-CU with a DNS server IP address.

According to the proposing company, this allows for DNS-based resolution of SeGW or IAB-donor-CU IP address. Such DNS-based resolution is part of “existing solutions”. Usually, the DNS server IP address is included in DHCP but since we do not support DHCP, we need to explicitly provide this address.  
4.4 Issue 4: IPv4-/IPv6-specific issues

Proposal 4-1 is supported by four companies and opposed by 2 companies. Hence, the proposal is imported in Phase 2:
Proposal 4-1: Each IAB-node under an IAB-donor-DU should be assigned a different IPv6 prefix.

All companies support Proposal 4-2, so it is imported in Phase 2:

Proposal 4-2:  The F1AP signalling should allow to request and allocate both IPv4 and IPv6 addresses in a single message. 

Three companies support Proposal 4-3, one more company conditionally supports it, provided that:

· Some of the full IPv6 addresses in the prefix are dedicated to a specific purpose;

· The IAB-donor-DU is configured to route the “non-dedicated” addresses within the prefix to certain BAP Routing ID(s), where DSCP and flow label are optionally used to derive the BAP Routing ID.

Two companies are against the proposal. The proposal is imported into Phase 2. 

Proposal 4-3: The configured mapping in the IAB-donor-DU can be based on the IPv6 prefix assigned to an IAB node.

Proposal 4-4 is supported by three companies and opposed by three companies. The proposal is imported into Phase 2. 

Proposal 4-4: If IAB-node requests IPv6 prefix from the IAB-donor-CU, the IAB node should send the full IPv6 address(es) to the IAB-donor-CU via IAB-MT’s RRC message.

4.5 Issue 5: IP address update/addition via RRC

Four companies support both proposals, while the companies oppose them. The rapporteur suggestion is to deprioritize these two proposals in this meeting (pasted below):
Proposal 5-1: It is suggested to allow IAB node to request new IPv4 addresses after IAB-MT setup. 

Proposal 5-2: The working assumption is turned to be an agreement, i.e. address update list is introduced in RRC signalling, where each item includes the new IP address and the corresponding old IP address.

4.6 Issue 6: OAM-based IP address allocation
In this issue, one company proposed to revert the previous agreement that allows OAM-based IP allocation. The company argues that we do not have a specified way to enable OAM-based IP address allocation when IAB-node connects to OAM via BH IP connectivity.
There was no support by any other company for this proposal.
4.7 Issue 7: Inner IP address allocation in case of IPSec tunnel mode

This issue is discussed in IAB CB # 1, please check Proposal 1 in IAB CB#1.

5 Conclusion

Proposal 1: Agree the R3-202719 - (TP for NR-IAB BL CR for TS 38.401) IP Address Allocation for IAB-nodes.
Proposal 2: Agree the R3-202720 - (TP for NR-IAB BL CR for TS 38.473) IP Address Allocation for IAB-nodes.
Proposal 3: Agree the R3-202721 - LS on RRC Message Design for IAB IP Address Allocation.
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