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1 Introduction

CB: # 1_Email_IAB_TopolDisc

- Indicate BAP address in F1 SETUP REQUEST – works for donor-CU/DU-based and OAM-based? (E///,Gg,QC)

- Revert agreement to remove opt3? liaising RAN2? (HW,SS,ZTE)

- Implications of implying co-location from receiving a single IP address?

(E/// - moderator)

Summary of offline disc R3-202473
Relevant papers:

[1] R3-202307 (TP for NR-IAB BL CR for TS 38.473): IAB Topology Discovery (Ericsson)

[2] R3-202246 (TP for NR-IAB BL CR for TS 38.473) IAB-node BAP Address reporting in F1 Setup (Google Inc.)

[3] R3-202081 (TP for NR_IAB BL CR for TS 38.401): Remaining issue of the IAB topology discovery (Huawei)

[4] R3-202082 Draft LS to RAN2 on the IAB topology discovery (Huawei)

[5] R3-201779 (TP for NR_IAB BL CR TS 38.401) Remaining issues on topology discovery for IAB (Qualcomm Incorporated)

[6] R3-202061 (TP for NR-IAB BL CR for 38.401) Discussions on topology discovery (Samsung)

[7] R3-202020 Discussion on topology discovery (ZTE, Sanechips)

[8] R3-202460 Response to R3-202065 (Nokia, Nokia Shanghai Bell)

2 For the Chairman’s Notes

The following agreements are captured in stage2 in TP for NR_IAB BL CR for TS 38.401 (E///) R3-202719, which is a part of CB #8:
In case IPsec tunnel mode is used, it is the outer IP addresses that are allocated to an IAB-node by the OAM or IAB donor

In case IPsec tunnel mode is used, how an IAB-node obtains the inner IP addresses is out of RAN3 scope

In case of IPsec transport mode or no IPsec, the IP addresses are allocated to an IAB-node by OAM or IAB-donor

For OAM-based IP address allocation, it is necessary to inform, via RRC before F1 transport has been set up, the IAB-donor-CU about the IP addresses allocated to the IAB node, to enable the IAB-donor-CU to configure the IAB-donor-DU with the mapping between the IP addresses allocated to the IAB-node and DL BAP routing IDs

The following agreement is captured in stage3 in TP for NR_IAB BL CR for TS 38.473 (E///) R3-202307 rev in R3-202759:
Opt3 for IAB Topology Discovery may be used for all IAB scenarios of interest

R3-202759 agreed
1 Phase 1

This phase discusses the essential issues.

2.1 Basic issue: IP address allocation in case of IPsec tunnel mode

The first issue to resolve is related to a lack of common understanding between the companies regarding the IP addresses allocated to IAB-nodes in an IAB network working in IPsec tunnel mode. Namely, papers [6] and [7] argue that, in case of IPsec tunnel mode, the discussion about IAB IP address allocation refers to the *inner* IPsec addresses. On the other hand, the papers [1] and [5] (as well as [8], the response paper in agenda item 13.2.1.3) are arguing that the discussion on IAB IP address allocation refers to the *outer* IPsec addresses in case IPsec tunnel mode is used.

In the past five 3GPP meetings, during the online and offline discussions, it was mentioned more than a few times that, in case of IPsec tunnel mode, the IAB IP address allocation refers to the *outer* IP addresses, without any company trying to dispute that (until now). Moreover, the following agreements have been captured:

· One of the agreements on IAB IP allocation states the following:

DU IP address needs to be routable
· Furthermore, the IAB BL CR 38.401 rev18 states the following in step 11 of clause 8.2.1.x on Intra-CU topology adaptation procedure:

11. The IAB-donor-CU configures BH RLC channels and BAP-layer route entries on the target path between migrating IAB-node and target IAB-donor-DU. This step also includes allocation of TNL address(es) that is (are) routable via the target IAB-donor-DU. These configurations may be performed at an earlier stage, e.g. right after step 3

The adjective “routable” in the text above means that the IAB-donor-DU should be able to reach the corresponding descendant child IAB-node by mapping a DL packet with a certain destination IP address onto the appropriate DL BAP Routing ID. The “routability” has two prerequisites:

· The IP addresses assigned to an IAB-node must be anchored in its IAB-donor-DU, regardless of whether the IP addresses are allocated by OAM or IAB-donor-CU/DU. 

· In IPsec tunnel mode, the IAB-donor-DU “sees” only the outer IPsec header of incoming packets, based on which it must route the DL packets.

The above issue needs to be resolved before RAN3 can proceed with the work on IAB Topology Discovery.

Proposal 0: In case IPsec tunnel mode is used, the IP addresses assigned to an IAB-node by the OAM or IAB-donor-CU/DU are the outer IP addresses.

Please motivate your answer.

NOTE: the above is a proposal rather than a multiple-choice question, because RAN3 has already reached the agreements that imply the reference to outer, rather than inner IP addresses in case of IPsec tunnel mode. 

	Company
	Agree/disagree
	Comment and motivation

	Ericsson
	Agree
	From previous discussions/agreements and from the technical point of view it is obvious that the discussion refers to outer IPsec addresses. The donor DU must be able to route the DL packets, with two prerequisites:

· The DL destination IP address (i.e. the IP address of the destination IAB-node) must be anchored in the donor DU (i.e. within its IP domain) 

· The donor DU needs to be able to access the DL destination IP address in order to derive the DL BAP Routing ID – in case of IPsec tunnel mode, this is the outer IPsec address.

	QC
	Agree
	This proposal states a fact rather than a decision option. Therefore, nothing needs to be added. 

	Samsung
	Agree
	We are fine with this proposal. 

Previously, RAN3 didn’t explicitly indicate the type of the allocated IP address via IAB donor CU (outer vs. inner). It seems that this proposal is the only workable one in case of IPSec tunnel mode; then, we would like to see this clarification in the specification, e.g., stage 2. 
On the other hand, we also need discuss the method of inner address allocation in case of IPSec tunnel mode. 

	Huawei
	See comments
	When we discuss the IP address allocation in previous meetings, we never consider the IPsec tunnel mode. So, based on my understanding, we just discuss the how to enable the IAB node get the IP address for F1-C, F1-U, as well as non-F1 traffics. 
Now, since we need to consider the IPsec tunnel mode, we think it is straightforward to reuse the conclusion for obtaining the IP address to be used for F1 and non-F1 traffic, i.e. the inner IP address.

However, as analyzed by Ericsson,  the “routable” requirement of IP address is for the outer IP address，thus the previous conclusion about IP address allocation can also apply to the outer IP address for the IAB node, since the “routable” need to be ensured for the two solutions (OAM based or donor CU based) anyway if IPsec tunnel mode is not used.
Thus, we suggest the two agreed solutions (i.e. obtain IP address from OAM, or from IAB donor CU) are applicable to both the inner IP and the outer IP of IAB node, if considering the IPsec tunnel mode.


	Nokia
	Agree
	 

	ZTE
	See comments
	We share the same view with Huawei that during previous discussion we did not pay much attention to the potential impact of IPSec tunnel mode. For the IP address of IAB node, we usually think that it could be used to uniquely identify an IAB node. As we agreed in RAN3#105 meeting, the IAB-donor is configurable with information that allows deriving the BAP address from the destination IP address for the DL bearer mapping. If we think the destination IP address denotes outer IP address, it should be actually the SeGW’s IP address. Unless the SeGW and IAB node are collocated, it is not necessary to configure unique SeGW address for each IAB node. 
We also admit that for IPsec tunnel mode, if the allocated IP address should be routable via the donor DU, it should be the outer IP address. However, the IP address used for UP GTP TNL address and CP F1-C TNL address should be the inner IP address and we need to further discuss how to allocate these inner IP addresses. 


1.1 Issue 1: IAB topology discovery for OAM-based IP address allocation 

The current version of IAB BL CR for TS 38.401 (rev18) states the following about IAB Topology Discovery:

The IAB-donor-CU discovers collocation of IAB-MT and IAB-DU from the IAB-node’s BAP address included in F1AP (e.g., F1 SETUP REQUEST).
This is the so-called Opt3 for IAB Topology Discovery. 

Contributions [3], [6] and [7] express the concerns regarding Opt3 in case of OAM-based IP address allocation. Namely, it is claimed that, for OAM-based IP address allocation, the IAB-donor-CU cannot configure the IAB-donor-DU with the mapping between the IAB-node’s IP addresses and the corresponding BAP Routing IDs because it is not aware of the IP addresses allocated to the IAB-node by the OAM.

On the other hand, papers [1] and [5] support Opt3, whereas paper [2] proposes the F1AP signaling for IAB Topology Discovery based on Opt3, from which it can be concluded that the corresponding company behind paper [2] supports Opt3 as well. 

Papers [1] and [5] explain that Opt3 is feasible even for OAM-based IP address allocation. The line of reasoning is as follows:

1. In order to configure the DL mapping at IAB-donor-DU, the IAB-donor-CU must be aware of the outer IP addresses in all cases, i.e. for all 3 options for IAB IP address allocation. For OAM-based IP address allocation, this can be achieved by indicating the allocated IP addresses to the IAB-donor-CU via UL RRC message. In case of IPsec tunnel mode, these are the outer IPsec addresses.

2. The IAB-donor-CU allocates the BAP Routing IDs corresponding to the allocated IP addresses (outer IP addresses, in case of IPsec tunnel mode).

3. The IAB-donor-CU configures the IAB-donor-DU with the DL mapping between the IP addresses (outer, in case of IPsec tunnel mode) and the corresponding BAP Routing IDs.

4. Since the IAB-donor-CU knows the parent to which the IAB-MT has attached, it has all the information needed to set up BH connectivity to the IAB-node, and the routing at intermediate IAB-nodes.

Q1: Does the Opt3 for IAB topology discovery work for OAM-based IP address allocation? 

Please motivate your answer.
	Company
	Yes/no
	Comment and motivation

	Ericsson
	Yes
	Opt3 is feasible for all scenarios of interest, all three IP address allocation methods with and without IPsec.

	QC
	Yes, if IAB-node sends OAM-configured outer IP address to CU.
	I believe we have a misunderstanding here. You assume that the IAB-node sends its OAM-configured IP address to the CU. This step together with opt3 does the trick. However, we have not yet agreed that the IAB-node sends its OAM-configured IP address(es) to the CU. 

	Samsung
	No, unless we allow the enhancement that the UL RRC message is used to inform the IP address.
	As Rapporteur mentioned above, “For OAM-based IP address allocation, this can be achieved by indicating the allocated IP addresses to the IAB-donor-CU via UL RRC message.”, option 3 didn’t cover this method, and we also don’t have such enhancement for RRC. 

Thus, for OAM-based IP address allocation, RRC message is needed to inform the IP address to the IAB donor CU for non-UP traffic. This IP address is the outer address under consideration that 1) in case of IPSec tunnel mode, only outer address is visible to IAB donor DU, and the inner address is used for F1-C/F1-U/non-F1 traffic, and 2) in case of IPSec transport mode and non-IPSec mode, the outer address is the one used for F1-C/F1-U/non-F1 traffic 

	Huawei
	No
	At first, we agree with Ericsson, Samsung and Qualcomm that the IAB-node need to send IP address to the IAB donor CU via IAB-MT’s RRC if it obtain IP address from OAM.
Then, let’s think about the two different cases:

Case 1, if IPsec tunnel is not used for protecting F1 between IAB-DU and the IAB-donor-CU, the IAB-donor-CU can recognize the IAB node from the IP address when receiving the F1 SETUP REQUEST, because CU has received the IP address reported by IAB-MT via RRC. Thus the option 3 is not necessary.

Case 2, if IPsec tunnel is used to protect F1 between IAB-DU and the IAB-donor-CU, the IAB-donor-CU can only see the inner IP layer after IPsec tunnel is established. As we mentioned in the previous feedback to proposal 0, the inner IP address is also allocated by CU or by OAM, 
Case 2-1, if inner IP address is allocated by donor CU, the donor CU can recognize IAB-DU from the inner IP address when receiving F1 SETUP REQUEST message directly. The Opt3 based solution is not necessary.
Case 2-2, else (means the IAB node does not obtain IP address from donor CU), the IAB node can use opt3 based solution, or also send the inner IP address to CU via RRC and enable the CU recognize the IAB node from the IP address used for F1 SETUP REQUEST, just same as the solution for case 1.

Therefore, we see that Opt3 based solution is not necessary for case 1 and case 2-2, it can be a solution for case 2-2, for which case, we also has other possible solutions. Now that we should allow the IAB node to report OAM allocated IP address to IAB-donor-CU for case 1 anyway, we prefer to use same easy way for case 2-2 to minimize the specification impact.

	Nokia
	N/A (No need to consider OAM-based solution)
	It is still unclear how the OAM can be used to assign the IP address (e.g. IAB and Donors from different vendors), and how it works in case of topology adaptation or when its parent node has performed a topology adaptation. Unless it is clear how the OAM assign the IP address, we think it is premature to discuss how to use the OAM assigned IP address.  

So please explain how the OAM-based solution works in multi-vendor scenario, and topology adaptation scenario. 

In addition, OAM-based IP address assignment have to use the normal PDU session (for SA) or PDN connection (for NSA). However, the companies proposed OAM based IP address assignment also proposed the OAM use BH IP. Please clarify how the OAM can assign the IP address when OAM uses BH IP. 



	ZTE
	No 
	We think it is not necessary to consider opt 3 since opt 1 can already work without enhancement of F1AP message. The previous arguments against opt 1 is that the donor CU may not detect outer IP header of F1-C message in IPSec tunnel mode so it can not derive the collocation of IAB node MT and DU. However, we think it is not true.  

As we agreed in RAN3#105 meeting, the IAB-donor DU is configurable with information that allows deriving the BAP routing ID/BH RLC channel from IP header information (such as IPv6 Flow Label, DS information and Destination IP address) for F1-U, F1-C and non-F1 traffic. For IPsec tunnel mode, the donor CU-CP should configure the donor DU with DL mapping rule based on outer IP header. As we can see, it means that the SeGWs should be collocated with donor CU-CP and donor CU-UP respectively so that donor CU-CP and donor CU-UP could mark the outer IP header’s DS and IPv6 flow label field for each DL F1-C/F1-U packet and then deliver it to donor DU. Based on this observation, we think the donor CU-CP should always know both inner and outer IP header. 


1.2 Issue 2: IAB topology discovery if IPsec tunnel mode is used

At earlier meetings, the following two options for IAB Topology Discovery were discarded, as it was concluded that they are not feasible if IPsec tunnel mode is used:

· Opt1: IAB-donor CU discovers collocation of IAB MT and IAB DU from the IP address used by the IAB DU for F1-C 

· Opt2: IAB-MT inserts the IAB-DU’s IP address(es) as the DU’s identifier in the UL RRC message.

At RAN3#107-e, it was agreed to capture only the Opt3 into the IAB BL CR for TS 38.401:

· Opt3: The IAB-node DU inserts an MT identifier (BAP address) into an F1-AP setup message
Papers [3], [6] and [7] propose to revert the previous agreement and re-introduce various combinations of previously discarded Opt1 and Opt2. Papers [3], [6] and [7] assume that the IAB IP address allocated to the IAB-node is the *inner* IPsec address.
Papers [3] and [6] propose a hybrid solution consisting of Opt1 and Opt2. According to [3], the solution to be applied depends on the scenario. Namely, for IAB Topology Discovery:

· For OAM-based IP address allocation, it is proposed to use a hybrid of Opt1+Opt2.

· For IAB-donor-CU based allocation, it is proposed to use Opt1.

Papers proposing the hybrid solution [6] and [7] assume that IAB IP address allocated to the IAB-node in case of IPsec tunnel mode is the inner IP address. 

On the other hand, as explained in paper [5]:

· The IP address allocated to IAB-node in case of IPsec tunnel mode is the outer IP address
· The IAB-donor-CU sees only the inner IPsec address in the incoming F1-C traffic from the IAB-DU, because the SEG of the IAB-donor-DU removes the outer IPsec header

Based on the above, the proponents of Opt3 conclude that Opt1 and Opt2 are not feasible for IPsec tunnel mode.

Q2: Which solution for IAB Topology discovery should be supported:

· The current solution (Opt3)

· The solution consisting of Opt1 + Opt2 - this solution assumes that IAB IP address allocation discussion refers to inner IPsec addresses.

Please motivate your answer.
	Company
	Preference
	Comment and motivation

	Ericsson
	The current solution = Opt3
	Opt3 is feasible for all scenarios of interest and there is no need to introduce a hybrid of two other previously discarded solutions, especially since they are based on wrong assumption i.e. that the inner IP address is allocated to the IAB node.

The Opt1 and Opt2 were discarded for a reason – they do not work with IPsec tunnel mode. The aim of IAB Topology Discovery is to link the IAB-donor-CU’s connection to IAB-MT with its connection to the collocated IAB-DU. 

Let us assume OAM-based IP allocation (this refers to outer IPsec addresses) and IPsec in tunnel mode. If we use Opt1+ Opt2:

· the IAB-MT receives the outer IP addresses from OAM

· indicates the outer IPsec address to be used for F1-C to the IAB-donor-CU, but….

· …. the IAB-donor-CU never sees the outer IP address used for F1-C becuse the outer IPsec header is removed by the SEG at network side

	QC
	Yes, if IAB-node sends OAM-configured outer IP address to CU.
	RAN3 agreed that IAB uses the same approach for IPsec configuration as for Rel-15 CU-DU. This includes configuration of IPsec mode and therefore also the inner tunnel address, if used. Therefore, there is no “opt1+opt2” solution. 

Again, as stated above, we need to agree that the IAB-node sends its OAM-configured IP address(es) to the CU. 

	Samsung 
	opt 1 + opt 2 (with some revision)
	We would like to see the discussion is for both IPSec tunnel mode and IPSec transport mode&non-IPSec mode if the IP address is configured via OAM:
IPSec tunnel mode
· the IP packets received by IAB donor CU contains the inner address of IAB-DU since outer address has been removed by SEG
· IAB donor CU should configure the DL mapping towards outer address of IAB node, which is used for the IPSec tunnel establishment.
· Before receiving F1 Setup Request message, IAB donor CU has to receive the SCTP packets from IAB node using inner address, which is used for the SCTP association establishment.  
In our understanding, IAB donor CU needs to know:
· The outer address: it helps to configure DL mapping (e.g., BAP Address + Path ID) towards the IAB node. With this information, the IAB node can set up IPSec tunnel. 
· The corresponding inner address: after IPSec tunnel establishment, the IAB node needs to set up SCTP association with IAB donor CU. Such association is set up on top of the established IPSec tunnel. The IAB donor CU will receive SCTP INIT packet with the inner address of IAB node as source IP. IAB donor CU will send out the SCTP INIT-ACK packet by setting the inner address of IAB node as destination IP. Meanwhile, IAB donor CU needs know the correspondence between the outer address and inner address so that IAB donor CU can ensure the SCTP INIT-ACK is sent to the IAB-DU collocated with IAB-MT.  
In this sense, if the UL RRC message includes the outer address and the corresponding inner address, the IAB donor CU can detect the collocation of IAB-MT and IAB-DU according to the received IP packet. 
IPSec transport mode & non-IPSec mode

If the outer address is sent to the IAB donor CU via the UL RRC message, the IAB donor CU can detect the collocation of IAB-DU + IAB-MT based on the received IP packet. 

In a word, our view is opt 1 + opt 2 (with some revision) even if the allocated IP address is outer address:

· IPSec tunnel mode: opt 1  + opt 2 (outer address and the corresponding inner address via UL RRC message)

· IPSec transport mode & non-IPSec: opt 1 + opt 2 (outer address)

	Huawei
	Opt1 + Opt2
	we have expressed our view in previous Q1, but still copy the related comments as follows:

Case 1, if IPsec tunnel is not used for protecting F1 between IAB-DU and the IAB-donor-CU, the IAB-donor-CU can recognize the IAB node from the IP address when receiving the F1 SETUP REQUEST, because CU has received the IP address reported by IAB-MT via RRC. Thus the option 3 is not necessary.

Case 2, if IPsec tunnel is used to protect F1 between IAB-DU and the IAB-donor-CU, the IAB-donor-CU can only see the inner IP layer after IPsec tunnel is established. As we mentioned in the previous feedback to proposal 0, the inner IP address is also allocated by CU or by OAM, 

Case 2-1, if inner IP address is allocated by donor CU, the donor CU can recognize IAB-DU from the inner IP address when receiving F1 SETUP REQUEST message directly. The Opt3 based solution is not necessary.

Case 2-2, else (means the IAB node does not obtain IP address from donor CU), the IAB node can use opt3 based solution, or also send the inner IP address to CU via RRC and enable the CU recognize the IAB node from the IP address used for F1 SETUP REQUEST, just same as the solution for case 1.

Therefore, we see that Opt3 based solution is not necessary for case 1 and case 2-2, it can be a solution for case 2-2, for which case, we also has other possible solutions. Now that we should allow the IAB node to report OAM allocated IP address to IAB-donor-CU for case 1 anyway, we prefer to use same easy way for case 2-2 to minimize the specification impact.

	Nokia
	Opt 3 
	We would like to reduce the number of options to avoid the implementation complexity, i.e. the Donor has to support all options, and avoid the IOT issue.  

	ZTE
	Opt 1
	As we commented in Q1, in order support previous agreements, the SeGWs could only collocate with donor CU-CP and IAB donor CU-UP respectively. No matter the inner IP address allocation by donor CU/DU is supported or not, donor CU-CP and donor CU-UP should be able to mark the outer IP header’s DS and IPv6 flow label field for each DL F1-C/F1-U packet and then deliver it to donor DU. So it is natural to draw the conclusion that donor CU should be able to process both inner IP header and outer IP header and Opt 1 could work well for the topology discovery.


1.3 Issue 3: how to indicate to the IAB-donor-CU the IP addresses allocated to the IAB-node by the OAM? 

There seems to exist a consensus among the companies that, in case of OAM-based IP address allocation, the IAB-node should indicate its IP addresses to the IAB-donor-CU in an UL RRC message.

However, the companies are divided regarding the purpose of this indication:

· The companies supporting Opt3 argue that the purpose of this indication is for the IAB-donor-CU to configure the IAB-donor-DU with the mapping between the IP addresses and DL BAP routing IDs

· The companies supporting Opt1 + Opt2 argue that the purpose of this indication is both topology discovery and the purpose claimed by proponents of Opt3.

The proposal capturing the common ground between two camps is:

Proposal 1: In case of OAM-based IP address allocation, the IAB-node indicates the allocated IP addresses in an UL RRC message to the IAB-donor-CU. The purpose is to enable the IAB-donor-CU to configure the IAB-donor-DU with the mapping between the IP addresses allocated to the IAB-node and DL BAP routing IDs.

Please motivate your answer.
	Company
	Agree/disagree
	Comment and motivation

	Ericsson
	Agree
	The proposal is an intersection of views of the two camps.

	QC
	Agree
	There is not much to be motivated since we currently don’t see any other solution. 

	Samsung
	Agree, but … 
	For outer address, the proposal is agreeable.
However, we also need consider the inner address allocation for IPSec tunnel mode, which we didn’t have clear answer now. 

	Huawei
	Agree
	We are fine with the proposal, and also share same view as Samsung.

	Nokia
	Disagree
	As commented in early question, it is unclear how the OAM based solutions in multi-vendor scenario, topology adaptation scenario, etc. 



	ZTE
	Agree
	We think it is necessary for IAB node to indicate the OAM allocated IP address in RRC message to donor CU. In addition, we agree with Samsung and Huawei that the inner address allocation for IPsec tunnel mode should be further discussed. 


The TPs proposed in this AI may be discussed in Phase 2 or later, based on the outcome of Phase 1.

2 Phase 2
Please note the proposal renumbering with respect to Phase 1.
4.0 Basic issue: IP address allocation in case of IPsec tunnel mode

Conclusion:

All companies agree that, in case IPsec tunnel mode is used, the IP address allocated by OAM/IAB-donor-CU/DU is the outer IP address.

Regarding the allocation of inner IP address in case of IPsec tunnel mode, in CB8 at least 3 companies argued that the inner IP address in case of IPsec tunnel mode can be allocated by using off-the-shelf solutions. 

In case of IPsec transport mode or no IPsec, the allocation of the IP address (there is only one IP header and one IP address in it) is done by OAM/IAB-donor-CU/DU.
One company also argued the following: 

If we think the destination IP address denotes outer IP address, it should be actually the SeGW’s IP address. Unless the SeGW and IAB node are collocated, it is not necessary to configure unique SeGW address for each IAB node.

Rapporteur comment: the assumption of the rapporteur is that an IAB-node supporting IPsec typically has a collocated SEG because locating the IAB-node’s SEG elsewhere poses a security risk.
Based on the above the following proposal is derived:

Proposal 1: Capture in IAB BL CR for TS 38.401 the following:

· In case IPsec tunnel mode is used, the outer IP addresses are assigned to an IAB-node by the OAM or IAB-donor-CU of IAB-donor-DU.

· In case IPsec tunnel mode is used, an IAB-node obtains the inner IP addresses via one of the existing off-the-shelf methods (e.g. IKE).

· In case of IPsec transport mode or no IPsec, the IP addresses are assigned to an IAB-node by the OAM or IAB-donor-CU of IAB-donor-DU.

NOTE: in the remainder of this text, the term ‘IP address’ refers to:
· Outer IP address, in case of IPsec tunnel mode

· The IP address used in IPsec transport mode or no IPsec.
2.1 Issue 1: IAB topology discovery for OAM-based IP address allocation 

Conclusion:

Four companies see no obstacles in using Opt3 for IAB Topology Discovery, out of which:

· Three companies think that, for OAM-based IP address allocation, it is necessary to define an UL RRC message informing the IAB-donor-CU about the IP addresses allocated to the IAB node.

· One company thinks that OAM-based IP allocation should not be specified, so that the problem at hand does not exist.

Two companies did not answer the question:

· One company only agreed that for OAM-based IP address allocation, it is necessary to define an UL RRC message informing the IAB-donor-CU about the IP addresses allocated to the IAB node.

· One company argued that Opt1 works.

· The views of these companies are discussed below in the relevant question.

Based on the majority view, the following observation is made:

Observation 1: For OAM-based IP address allocation, it is necessary to define an UL RRC message informing the IAB-donor-CU about the IP addresses allocated to the IAB node, to enable the IAB-donor-CU to configure the IAB-donor-DU with the mapping between the IP addresses allocated to the IAB-node and DL BAP routing IDs.

Observation 2: Since, for OAM-based IP address allocation, it is necessary to define an UL RRC message informing the IAB-donor-CU about the IP addresses allocated to the IAB node, it follows that Opt3 for IAB Topology Discovery works for all IAB scenarios of interest.
NOTE: the remainder of this text considers the above observations.

2.2 Issue 3: how to indicate to the IAB-donor-CU the IP addresses allocated to the IAB-node by the OAM? 

Conclusion:

All companies except one agree that, in case of OAM-based IP address allocation, the IAB-node indicates the allocated IP addresses in an UL RRC message to the IAB-donor-CU. The purpose is to enable the IAB-donor-CU to configure the IAB-donor-DU with the mapping between the IP addresses allocated to the IAB-node and DL BAP Routing IDs.

Three companies raise the issue of inner IP address allocation in case IPsec tunnel mode is used. This issue is covered in ‘Phase 2 Basic issue’.

Based on the above, the final proposal is:

Proposal 2: In case of OAM-based IP address allocation, the IAB-node indicates the allocated IP addresses in an UL RRC message to the IAB-donor-CU. The purpose is to enable the IAB-donor-CU to configure the IAB-donor-DU with the mapping between the IP addresses allocated to the IAB-node and DL BAP routing IDs.

2.3 Issue 2: IAB topology discovery if IPsec tunnel mode is used

Conclusion:

Three companies prefer Opt3 for IAB topology discovery.

Two companies prefer Opt1 + Opt2 (with further enhancements). Note that one of these two companies admitted in Issue 2 that Opt3 works for OAM-based IP address allocation as well (provided that UL RRC message for indicating OAM-assigned IP addresses is defined which all companies deem necessary anyway). These companies argue that in some of the cases (based on different ways of added allocation and security mode used), the Opt3 works but it is not necessary.

One company argues that Opt1 always works because the SEG is always collocated with IAB-donor-CU-CP and IAB-donor-CU-UP.

· Rapporteur comment: this is not correct. RAN3 has already completed at least one SI under the assumption that at least CU-UPs serving the same UE can be located in different security domains, and liaised SA3 about the security requirements. Moreover, several companies expressed strong disagreement with imposing such a constraint.

Based on the above views, status quo remains.

3 Conclusion

The following agreements are captured in stage2 in TP for NR_IAB BL CR for TS 38.401 (E///) R3-202719, which is a part of CB #8:
In case IPsec tunnel mode is used, it is the outer IP addresses that are allocated to an IAB-node by the OAM or IAB donor

In case IPsec tunnel mode is used, how an IAB-node obtains the inner IP addresses is out of RAN3 scope

In case of IPsec transport mode or no IPsec, the IP addresses are allocated to an IAB-node by OAM or IAB-donor

For OAM-based IP address allocation, it is necessary to inform, via RRC before F1 transport has been set up, the IAB-donor-CU about the IP addresses allocated to the IAB node, to enable the IAB-donor-CU to configure the IAB-donor-DU with the mapping between the IP addresses allocated to the IAB-node and DL BAP routing IDs
The following agreement is captured in stage3 in TP for NR_IAB BL CR for TS 38.473 (E///) R3-202307 rev in R3-202759:
Opt3 for IAB Topology Discovery may be used for all IAB scenarios of interest
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