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1 Introduction

CB: # 31_Email_PRN_mobility_inactive

- Access verification:

The new NG-RAN node should verify whether the UE access is allowed (LG,HW)

New or old NG-RAN node verify the UE access to the CAG cell in the case of RNAU with or without UE context relocation, respectively (NEC)

No matter whether the UE  context retrieval is successful or not , the last serving (old) NG-RAN node performs CAG access control, e.g., verifying the access by checking exchanged cell supported CAG information between nodes (ZTE,SS)

- For RNAU without UE Context relocation, in case of UE access verification success at the old (last serving) NG-RAN, the old NG-RAN node:

Responds to the new (target) NG-RAN node with the Retrieve UE Context failure message and keeps the UE in RRC inactive state (NEC,HW)

Informs the CN of the failure by sending the UE Context Release Request message to the AMF, including an appropriate cause value, and release the UE (NEC)

- The cell supported NID and cell supported CAG List are not included into the RETRIEVE UE CONTEXT REQUEST message? (LG)

- In this release, the RNA should be configured within the serving SNPN? (LG)

- Reuse the cause values “PNI-NPN access denied” and “SNPN access denied” for mobility (same as for access control)? (Nok)

- Introduce a cause value “CAG ID invalid” for RRC resume procedure? (ZTE,HW)

- st2 aspects? (HW,LG)

(HW - moderator)

Summary of offline disc R3-202512
2 For the Chairman’s Notes

Propose the following (TBD):

3 Discussion

3.1 Access verification for inactive UE

This was discussed at last RAN3#107-e meeting with the following summary. 
· For mobility in inactive state, there seems to be various opinions where the checks are to be done, in fact depending on the scenario. On the other hand, many companies are not convinced that we need to add signaling for this (e.g. addition of new NPN information in the UE Context Retrieval). Therefore, at this stage the status quo seems to prevail i.e. do nothing at this stage. Of course, topic is not closed and to be continued contribution driven at next meeting.

Several contributions as seen in the section 5 further discuss this issue. In order to proceed, it is better to start with the simple questions. 

There is a proposal for new NG-RAN to send the NPN information to old NG-RAN in RETRIEVE UE CONTEXT REQUEST message. While another proposal is that cell supported NID and cell supported CAG List are not included into the RETRIEVE UE CONTEXT REQUEST message. 

Question 1.1: for mobility in inactive state, should the NPN broadcast information is included in RETRIEVE UE CONTEXT REQUEST to the last serving NG-RAN node?

	Company
	Yes/No
	Comment

	Huawei
	No
	The cell supported NPN information is already exchanged in Xn interface messages. 

	Nokia
	No
	Same as above.

	LG
	No
	Same as above

	ZTE
	No
	In current XnAP specification,  the list of cell supported CAG IDs  of the NG-RAN node is exchanged between NG-RAN nodes during the Xn interface setup/update procedure.

	Qualcomm
	No
	Same as above

	Ericsson
	No
	

	Samsung
	Yes
	Can transfer the latest information in the RETRIEVE UE CONTEXT REQUEST information, then old can perform the verification.

	CATT
	No
	


Question 1.2: for mobility in inactive state, should the last serving NG-RAN node performs access control check upon the reception of RETRIEVE UE CONTEXT REQUEST?  
	Company
	Yes/No
	Comment

	Huawei
	Yes
	The last serving NG-RAN node can perform access control based on: 

· the NPN restriction information in MRL, and 

· the new cell supported NPN information. 

If access fails, the last serving NG-RAN node can send the UE to be idle state. 

	Nokia
	Yes
	Same as above.

	LG
	Yes
	Both nodes perform access control check.

	ZTE
	Yes
	In the case of UE context retrieval success, the old NG-RAN node can perform access control by checking exchanged cell supported CAG information between nodes.

In the case of old NG-RAN node rejects the UE context retrieval procedure, only the old NG-RAN node can verify the UE access.

	NEC
	Yes
	As we mentioned in R3-201760, both the new NG-RAN node and the last serving NG-RAN node can verify the UE access to the CAG cell, depending on the outcome of the UE context retrieval procedure. 
In the case of UE access failure, at the last serving NG-RAN, the last serving NG-RAN node needs to inform the CN of the access failure, and release the UE.

	Qualcomm
	Yes
	This seems business as usual, would expect both nodes to perform some checking, and for sure the old node still has the same function as a handover source node.

	Ericsson
	Yes
	

	Samsung
	Yes
	

	CATT
	Yes for initial check
	The last serving NG-RAN node may not get the updated cell supported NPN information if NPN broadcast information is not included in RETRIEVE UE CONTEXT REQUEST. So, the access control by last serving NG-RAN node may not be correct. Propose the new node to perform final access control.


Question 1.3: for mobility in inactive state, should the new NG-RAN node performs access control check upon the reception of RETRIEVE UE CONTEXT RESPONSE?

	Company
	Yes/No
	Comment

	Huawei
	Yes
	We think it is reasonable for the new NG-RAN node to check again and decides whether the state transition is needed by itself.  

	Nokia
	No
	It is not clear why the new NG-RAN node should re-check again. This additional check could be put FFS.

	LG
	Yes
	Same view with Huawei

	ZTE
	No
	For simple procedure,  no matter whether the UE  context retrieval is successful or not, the old NG-RAN node performs CAG access control.

	NEC
	Yes
	The new NG-RAN node can verify the UE access to the CAG cell in the case of UE context relocation.

	Qualcomm
	Maybe
	We do not specify in handover that the target checks; this is basically the same. It can, but we do not have to specify this.

	Ericsson
	Yes
	However, the “yes” does not advocate explicit specification. Each node is responsible to get only the good joes in and leave the others out.

	Samsung
	No
	If the verification is made in the old, no need to do it again.

	CATT
	Yes
	New node gets the MRL for RETRIEVE UE CONTEXT RESPONSE and can perform access control check.


Question 1.4: for mobility in inactive state, should the access control check be described in TS 38.300?

	Company
	Yes/No
	Comment

	Huawei
	Yes
	A new section on inactive mobility can be added, e.g. see our paper in [R3-202341] 

	Nokia
	Yes.
	But should only describe the check in old node.

	LG
	Yes
	

	ZTE 
	Partly ok.
	The access control check should be described in last serving NG-RAN node rather than in target NG-RAN node.

	NEC
	Yes 
	As mentioned in the answer to Question 1.2, both NG-RAN nodes can perform UE access verification. So, we prefer keeping text description on both nodes in R3-202341.
Additionally, we think that an indication of UE access failure to the AMF is needed. Refer to the updated text on R3-202341 (in the CB folder).


	Qualcomm
	Maybe
	This is not unique to NPN. At least for example the case of forbidden TA could also happen i.e. UE surfaces in an adjacent TA that is forbidden. So if needed (and we should also check what we say about handover), we should consider whether the text should be kept general.

	Ericsson
	No for now
	As already mentioned in another CB, the new NPN section deserves a thorough review, especially lines creating duplicated text.  And if it turns out, that the RRC_INACTIVE chapter in 38.300 doesn’t mention any access restriction, there is no justification for an NPN variant of that story either. 

	Samsung
	Maybe
	

	CATT
	no
	Agree with Ericsson.


Question 1.5: for mobility in inactive state, should the access control check be described in TS 38.423?

	Company
	Yes/No
	Comment

	Huawei
	Yes
	This can be described in Retrieve UE Context procedure. 

	Nokia
	Yes
	But should only describe the check in old node.

	LG
	Yes
	Add a simple sentence to refer T8.300

	ZTE 
	Yes
	The same as Nokia.

	NEC
	Yes
	Agree with HW. 
We provided the related text in R3-201761 under Retrieve UE Context procedure. The text can be updated following the conclusion in this CB, on the issue that UE access verification can be performed by both NG-RAN nodes, last serving NG-RAN node, or new NG-RAN node. 

	Qualcomm
	Yes
	Probably only from point of view of receiver of the first message (msg 1), and just hint that rejection may be due to mobility restrictions without needing to be more specific.

So not as in 1761: what we should have is a general statement on context retrieval failure maybe with some text borrowed from handover regarding on how mobility restrictions are used.

	Ericsson
	No
	The current specification does not include any specification text, so for the non-NPN case there seems to be no need for that. Why to create an exception for NPN? We are not available for such approach. Think twice!

	Samsung
	Yes
	Agree with Nokia.

	CATT
	Not necessary
	There is no access control description for MRL in TS 38.423 now. For NPN, maybe we could follow the similar principle.


3.2 Stage 2 for TS 37.340
[R3-202343] proposes to include MR-DC impact for NPN, e.g. in Secondary Node Addition, Secondary Node Change procedure. 

 Question 2: Should the NPN mobility in MR-DC be described in TS 37.340?

	Company
	Yes/No
	Comment

	Huawei
	Yes
	Given that only one sentence is captured in TS 38.300 BL CR, the detailed support of NPN for MR-DC should be described in TS 37.340. R3-202343 is suggested to be taken as baseline. 

	Nokia
	No
	Not needed.

	LG
	No
	Not needed

	ZTE
	Yes
	NPN should be supported in MR-DC case.

	Qualcomm
	No
	Not needed

	Ericsson
	No
	No, no, no, no, …

	Samsung
	No
	

	CATT
	No
	


3.3 Other issues
There are proposals in [R3-201816] to reuse the cause values for NPN mobility the same as for access control. The moderator understands the exact cause values can be discussed in e.g. CB#29 so that value(s) can be reused. 

Company can provide any open issue which are not covered above. 

	Company
	Issue and comment

	Nokia
	Cause values for NG mobility can be discussed with CB#30 (access control, Init UE message). But it is proposed to agree here tdoc R3-201817 which introduces similar cause values for Xn mobility (PNI NPN access denied, SNPN access denied).

	ZTE
	See in CB#30. PNI-NPN and SNPN access failure should be defined. For the case that UE is rejected by CAG access only cell, then the cause value “CAG access only” seems also helpful.

	NEC
	Agree with ZTE comment on introducing a cause value of CAG-only (NPN-only) access. That is why in R3-201764 we propose introducing three cause values: “Not allowed CAG access”, “Not allowed SNPN access”, and “NPN-only access”.

	Qualcomm
	We are not clear that there is any need to differentiate SNPN and PNI-NPN causes. So something like “NPN access denied” would be enough. Note there is no logical cell sharing between SNPN and PLMN/PNI-NPN, so it is never ambiguous (e.g. in terms of cell counters).

	Ericsson
	Listen to Luis!

	Samsung
	Can discuss in CB#30.


4 Conclusion, Recommendations [if needed]

If needed
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