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1. Overall Description:

RAN3 discussed the behaviour of NG-RAN node if it receives one NGAP UE CONTEXT MODIFICATION REQUEST message that includes both the Security Key IE and the Emergency Fallback Indicator IE. 
From RAN3 point of view, if the NG-RAN node performs the AS rekeying procedure as the highest priority, the emergency fallback will be delayed. Therefore it should be beneficial for the NG-RAN node to ignore the Security Key IE and only perform emergency fallback in this case.
From NGAP protocol, the IEs mentioned above are all optional and could be present in one message.
However, RAN3 is not sure whether such case is possible to happen, considering the AMF is possible to halt the trigger for AS rekeying (i.e. to decide not to include the Security Key IE) when it requests the NG-RAN node to perform emergency fallback.
2. Actions:

To SA2/SA3:
ACTION: RAN3 respectfully asks SA2/SA3 to feedback whether the case that both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST message is excluded. If such case exists, how the NG-RAN node should react, e.g. ignore the received Security Key IE.
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