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This contribution is to summarize the offline discussion for the following CB:

CB: # 10_Email_IAB_DC_operation

- Turn WA into agreement: the X2 interface needs to be enhanced to transfer the IP packets of the F1-C interface, which includes the F1AP, as well as other SCTP CHUNKs between the MeNB and IAB-Donor? (ZTE,QC,SS,Nok)

- LTE leg for F1-C traffic can be used only after the F1 interface has been established between IAB donor CU and IAB node? (SS)

-  X2 can be used for F1-C as the initial or as alternative path; X2 path should use separate IP addresses selected from the link local unicast address space of either IPv4 or IPv6; agree X2 establishment procedure and IP address allocation; liaise RAN2? (QC)

- Up to donor CU to decide when to configure the indirect path, but it is not configured as a complete replacement? (HW)

- no special desgn needed for IP address allocation for indirect path? (HW)

- reuse IP address allocation and IPsec mechanisms? Up to implementation whether NR or LTE path is used to transfer F1-C? (ZTE)

- IPsec for F1-C traffic over LTE not needed/left to implementation? (SS,QC,HW)

- Go for minimum agreeable set

- merge/revise as agreeable; check details

(Nok - moderator)

Summary of offline disc R3-202482
The contributions discussed in this CB are listed in Section 6.

For the Chairman’s Notes

…

Discussions (Phase I)

3.1
previous WA
Last RAN3 meeting agreed the WA: the X2 interface needs to be enhanced to transfer the IP packets of the F1-C interface, which includes the F1AP, as well as other SCTP CHUNKs between the MeNB and IAB-Donor.
In last meeting, there was some questions on this WA, e.g. whether the X2AP procedure only transfer the F1AP message or the F1AP message plus the SCTP/IP header. Contribution ([2]

 REF _Ref38266736 \r \h [3]

 REF _Ref38266737 \r \h [4]

 REF _Ref38266738 \r \h [5]) propose to transfer the F1AP message plus the SCTP/IP header. 

Q1: Is it agreeable to turn the WA into an agreement and make it more clear, e.g. add the last sentence as below?

the X2 interface needs to be enhanced to transfer the IP packets of the F1-C interface, which includes the F1AP, as well as other SCTP CHUNKs between the MeNB and IAB-Donor. The F1-C IP packet over the LTE leg includes the SCTP/IP header. 
If yes, need to add the clarification text in the Semantics description for the F1-C Traffic Container IE. 

	Company 
	Answer to above question 
	Comments (please provide views on your choice)

	QC
	See comment
	Let’s understand the background. 

RAN2 discussed this matter, and they asked themselves which entity at the IAB-node and the IAB-donor would be responsible to switch between the NR and the LTE/X2 paths. The following was considered:

F1AP entity: In this case, it would be sufficient to solely send F1AP messages directly over X2/LTE RRC. Security, reliability, in-order delivery is the same as for NR RRC over X2/LTE, where nobody has ever raised any concerns.

SCTP entity: In this case, SCTP multi-homing could be used in the same manner as for SA mode with NR DC. This implies that the LTE/X2 represents a separate SCTP path. There was the feeling that this had certain advantages.

All of this is RAN3 territory. It should be up to RAN3 to discuss and understand the trade-off between these two solutions or consider further options. In the last meeting, I asked for reasons why we send the full stack and not just F1AP. Since nobody could give me an answer, I asked to keep this as a WA. 

I still haven’t heard a single convincing technical reason why sending the full stack is better than only F1AP. I hope I’ve missed it. 

I hope that the further entries in this table will provide the reasons why RAN3 thinks it is best to send the full stack!

	KDDI
	yes
	Originally, we assume SCTP entity described by QC above. The advantage of this is using SCTP multi-homing to ensure the path qualities with multiple SCTP paths, one is NR leg, the other is LTE leg. Those transport layer configuration is not discussed in RAN3 usually in my understanding. So, we admit that RAN3 may not capture all those transport layer configuration.

We also see some benefit for F1AP entity, so we are fine to have both mechanisms.

	Samsung
	Yes
	In our understanding, the intention of including the full stack is to utilize the in-sequence delivery of the F1AP message(s) at the IAB donor CU if the F1AP messages are transmitted via the LTE leg. If only F1AP message is included in the RRC and X2AP, how the in-sequence delivery is guaranteed? Please note that, the in-sequence delivery over X2 is referring to the X2AP rather than F1AP. 
To decide which leg is used, we think it is the internal implementation issue. Specifically, at the IAB donor CU side, after the IP layer generates the IP packet including the F1AP message or SCTP CHUNKs, IAB donor CU can internally determine which leg is used. At the IAB node side, the similar operation can be applied. In this sense, we don’t think the multi-homing feature of SCTP should be utilized. 

	ZTE 
	Yes 
	

	
	
	

	
	
	


Summary: 

3.2
When setup the LTE leg for F1-C transfer, and how to use the LTE leg for F1-C transfer

There are some different views on when to setup (or configure) and use the LTE leg for F1AP transfer. 

Contribution ([2]) proposes “When both NR and LTE paths are already established, which one is used to transfer F1-C traffic can be up to IAB node implementation.”

Contribution ([3]) proposes “the LTE leg for F1-C traffic can be used only after the F1 interface has been established between IAB donor CU and IAB node.”

Contribution ([4]) proposes “It is up to the IAB donor-CU’s implementation to decide when to configure the indirect path, but the indirect path is only configured as a complementary to the direct path, rather than as a complete replacement.”

Q2-1: is it agreeable that it is up to the IAB donor-CU’s implementation to decide when to configure the LTE leg for F1-C transfer? 

	Company 
	Answer to above question 
	Comments (please provide views on your choice)

	QC
	Yes, but…
	This should not preclude the IAB-node to attempt F1-C establishment via the LTE path, i.e., before the NR path is established. 

	KDDI
	Yes
	We don’t see any benefit to have a restriction for the implementation.

	Samsung
	See comments
	In general, we agree that IAB donor CU can determine when to use the LTE leg by implementation. However, when the LTE leg is allowed to be used is a debatable issue. 

Thus, a precise expression should be 

It is up to the IAB donor CU’s implementation to decide when to use the LTE leg for F1-C transfer after the LTE leg is allowed to be used.  


	ZTE
	Yes, but...
	Donor CU determines when to configure the LTE leg, but when both NR and LTE paths are already established, which one is used to transfer F1-C traffic can be up to IAB node implementation.

	
	
	

	
	
	


Q2-2: is it agreeable that using LTE leg for F1-C transfer is a complementary to using NR leg for F1-C transfer, rather than as a complete replacement to using NR leg for F1-C Transfer?

If the answer is yes, how to activate or deactivate the LTE leg? Does it require explicit signaling to inform the IAB-DU and Donor-CU to switch to LTE leg, or switch back to NR leg?

	Company 
	Answer to above question 
	Comments (please provide views on your choice)

	QC
	See comment
	This contains two questions:

Q2-2a: What should be the policy for using the LTE leg?

QC answer: We should not constrain the policies on how to use the LTE path vs. NR path. This should be up to implementation. In some deployments, operators may want to use it as backup only, while in others, they want to use it as the primary path due to its robustness.

Q2-2b: How should the LTE leg be established?

First of all, the setup procedure needs to ensure that all three nodes (IAB-node, MeNB, donor) need to support this feature. This implies that there is a signalling exchange across all the three of them. This needs more discussion. 

QC answer: Further, the establishment procedure should allow using LTE as the main path, i.e., for the establishment of F1-C before the BAP has been established. 



	KDDI
	
	If we adopt SCTP entity, then we don’t have to take care how to activate or deactivate the LTE leg, because SCTP mechanism works for that.

If we adopt F1AP entity, then we need a new mechanism, a signalling exchange across the nodes as QC commented above. It needs further discussion. The mechanism will be applicable to NR DC also.

	Samsung
	See comments
	First, we would like to give our understanding on “using LTE leg for F1-C transfer is a complementary to using NR leg for F1-C transfer, rather than as a complete replacement to using NR leg for F1-C Transfer”:

A complete replacement means that the LTE leg can be used for F1AP transmission from very beginning, i.e., F1 interface is set up via LTE leg
A complementary means that LTE leg is used after the F1 setup via NR leg
With the above understanding, our answer is “YES”. 
The intention of setting up F1 interface between IAB node and IAB donor CU is to utilize the IAB network over the NR leg to transmit the user plane data. To make sure NR leg is a workable in term of IAB functionalities, the end-to-end link between IAB donor CU and IAB node via NR leg should work properly, e.g., the packet can be transmitted between IAB donor CU and IAB node via the configured BAP routing and bearer mapping. The successful establishment of F1 interface is a valid verification. After that, the IAB donor CU or IAB node has the freedom to choose LTE leg or NR leg for F1AP transmission. 

We don’t want to use LTE leg from the very beginning since the IAB donor CU cannot know whether its configuration for the BAP routing and bearer mapping over the NR leg can work properly. Moreover, a legacy F1 setup procedure requires 1) IPSec tunnel establishment for tunnel mode, and 2) SCTP association establishment:

IPSec tunnel cannot be established via LTE leg. Specifically, to establish IPSec tunnel, the related packets need to be sent to the SEG. However, those packets are sent to IAB donor CU via X2AP. 
SCTP association establishment via LTE leg cannot verify whether NR leg is workable for the configuration of BAP routing and bearer mapping
After F1 setup via NR leg, the IAB donor CU and IAB node has the freedom to select the LTE leg for F1-C traffic transmission, which is an implementation issue. On the other hand, the explicit signalling is also a feasible solution. Considering the spec. impact, we slightly prefer to leave it to implementation, while we are open for explicit signalling.

	ZTE
	See comments
	In our opinion, once the default BH RLC channel and BAP routing ID have been configured for IAB node MT, IAB node MT may utilize the NR path for F1-C transport. For the F1-C over LTE path, it could be used after the SN addition and IP address allocation procedure for IAB node have been completed. When both paths are ready, which one to select can be up to IAB node’s implementation. It is not necessary to explicitly configure it via RRC signaling.

	
	
	

	
	
	


Summary: 

3.3
Security for F1AP over LTE leg
Views from the contributions:

Contribution ([1]) proposes “NDS security protection of the LTE/X2 path is left up to implementation.”

Contribution ([2]) proposes “The mechanism used to support IP address allocation and IPSec between IAB-DU and donor-CU in SA scenario could be reused to support F1-C over LTE transport scenario.”

Contribution ([3]) proposes “the IPSec for the F1-C traffic over LTE leg is not needed”

Contribution ([4]) proposes “no additional IPsec protection for the F1-C is needed.”

Contribution ([5]) proposes “there is no need to enable IPSec for F1-C”

So it seems all agree that F1AP can be protected via PDCP on the LTE link and via NDS over the X2 connection, thus no need to mandate the NDS security protection for F1AP over LTE leg. 

Q3: is it agreement that NDS security protection for F1AP over LTE leg is not mandatory? If the answer is yes, does RAN3 need to inform SA3?

	Company 
	Answer to above question 
	Comments (please provide views on your choice)

	QC
	Not clear
	X2AP is already NDS protected and LTE uses PDCP. This means that there is hop-by-hop protection among trusted nodes. Further, NR RRC is already sent directly over the same path without additional protection. So we could assume as WA that unprotected F1AP/F1C is fine to.

Before we send anything to SA3, we need to finish up the design.

	KDDI
	
	We are ok to include only the proposal in “Contribution ([2]) “. At least with “Contribution ([2]) “, we can achieve the same protection.

	Samsung
	See comments
	IPSec security is not needed since RRC and X2AP provide the enough protection. Meanwhile, if the IPSec tunnel mode is used, the IP packets should be sent to SEG first. However, F1-C traffic is directly transmitted from the MeNB to IAB donor CU via X2 interface. 

	ZTE
	
	Agree with QC.

	
	
	

	
	
	


Summary: 

3.4
IAB’s IP address to be used for F1-C over LTE leg
There are some different views on the IAB’s IP address: 

Contribution ([1]) proposes “The LTE/X2 path should use separate IP addresses selected from the link local unicast address space of either IPv4 or IPv6.”

Contribution ([2]) proposes “The mechanism used to support IP address allocation and IPSec between IAB-DU and donor-CU in SA scenario could be reused to support F1-C over LTE transport scenario”

Contribution ([4]) proposes “No special design is necessary for the IP address allocation for indirect path, the final selected IP address allocation solution for the NSA scenario is suitable for both the direct path and the indirect path”

There is some difference for the IAB’s IP address to be used for F1-C in SA and NSA. In SA, the routing of the DL F1-C/U IP packet is based on the IAB’s IP address, which ensures the DL F1-C/U IP packet is routed to the appropriate Donor-DU. When LTE leg is used in NSA, the DL F1-C packet is directly sent over the X2 interface to the MeNB, rather based on the routing using IAB’s IP address. 

There may be several possible options for IAB’s IP address to be used for F1-C over LTE leg:

Option 1:  use separate IP addresses selected from the link local unicast address space of either IPv4 or IPv6.

Option 2: same IP address allocation solution for SA and NSA.

Option 3: leave it to IAB’s implementation, i.e. IAB may select any unicast IP address

Other Options: …

Q3: which option is to be used for IAB’s IP address to be used for F1-C over LTE leg?

	Company 
	Answer to above question 
	Comments (please provide views on your choice)

	QC
	Depends…
	We first need to decide which entity at the end points switches between the paths:

If F1AP entity: Either F1AP would be sent without SCTP/IP or a separate SCTP connection would be necessary. In this case, the client (which establishes the connection) needs to know the server’s IP address. In this case, the server’s IP address (presumably IAB-donor) could be the same for both paths since the paths are differentiated by their full 5-tupels. NOTE: In case IPsec tunnel mode is used on the main path, the server’s IP address would be the inner tunnel address. However, it would be better to use link-local IP addresses since there is no routing involved and the LTE/X2AP connection represents a L2 link to the IP layer above. In this case, the server also needs to use a link-local address.

If SCTP entity: In this case, a separate IP address pair needs to be established for the new path. This pair should be different from that on the NR path so that SCTP can distinguish the paths. They could use link local addresses for the LTE path.

If L2 entity: This is a hack which allows using the same IP addresses for LTE and NR paths as proposed by some contributions. It implies that the IP/IPsec/SCTP/F1AP are the same on BOTH paths. It is not clear how this would work with IPsec tunnel mode when the SeGW is outside the CU. 

	KDDI
	
	If SCTP entity: In this case, separate two IP addresses, one is for LTE, the other is NR are allocated. IP address allocation is done by OAM or RRC as agreed for SA case.

If F1AP entity: Basically, need further discussion. Having separate two IP addresses seems easier, but it may also possible with the same IP addresses for LTE and NR paths.

	Samsung
	See comments
	No specific processing to the IP address allocation. The IP address allocated for F1 setup between IAB donor CU and IAB node can be reused. The LTE leg and the corresponding X2 will not do any IP layer processing for the F1-C traffic. It just simply forwards the IP packets.  

	ZTE
	Option 2
	The IAB’s IP address to be used for F1-C in SA and NSA can be the same. Because the IP encapsulating F1-C traffic is terminated at donor-CU, that means MeNB does not process the IP packet, what IP address is used for the F1-C traffic does not impact F1-C packet forwarding at MeNB.

	
	
	

	
	
	


Summary: 

3.5
Any other issues not covered by above 
Please add any other issues if they are missing:

	Company 
	Any other issues if they are missing

	QC
	We are seeing the following issues:

What is the entity at the end-nodes where path switching occurs? There are multiple options and we need to discuss the trade-offs and which way we want to go.

What should the policy for path selection be? Do we need to specify this or leave it up to implementation?

How would path setup work? How does it ensure that all three nodes support the feature? Can it support all policies for path selection, e.g., including using the LTE path as the initial path, e.g., before the NR path is established?



	KDDI
	In Rel-16, we want to specify SCTP entity at least. As to F1AP entity, we admit to need further work so we propose to postpone the discussion to Rel-17.

	
	

	
	

	
	

	
	


Summary:

…

Discussions (Phase II)
Based on Phase I discussion, Rapporteur makes the following Potential Proposals. …

Potential Proposal 1: ….

	Company 
	Comments 

	
	

	
	

	
	

	
	

	
	

	
	


Conclusions
Based on the received comments, ... 

There is agreement on following aspects:

…
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