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1 Introduction
This contribution is to summarize the offline discussion for the following CB:

CB: # 6_Email_IAB_bearer_mapping

- Use UE-associated signaling? (E///,Nok,SS)

- Use non-UE-associated signaling? (QC,ZTE,HW)

- Need to report IP addresses via RRC? (QC)

(Nok - moderator)

Summary of offline disc R3-202478
The contributions discussed in this CB are listed in Section 6.

2 For the Chairman’s Notes

Proposal 1: Agree the following WA

For F1AP procedure to configure the DL mapping in the Donor-DU, and to configure the UL/DL mapping in the intermediate IAB, the UE-Associated F1AP procedure is used when the BH RLC CH is impacted (e.g. add a new BH RLC CH, or modify an existing BH RLC CH), and Non-UE-Associated F1AP procedure is used otherwise. 
Proposal 2-1: To execute the DL traffic mapping, following information is needed in the Donor-DU:

· Destination IP address

· IPv6 Flow Label

· List of DSCP

· BAP Routing ID

· Next-hop BAP address 
· Egress BH RLC Channel ID
Proposal 2-2: To execute the UL and DL traffic mapping, following information is needed in the intermediate IAB:

· Prior-hop BAP address

· Ingress BH RLC CH ID

· Next hop BAP address 

· Egress BH RLC Channel ID 

Proposal 4:  support both the scenario using standalone Security Gateway, or collocated Security Gateway with Donor-CU.

The Stage-3 TP to TS38.473 BL CR can be found in R3-202788.
3 Discussions (Phase I)

3.1
UE-associated F1AP vs. non-UE-associated F1AP to configure Donor-DU and intermediate IAB node
Although some company submitted separate contributions/sections to discuss the configuration for Donor-DU and the configuration for intermediate IAB node, the reason to use a specific type of F1AP procedure is similar for configuring Donor-DU, and for configuring intermediate IAB node. This section discusses the F1AP procedure for both Donor-DU configuration, and intermediate IAB node configuration together. 
Donor-CU initiates the F1AP procedure to configure Donor-DU. The Donor-DU use the configured information to map the ingress DL IP traffic to appropriate Egress BH RLC channel. 
Donor-CU initiates the F1AP procedure to configure intermediate IAB node. The intermediate IAB node use the configured information to map the ingress BH traffic to appropriate Egress BH RLC channel. 

This section discusses whether the F1AP procedure is a UE-associated F1AP procedure, or a non-UE-associated F1AP procedure. 
QC: We disagree with this observation. The DL configuration on the donor DU refers to a mapping form IP-layer to BAP layer. The bearer mapping on intermediate nodes is a mapping from ingress RLC channel to egress RLC channel. We may want to discuss them separately.
Nokia: We understand that Donor-DU and intermediate are configured with different mapping information. This section is only related to the F1AP procedure (but not the content of the F1AP message).  Added some clarification (as shown above). 
Option 1: Use UE-Associated F1AP procedure, e.g. F1AP UE Context Setup/Modification procedure. ([1], [2], [3])
In this option, the configuration is considered as part of the UE context for the IAB-MT in the IAB-MT’s serving DU (i.e. the mapping configuration for how to use the BH RLC Channel between the IAB-MT and its serving DU). 

Option 2: use non-UE-associated F1AP procedure, e.g. a new F1AP procedure or update current F1AP BH Routing Configuration procedure. ([4]/[5], [6]/[7], [8])
Current contributions have compared both options from the perspective of signaling efficiency, alignment with RAN2, cleanness of the procedure, etc. It is suggested to also consider following scenarios:

· Scenario 1: the bearer mapping is configured/modified without change to any BH RLC Channel configuration.

· Scenario 2: the bearer mapping is configured/modified with change to the BH RLC Channel configuration.

· Scenario 3: the bearer mapping is configured/modified for multiple BH RLC channels related to an child IAB node. 

· Scenario 4: the bearer mapping is configured/modified for multiple BH RLC channels related to multiple child IAB nodes. 

· Scenario 5: the bearer mapping is removed when a child IAB node has left the serving DU, e.g. due to topology adaptation. 

Samsung: we would like to add another dimension for comparison, i.e., resource efficiency, since the mapping configuration determine the resource usage of each IAB-DU and IAB donor DU. Different signaling method may result in different resource allocation at IAB donor DU and IAB-DU.   
It is suggest to provide the view on both options from following aspects in considering the various scenarios. 

	Criteria
	Option 1: UE-Associated F1AP
	Option 2: non-UE-Associated F1AP
	Other Notes 

	Template
	Company Name: Company View
	Company Name: Company View
	

	Signalling efficiency for various scenarios
	
	
	

	Impact to the specification
	
	
	

	Alignment with RAN2 or RAN3 Routing Configuration
	
	
	

	Resource efficiency
	
	
	

	
	
	
	

	
	QC
	

	Signalling efficiency for various scenarios
	The overall signalling load due to DL mapping and bearer mapping configuratoin is rather small, e.g., compared to UL mapping configuration, which changes with every DRB setup/release.
· For N:1 bearer mapping, configuration of BH RLC CHs, DL mapping, bearer mapping, and routing is semi-static.

· For 1:1 bearer mapping, a good implementation preconfigures a set of BH RLC CH chains incl DL mapping, bearer mapping and routing, and dynamically assigns different bearers to it on the CU-UP and in the UL mapping.
During topology adaptation, a new set of BH RLC channels, DL mappings, bearer mappings and new routes need to be configured. To minimize signalling in this case:

· Bearer mapping is best included into NUA Routing Configuration message. 
· DL mapping is best configured via a new NUA message. 

Note that NUA is superior in this case since mappings from/to multiple child nodes can be configured in one message.
	

	Impact to the specification
	For DL mapping, there is no big difference between NUA and UA F1AP.

For bearer mapping, UA F1AP becomes confusing since different configurations are necessary for upstream and downstream traffic. This will become even more confusing if routing from parent 1 to parent 2, or from child 1 to child 2 is allowed, which has already been discussed for Rel-17.
This was the reason why routing configuration was done via NUA, and the same should apply to bearer mapping.
	

	Alignment with RAN2 or RAN3 Routing Configuration
	Using UA F1AP signalling contradicts RAN2’s agreements to have BAP-related traffic forwarding to be solely based on BAP addresses and BH RLC CH IDs, i.e., disconnected from phy-layer specific ID such as the UE-identifier in UA F1AP messages.

BL CR to 38300 presently states:

When routing a packet from an ingress to an egress BH link, the IAB-node derives the egress RLC-channel on the egress BH link through an F1AP-configured mapping from the RLC channel used on the ingress BH link. The RLC channel IDs used for ingress and egress BH RLC channels are generated by the IAB-donor CU. Since the RLC channel ID only has link-local scope, the mapping configurations also include the BAP addresses of prior and next hop: 

Table 6.x.3-2: BH RLC channel mapping configuration

Next-hop BAP address

Prior-hop BAP address

Ingress RLC channel ID

Egress RLC channel ID

Derived from routing configuration

Derived from packet’s ingress link

Derived from packet’s ingress link

To be used on egress link to forward packet

NUA F1AP is furthermore compliant with RAN3’s approach to BAP layer routing, which uses NUA F1AP signalling. Bearer mapping, in fact, can be integrated into F1AP Routing Configuration.


	

	Samsung

	Signalling efficiency for various scenarios
	UA method has better signalling efficiency than NUA method.
The list scenarios can be divided into two categories:

· DL mapping@IAB donor DU & bearer mapping@Intermediate IAB node without BH RLC CH configuration change

In this case, NUA and UA do not have big difference. The potential benefit of NUA is that if some cases require the configuration change for multiple child nodes at the same time. However, we are concerning how often this case will happen. 
· DL mapping@IAB donor DU & bearer mapping@Intermediate IAB node with BH RLC CH configuration change

In this case, UA has obvious advantages since NUA method needs two steps to finish the configuration, 1) for BH RLC CH reconfiguration, and 2) bearer mapping configuration update. 
In addition, for scenario 5, NUA method also requires two steps: 1) BH RLC CH release, and 2) bearer mapping configuration release
	

	Impact to the specification
	UA method has less specification impact.
NUA needs new message which causes relatively larger spec. impact. 
For Rel16, we only have upstream/downstream mapping. We don’t need to consider the mapping from parent 1 to parent 2, or from child 1 to child 2 before we justify such cases. 
	

	Alignment with RAN2 or RAN3 Routing Configuration
	We didn’t see the necessity of such alignment. 
Routing is referring to the node level. Once the IAB node joins the network, the route to such node should be set up. Moreover, as long as the route is established, it can be kept for a long period. 

However, bearer mapping is referring to BH RLC CH level, which is variable with the channel status. So, the bearer mapping reconfiguration should occur more frequently than routing update. 
We agree that BAP traffic forwarding is solely based on BH RLC CH ID and BAP address. However, this does not have any implicit indication on the F1AP message type for bearer mapping. If RAN2 agreements are trying to disconnect the BAP-related traffic forwarding with phy-layer specific ID, we understand such phy-layer specific ID is related to the end-user ID rather than IAB-MT ID. 
	

	Resource efficiency
	NUA method may cause resource waste. 

For NUA method, one possible beneficial scenario is that the bearer mapping is reconfigured without BH RLC CH reconfiguration. To achieve this, the BH RLC CH should be pre-configured with enough resource at IAB donor DU or IAB-DU so that it can serve new traffic. For example, if an BH RLC CH is pre-configured with resource to serve 5 GBR DRBs, initially, only one GBR DRB is mapped to it; later, 4 additional GBR DRBs are allowed via bearer mapping re-configuration. 
In this sense, NUA method may result in resource pre-allocation, which can be regarded as resource waste. 
	

	Huawei
	We share similar view as Qualcomm about the comparison, and we prefer NAU F1AP signaling, similar as the routing configuration. Use NAU signaling can provide unified solution for UL and DL, and it is more suitable for future proof case.
	

	Nokia

	Signalling efficiency for various scenarios
	UA method has better signalling efficiency than NUA method.

We disagree with QC comments that overall signalling load is small. An efficient IAB or Donor-DU does not pre-setup the unused BH RLC Channels, since the resource have to be reserved for BH RLC Channel with GBR QoS. Pre-setup many unused BH RLC Channels will prevent a normal access UE get connected due to the resource is pre-allocated to the unused BH RLC Channel. 
In addition, considering the configured information as part of the child IAB’s context has the benefit to manage the IAB’s context together. 
We do not understand QC comment (copied as below). We assume the bearer mapping is the one discussed in this section, then what is the “DL mapping”?

· Bearer mapping is best included into NUA Routing Configuration message. 

· DL mapping is best configured via a new NUA message. 


	

	Impact to the specification
	UA method has less specification impact. 

It is obvious that reusing existing procedure requires less specification impact than introducing new procedure.

	

	Alignment with RAN2 or RAN3 Routing Configuration
	Do not see the need for the alignment.  
RAN2 only defines what need to be configured. It is RAN3 business on how to configure it. The NUA approach can definitely meet the RAN2 requirement. 
	

	Resource efficiency
	Agree with Samsung. NUA method may cause resource waste. 

 
	

	Ericsson
	The UA option is clearly better than the NUA option (both from the practical and formal point of view). On top of Samsung’s and Nokia’s comments we want to add the following:

· Let me remind you that BH RLC CH setup is handled via UA signalling, why should we use UA for setup and NUA for maintenance (i.e. bearer mapping and donor-DU DL config)?
· Regarding Huawei comment on aligning UL and DL, we would like to point out that UL mapping for non-UP traffic uses NUA, but the UL mapping for UP traffic uses UA F1AP signalling. 
· The argument in favour of NUA about parents having to communicate is not valid because we have already defined BH RLC CHs as essentially asymmetric i.e. stretching between a parent and a child. This automatically implies that all BH RLC CH ‘maintenance’ should be handled via UA signalling. Even if parent1 and parent2 are parents to the same child, they will still be connected via a BH RLC CH, terminated at parent1’s DU/MT and parent2’s MT/DU.

· Regarding the “directionless” nature of bearer mapping configuration parameters promoted by RAN2 i.e. decoupling from PHY-level parameters, if UA signalling is used for bearer mapping, the configuration parameters are still PHY-agnostic, no matter what type of message carries them. In that sense, using UA messages does not breach the “directionless” nature of bearer mapping configuration parameters because the bearer mapping/routing data are still fed to the same table at the IAB-node, regardless of the message type used (UA/NUA).
	

	ZTE
	Agree with QC and Huawei, we prefer NAU F1AP signaling. 

One NUA F1AP message could be used to setup/modify/release the bearer mapping rule concerned with multiple IAB node and UEs. This mapping rule update in batch mode is more suitable for the IAB node migration or load balance adjustment by donor CU, since less signaling is needed.
	

	QC-2
	We’d like to stress another point: Using UA F1AP is not future-proof in that it does not support flexible routing paths which contain UL and DL segments. This was discussed for Rel-17 IAB. Such flexible routing paths allows a single-connected IAB-node with BH RLF to route signaling traffic via a dual-connected child node. For this it is necessary to do bearer mapping from DL to UL
See figure below.
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Summary: 

During the discussion, the following compromised solution was proposed:

For F1AP procedure to configure the DL mapping in the Donor-DU, and to configure the UL/DL mapping in the intermediate IAB, the UE-Associated F1AP procedure is used when the BH RLC CH is impacted (e.g. add a new BH RLC CH, or modify an existing BH RLC CH), and Non-UE-Associated F1AP procedure is used otherwise. 
5 Companies agree with the above compromised solution. 1 Company requested time to have a further check. So it is suggested to agree a WA to capture the progress, while still allow companies to have a further check. 
Potential Proposal 1: Agree the following WA

For F1AP procedure to configure the DL mapping in the Donor-DU, and to configure the UL/DL mapping in the intermediate IAB, the UE-Associated F1AP procedure is used when the BH RLC CH is impacted (e.g. add a new BH RLC CH, or modify an existing BH RLC CH), and Non-UE-Associated F1AP procedure is used otherwise. 
3.2
mapping information to be configured in the Donor-DU and intermediate IAB node

Based on the contributions, it is proposed the mapping information needed at the Donor-DU to execute DL traffic mapping includes:

· Destination IP address

· IPv6 Flow Label

· List of DSCP

· 
BAP Routing ID

· Next-hop BAP address 
· Egress BH RLC Channel ID 
Based on the contributions, it is proposed the mapping information to be configured in the intermediate IAB includes a list of items. Each item includes:

· Prior-hop BAP address

· Ingress BH RLC CH ID

· Next hop BAP address 
· Egress BH RLC Channel ID 
Please note that a specific IE (e.g. BH RLC Channel ID) may be not present dependent on the selected F1AP procedure. But for this section, let’s just determine the required information, and discuss it later on whether a specific IE shall be optional or not present. 
Q2-1: is it agreeable for the above information to be configured in the Donor-DU? 

	Company 
	Answer to above question 
	Comments (please provide views on your choice)

	QC
	Yes
	Again, RAN2 already agreed to use next hop BAP address for egress link and BH RLC Channel ID for the egress channel.

	Samsung 
	Yes
	The signalling design details can be discussed in Phase II

	Huawei
	Yes
	Align with previous agreements of RAN2 and RAN3.

	Nokia
	Yes
	

	Ericsson
	Yes, but..
	We need to be able to signal a list of DSCPs because the intention of DSCP use in this context is to enable N:1 mapping.

	ZTE
	Yes
	

	QC-2
	
	We may not want to refer to “destination” with respect to the BAP routing ID since it specifies a path to a destination rather than the destination itself.


Q2-2: is it agreeable for the above information to be configured in the Intermediate IAB? 

	Company 
	Answer to above question
	Comments (please provide views on your choice)

	QC
	Yes
	Again, RAN2 already agreed to use next hop BAP address for egress link and BH RLC Channel ID for the egress channel.

	Samsung
	Yes
	The signalling design details can be discussed in Phase II

	Huawei
	Yes
	The parameters has been agreed by RAN2

	Nokia
	Yes
	

	Ericsson
	Yes, but…
	Some of this info is unnecessary if UA option is used (i.e. may be already available from the moment BH RLC CH is set up). 

	ZTE
	Yes
	Agree with QC and Huawei.


Summary: 
Potential proposal 2-1: To execute the DL traffic mapping, following information is needed in the Donor-DU:
· Destination IP address

· IPv6 Flow Label

· List of DSCP
· BAP Routing ID

· Next-hop BAP address 
· Egress BH RLC Channel ID
Potential proposal 2-2: To execute the UL and DL traffic mapping, following information is needed in the intermediate IAB:
· Prior-hop BAP address

· Ingress BH RLC CH ID

· Next hop BAP address 

· Egress BH RLC Channel ID 

3.3
DL mapping for multiple IPv4 addresses and IPv6 prefix in Donor-DU
The issue was discussed in ([4]) and ([3]). This is for the case when the IAB is assigned with multiple IP addresses and the IAB uses one (or some) IP addresses for non-F1-U. When the Donor-CU configures the DL mapping in the donor-DU, the Donor-CU may only know all assigned IP addresses to the IAB node, but not the specific IP address to be used for non-F1-U.

Contribution ([8]) also discussed:

when donor CU configure the F1-U tunnel for IAB node DU, IAB node DU will feedback the DL GTP-U TNL information to donor CU. In addition, based on the latest TS38.473, the DU and CU may exchange the IPSec tunnel TNL address as well as the association with GTP TNL address(es) during F1 setup and CU/DU configuration update procedure.  
Since Donor-CU can know the IP address of F1-U via existing F1AP procedure, the DL mapping configuration for F1-U is not an issue. The issue is only applicable to non-F1-U traffic. 
[QC] We disagree with this observation. In case the IAB-node uses IPsec tunnel mode, the IP address in F1AP message is that of the inner tunnel, while the DL mapping needs to use the IP address of the outer mapping. This means that the donor DU needs to obtain the IAB-node’s outer IP tunnel address for F1-U separately.
[Samsung] I tend to agree the observation. F1AP already defines the signalling support to inform the IPSec endpoint for GTP (outer address) and the corresponding GTP endpoint (inner address) via NUA signalling. Thus, the IAB donor CU can know outer address. The remaining issue is only for non-UP traffic since RAN3 assume this is pre-configured via OAM in legacy F1. 
[Nokia]: Regarding to QCOM comment, the observation is based on the Transport Layer Address Info IE in current F1 SETUP REQUEST, F1 SETUP RESPONSE, GNB-DU CONFIGURATION UPDATE, GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE, GNB-CU CONFIGURATION UPDATE and GNB-CU CONFIGURATION UPDATE ACKNOWLEDGE message. The IE is copied as below:
[QC-2] Thanks for the clarification! 
9.3.2.5
Transport Layer Address Info

This IE is used for signalling TNL Configuration information for IPSec tunnel over which GTP traffic is transmitted.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description 

	Transport UP Layer Address Info to Add List
	
	0..1
	
	

	>Transport UP Layer Address Info to Add Item
	
	1..<maxnoofTLAs>
	
	

	>>IP-Sec Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.3
	Transport Layer Address for IP-Sec endpoint.

	>>GTP Transport   Layer Address To Add List
	
	0..1
	
	

	>>>GTP Transport Layer  Address To Add Item
	
	1..<maxnoofGTPTLAs>
	
	

	>>>>GTP Transport Layer Address Info
	M
	
	Transport Layer Address

9.3.2.3
	GTP Transport Layer Address for GTP end-points.

	Transport UP Layer Address Info to Remove List
	
	0..1
	
	

	>Transport UP Layer Address Info to Remove Item
	
	1..<maxnoofTLAs>
	
	

	>>IP-Sec Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.3
	Transport Layer Address for IP-Sec endpoint.

	>>GTP Transport Layer Address To Remove List
	
	0..1
	
	

	>>>GTP Transport Layer Address To Remove Item
	
	1..<maxnoofGTPTLAs>
	
	

	>>>>GTP Transport Layer Address Info
	M
	
	Transport Layer Address

9.3.2.3
	GTP Transport Layer Address for GTP end-points.


	maxnoofTLAs
	Maximum no. of F1 Transport Layer Address in the message. Value is 16.

	maxnoofGTPTLAs
	Maximum no. of F1 GTP Transport Layer Address for a GTP end-point in the message. Value is 16.


So this observation is correct. 

Does the Donor-CU need to know the specific IP address to be used for non-F1-U?

Q3-1: Does the Donor-CU need to know the specific IP address to be used for non-F1-U?
If No, Option a may be used. 

Option a: The CU configures a default DL mapping for the entire IPv6-prefix and for all IPv4 addresses assigned to the IAB-node.

	Company 
	Answer to above question (Yes or No)
	Comments (please provide views on your choice)

	QC
	No
	There must be a DL mapping for non-F1 traffic. One could simply provide a “default mapping” for the whole IPv6 prefix, which would only be used if there is no mapping for a specific IPv6 address. In this case, the CU does not have to know the specific address used for non-F1. For IPv4, it would be necessary to add individual mappings for all IPv4 addresses (unless we decide to use a mask, which is usually done in IPv4).

	Samsung
	YES
	As discussed in CB#1, we would first confirm that the IP address here is referring to outer address in case of IPSec tunnel mode. 
To answer this question, we need consider different cases:

· IP address allocated via OAM

It can help IAB donor CU configure the DL mapping.

· IP address signalled via IAB donor CU (IPv6)
In last meeting, RAN3 agreed that all IAB nodes under the same IAB donor DU share the same IPv6 prefix. Thus, to differentiate IAB nodes, donor CU needs know the entire IPv6 address used by the IAB node for non-UP traffic. 
· IP address signalled via IAB donor CU (IPv4)
If the usage of IPv4 address is indicated by IAB donor CU, IAB donor CU can configure the DL mapping accordingly. However, if the usage of IPv4 address is determined by IAB donor CU, the IAB nodes needs tell IAB donor CU the IP address for non-UP traffic.  
In a word, IAB donor CU needs to know the IP address used for non-UP traffic. To achieve this, IAB node may need send RRC message to IAB donor CU. 

	Huawei
	Yes
	CU can know the IP address for F1-U from the current UE CONTEXT management procedures, and even the outer IP address if IPsec  tunnel mode is used for protecting the F1-U traffic. So CU should be aware of the IP address to be used for traffic other than F1-U before providing DL routing configuration to the IAB-donor-DU, definitely, this IP address is the outer IP if IPsec tunnel is used.

	Nokia
	No. 
	Agree with QC.

Donor-CU may configure the DL mapping for all IPv4 addresses, or the IPv6 prefix. 

	Ericsson
	Yes it does
	…for at least the following reasons:

· We have defined 3 priority levels for DL non-UP traffic mapping, and this traffic includes non-F1 traffic. The donor CU must know the IP address used by the IAB node for non-F1 traffic in order to select the corresponding priority level 1-3 at donor DU.
· Moreover, a common scenario in today’s deployments today is that OAM (i.e. non-F1) traffic uses IPv4 while all other traffic uses IPv6, resulting in two different networks traversing donor DU. So, donor CU should be aware of which address is used for OAM, in order to map the DL traffic appropriately.

	ZTE
	Yes, but...
	For IPv4 case, donor-CU needs to know the IP address used for F1-C. To be specific, if the IPv4 address is assigned by the donor, donor-CU can determine which IPv4 address is used for F1-C and indicate it to IAB-node. Then donor-CU could provide DL mapping to donor DU based on the IPv4 addresses. If the IPv4 address is assigned by OAM, IAB-MT needs to report which IP address is used for F1-C via RRC messages.
For IPv6 case, donor-CU could use IPv6 flow label to differentiate the F1-C and F1-U traffic since there is plenty of IPv6 flow labels available and then map them to different BH RLC channel. It is not quite necessary for the donor DU to know the specific IP address for F1-C traffic. 

	QC-2
	No
	Option a does work!
On Samsung’s comment: Every IAB-node will get a different IPv6 prefix from the same donor DU.

On Ericsson’s comment: Option a would work if OAM traffic used IPv4 and all F1 traffic used IPv6.
In summary: nobody has provided any reason why option a would not work.


If the answer to Q3-1 is yes, there are several options proposed by Contribution ([4]):
[QC] Option a is not compliant with this since the CU does not need ot know which IP address non-F1 traffic will use.


Option b: The CU informs the IAB-node about the specific IP address it should use for each of NUA F1-C, UA F1-C and non-F1 traffic. 

Option c: The IAB-node reports to the CU the specific IAB-addresses it wants to use for NUA F1-C, UA F1-C and non-F1 traffic. 

Q3-2: if the answer to Q3-1 is yes, which option is preferred? 

	Company 
	Answer to above question 
	Comments (please provide views on your choice)

	QC
	See comment
	We could use option a for non-F1 traffic. 

However, we also need to discuss the same thing for F1-C and F1-U. If F1 traffic is covered by option b or option c, we could also use those options for non-F1.

	Samsung 
	Option c; however, …
	We would like to see a unify solution regardless of IP version and IP address allocation method. In this sense, Option c is the only choice. 

However:
The usage of the IP address, i.e., NUA F1-C, UA F1-C and non-F1 traffic, is not a necessary indication since IAB node may use one IP address for all non-UP traffic. 

	Huawei
	Option b or c, should depends on scenarios
	If the IAB node obtain IP address from IAB-donor-CU, we prefer option b, otherwise , option c.

In addition, about the three options, I see no motivation for IAB to use separate IP addresses for NAU F1-C traffic and UA F1-C traffic. IAB node can use same IP address for all F1-C traffic.  In fact, even for some non-F1 traffic (e.g. SCTP handshake Chunks, IPsec negotiation messages, etc), the IP address for F1-C can be used.

 So, for clarification,  we do not need to specify separate IP address for NAU F1-C, UA F1-C, non-F1when we discuss the options.

	Ericsson
	Option b
	The IP address allocation entity should decide the usage of IP addresses.
Moreover, RAN3 has defined 3 priority levels for DL non-UP traffic mapping (the F1AP CP Traffic Type IE), so the donor CU must know the IP address used by the IAB node for NUA F1-C and UA F1-C traffic in order to choose a BH RLC CH with the appropriate priority level (1-3) at donor DU. We have even captured the following in the IAB BL CR for TS 38.470:

Prioritization of traffic on the F1-C interface is based on traffic type (e.g. UE-associated F1AP signalling, non-UE- associated F1AP signalling) and is enforced in the IAB-donor-DU and in IAB-nodes, considering that the traffic on the F1-C interface has higher priority than other traffic
As we all know, the NUA F1-C traffic has the highest priority.

Please note that even though legacy F1AP allows the DU to tell its outer IPsec address to the legacy CU, in IAB, the DL mapping at donor DU should be in place already for SCTP packets, i.e. prior to F1 setup – this mapping requires the knowledge of IAB node’s IP address used for  F1-C traffic.
QC has argued that it would be good to set up in advance chains of BH RLC CHs for 1:1 mapping. For non-IPsec and IPsec transport mode this requires that the donor CU knows the IP address(es) used by the IAB node for UP traffic, even before any DRBs are setup.


	ZTE
	Option c
	If the IPv4 address is assigned by OAM, IAB-MT needs to report the address. 

Agree with Samsung and Huawei, we do not need to specify separate IP address for NAU F1-C, UA F1-C, non-F1.


	QC-2
	See comment
	Summary:
· Option a seems to work, so option b or c are not really necessary. 

· HW and Ericson agree that the IP-address assigning entity (CU vs. OAM) should determine which address is used for what.
· Samsung, HW and ZTE agree that one IP address is enough for all non-F1-U traffic.
· Ericsson pointed out that pre-emptive knowledge of the IP-address for non-F1-U as well as for F1-U needs to be available at CU to configure DL mapping.
I propose the following WF:
Proposal 1: The DL mapping may contain an IPv4 address, an IPv6 address or an IPv6 prefix. The DL mapping containing an IPv6 address is given preference over the DL mapping with the encompassing IPv6 prefix. 

Proposal 2: When the CU assigns IP addresses, it may specify one IP address of each IP type to be used for non-F1-U and another of each type to be used for F1-U.
Proposal 3: The IAB-node informs the CU via RRC of OAM-assigned IP addresses, and it may specify one IP address of each IP type it will use for non-F1-U and another of each type it will use for F1-U.



In case Option c is adopted, how does the IAB node report to the CU, via RRC or via F1AP?

Q3-3: If Option c is adopted, how does the IAB node report to the CU, via RRC or via F1AP? 

	Company 
	Answer to above question (RRC or F1AP)
	Comments (please provide views on your choice)

	QC
	RRC
	F1AP does not work! The DL mapping must be available for the setup of F1-C (IKE handshake, SCTP). Therefore, the CU must know this mapping before F1-C starts.

	Samsung
	RRC
	In case IP address allocation via OAM, such RRC message can be new UL RRC message (such message can be used for IP address request in case of IP address allocation via CU). 

In case of IP address allocation via IAB donor CU, such RRC message can be RRCReconfigurationComplete message since RRCReconfiguration is agreed to signal the allocated IP address(es).

	Huawei
	RRC
	Agree with companies above.

	Ericsson
	Look to the right
	Option c should not be adopted because the IP address allocation entity should decide the usage of IP addresses.

Now, in OAM-based IP address allocation, the IAB node will learn the address usage from OAM, and will tell this to the donor CU via RRC. 



	ZTE
	RRC
	

	
	
	


In case Option c is adopted, contribution ([4]) also propose “The IAB-node to include QoS or priority information when reporting an IP address for non-F1 traffic.”

Q3-4: If Option c is adopted, does the IAB-node need to include QoS or priority information when reporting an IP address for non-F1 traffic? 

	Company 
	Answer to above question (Yes or No)
	Comments (please provide views on your choice)

	QC
	Yes
	This might be a good solution for differentiated non-F1-traffic support.

	Samsung
	No
	The intention is unclear to us. Which kind of QoS is assumed for non-F1 traffic. In our understanding, non-F1 traffic would not be very large. There is no need to differentiate it, and assign different IP addresses for different non-F1 traffic. 

	Huawei
	No
	The non-F1 traffic is limited, we do not need to provide over design for them. So, this is not necessary. Meanwhile, this is not feasible since it is hard for IAB node to provide QoS parameter, traditionally, QoS information is from core network.

.

	Nokia
	No.
	The purpose is unclear. The IP address itself does not have any QoS or priority. 

	Ericsson
	No, look to the right
	Option c should not be adopted because the IP address allocation entity should decide the usage of IP addresses.

Why should IAB node decide on the priority or QoS?

	ZTE
	No
	

	QC-2
	Okay, no problem with No.
	


Summary: 

The discussion is merged with CB#8 IP address usage. 
3.4
Other Issues related to Security Gateway
Contribution ([8]) Section 2.2.2. discussed the potential issues related to SeGW and propose:

Proposal 4: The SEG and donor CU-UP should be integrated in one physical entity so that the donor CU-UP could perform the IPv6 label and DSCP marking in outer IP header.

Proposal 5: In order for the donor CU to configure the DL routing and bearer mapping rule for F1-C traffic, it is suggested that the IAB node may report the association between CP TNL address and the IPSec tunnel address to donor CU or the donor CU explicitly configure the IAB node with CP IPSec TNL address via RRC signaling. 
Proposal 6: If the IPSec tunnel mode is not enabled, the donor CU may configure the DL mapping rule with inner IPv4 address or IPv6 prefix, otherwise, donor CU could configure the DL mapping rule with SGW’s IPv4 address or IPv6 address.
Q4: Do you agree with the issues and above proposals?

	Company 
	Answer to above question 
	Comments (please provide views on your choice)

	QC
	P4: No way and not necessary
P5: Confusing
P6: Confusing
	P4: We should not pose any such constraints on deployments, and it is not necessary! The SeGWs can be configured to copy DSCP and Flow Label from inner header to outer header.

P5: What is the “IPsec tunnel address”? The outer or the inner tunnel address? RAN3 agreed to do IPsec configuration as for ordinary CU/DU deployments. We should not mess around with IPsec tunnel mode.

P6: If IPsec tunnel mode is not enabled, there is no inner IP address but only an outer IP address. I believe P6 aims to say: The DL mapping always uses the outer address. This would be technically correct.

	Samsung
	See comments
	P4: it is unnecessary constraint to the deployment. 

P5: Reporting the association between CP TNL address and the outer address may be beneficial for topology discovery, We can discuss it in CB#1

P6: agree with QC. 

	Huawei
	See comments
	About P4: the SeGW can be deployed collocated with donor CU or not collocated with donor CU, it is implementation issue, we should not requires such deployment constraint.

P5: we only see it is necessary for the CU know the outer IP address if IPsec tunnel mode is used, and IAB node need to report the outer IP address via RRC message if the IP address is configured by OAM. 
P6: as commented by QC, there is only one IP layer if IPsec tunnel mode is not used. So the previous agreements about DL mapping configuration can be applied directly, we do not need any further clarification.

We only need clarification for the IPsec tunnel mode being used case. In this case, the DL mapping use the outer IP address. 

	Nokia
	P4: not ok

P5: not ok
P6: ok with modification
	P4: standalone SEG shall be supported. 
P5: This seems for IPSec Tunnel mode. The DL routing/mapping only use the outer IP address/header, the Donor-DU only need to know the outer IP address/header. Donor-DU does not need to know the inner IP address/header. 
P6: the inner IP address is only meaningful for IPSec Tunnel mode. For non-IPSec Tunnel mode, it is just one IP header (i.e. one destination IP address). Agree with QC’s comments on P6.

	Ericsson
	Look to the right
	P4: disagree - unnecessary constraint

P5: disagree – same comment as QC
P6: is the message here that:

· In IPsec tunnel mode, donor DU is configured with the outer address for DL mapping?
· Otherwise, the donor DU uses the one-and-only IP address in the packet for DL mapping?

If the above understanding is correct, then we agree.

	ZTE
	
	Proposal 4: It may be possible to configure SeGWs to copy DSCP and Flow Label from inner header to outer header, then it is not necessary to integrate SEG into donor CU-UP entity. However, we should not enforce this inner header copy capability for SeGW. For proposal 4, it can be regarded as a valid observation. We don’t need to specify it. 
Proposal 5: Similar to F1-U, one outer IP address may be associated with several inner IP address. It is necessary for the donor CU to be aware of this association so as to correctly encapsulate the DL F1-C signalling in IPSec tunnel mode. 

Proposal 6: agree with QC.


Summary: 

All agreed to not restrict to the collocated Security Gateway. Using standalone Security Gateway shall also be supported. Using outer IP address is covered by CB#8.
Potential Proposal 4:  support both the scenario using standalone Security Gateway, or collocated Security Gateway with Donor-CU.

3.5
Any other issues not covered by above 
Please add any other issues if they are missing:

	Company 
	Any other issues if they are missing

	QC
	Please consider the following points: 

1. DL mapping MUST use the outer IP address. Otherwise, it won’t work. For IPsec transport mode, there is only the outer address. 

2. In case of IPsec tunnel mode, the outer IP address used for F1-U traffic cannot be obtained from UA F1AP messages since these messages only convey the inner IP address. Therefore, the CU therefore must somehow learn which outer IP address the IAB-node will use for F1-U, so that it can configure the corresponding DL mapping. 

	Samsung
	For point 2 raised by QC, the current F1AP already supports to inform the gNB-CU the GTP IPSec endpoints and the corresponding GTP endpoints for F1-U traffic (see section 9.3.2.5 Transport Layer Address Info)

	Huawei
	Fine with the 1st point proposed by QC.
Agree with Samsung’s view about QC’s point 2.

	Nokia
	Point 1 from QC is correct. already covered by CB#1
Point 2 from QC: agree with Samsung. Also refer to F1AP text added in Section 3.3

	Ericsson
	We agree with point 1 by Qualcomm. 
Regarding point 2, we already explained above why the entity allocating the IP addresses to the IAB-node should decide the purpose of the allocated addresses. Please also note the following:
· Ground principle: IAB IP allocation procedure that we are defining shall enable he operation both with and without IPsec tunnel mode
· We should have a unified principle for address usage indication for all traffic types.
Regarding Samsung’s comment to point 2 – it is true that legacy DUs indicates the purpose of IP address for UP traffic to the CU, but this is because the IP addresses are assigned to legacy DUs in a non-3GPP manner (which is why RAN3 never dealt with IP address management for legacy CU-DU split). For IAB nodes, we are building a 3GPP IP address management framework from scratch, where also the donor may assign the IPs. In that framework, the entity that allocates the IPs should decide on their usage, and not the IAB node. Otherwise we are risking and additional round of handshake.
The principle that the IP address-allocating entity decides the purpose is also in line with legacy CU-DU split because even there the address-allocating entity decides the purpose: the DU gets the addresses from OAM and informs the CU about them. This approach is followed here as well, for OAM-based IP address allocation.

	QC-2
	I believe the WF I added under Q3-2 solves all remaining issues.


Summary:

The “outer IP address” part is covered by CB#1…

4 Discussions (Phase II)
Based on Phase I discussion, Rapporteur makes the following Potential Proposals. …

Potential Proposal 1: ….

	Company 
	Comments 

	
	

	
	

	
	

	
	

	
	

	
	


5 Conclusions
Based on the received comments, ... 

There is agreement on following aspects:

…
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�The BAP routing ID contains the BAP Path ID which is not destination specific.


Georg is correct. Option a is moved to Q3-1. 






