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1
Introduction
This contribution is a response paper to R3-202065, mainly on following aspects:
· Whether the IP address assigned by Donor-CU via RRC is the inner IP address or outer IP address

· Whether OAM can be used to assign the outer IP address. 
2
Discussion

2.1 Inner address or Outer address

R3-202065 states: 
“Proposal 1: the IP address(es) signaled by IAB donor CU is used for F1-C/F1-U traffic, e.g., inner address if IPSec tunnel mode is used.  

Proposal 2: for both CP and UP, the outer address of IPSec at IAB node side is allocated via OAM in Rel 16. ”
This may be a misunderstanding on how the inner IP address and outer IP address are assigned and how they are used. In tunnel mode IPSec, a secure tunnel is established between the IAB node and the SeGW, over which the encrypted F1 traffic is delivered (refer to below figure). The secure tunnel is established by using IKE protocol after the IP interface of the IAB node is configured. Only the outer IP address of the encrypted F1 traffic is visiable to the Donor-DU. To ensure the DL F1 traffic to the IAB node is routed via the appropriate Donor-DU, the IAB’s IP address (i.e. the outer IP address) is anchored in the Donor-DU. It is agreed that the IAB node’s IP address is signalled from the CU by using the RRC.  
Inner IP addresses that is used for the F1 traffic are allocated from the MNO’s secure domain with the IKE exchance between the IAB node and the SeGW. Due to absent of the control interface between the CU and the SeGW and if the IKE is to be used for IPSec tunnel establishment, inner IP address(es) cannot be signalled by the donor CU.
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Figure 1. F1-U over the IPSec TM. 
Observation 1: When IPsec tunnel mode is used, the Donor-DU only see the outer IP address. This outer IP address is anchored in the Donor-DU.
Proposal 1: When IPSec is used, the IP address assigned by the Donor is the Outer IP address. 
2.2 using OAM to assign the IP address

Contribution ([1]) propose to use OAM assign the IP address to the IAB node. A possible procedure for the OAM based solution is as below:

· the OAM is preconfigured with a list of IP address(es) related to the Donor-DU; 
· When the IAB connects to OAM system, OAM system assign an IP address related to a specific Donor-DU that IAB directly or indirectly connects to. 

Before the Donor-DU can forward any DL OAM traffic (e.g. including the assigned IP address), the Donor-DU needs to know the IP address of the IAB node, for example, it needs to be configured with the mapping from the outer IP address (and optionally other IP header information) to the BH RLC Channel and Routing ID. This implies the OAM cannot use the BH IP layer. Instead, the OAM Shall use normal PDU session via 5G network, or the IAB-MT’s PDN connection via LTE network when IAB-MT uses EN-DC.
Observation 2-1: using OAM to assign the IP address requires to use normal PDU session/PDU connection for OAM traffic. 
RAN3 agreed to not preclude the OAM based solution under the assumption that it is by implementation and no standard impact. However, the OAM based solution now require changes to the standard. there are some issues for this approach: 

· The IAB, intermediate IAB node, and Donor may come from different vendors. Here is an example for an IAB system that IAB3 – IAB2 – IAB1 – Donor-DU1 – Donor-CU. In order for the IAB3’s OAM system to assign a Donor-DU1 related IP address to IAB3, the IAB3’s OAM shall be able to know the specific Donor-DU (i.e. Donor-DU1) that IAB3 (indirectly) connects to. This is difficult for IAB3’s OAM. The IAB3’s OAM may only know the information of the IAB’s serving cell, e.g. NCGI of IAB2. But this cell ID information cannot tell which Donor-DU is used for IAB3. This issue is severe in a multi-hop system, e.g. IAB2 and IAB1 comes from a different vendor. To make the OAM-based solution work, it requires a close coordination and information exchange between OAMs from different vendors. This is a big challenge to the OAM system. 
· It have issues for topology adaptation. The intra-Donor-CU topology adaptation may or may not change IAB-donor-DU. The IAB and child IABs can continue to use the previous PCI/CGI. The IAB and child IABs cannot know whether the Donor-DU is changed, and need to request a new IP address from the OAM system if Donor-DU is changed. 
· It adds additional latency in the topology adaptation, e.g. during RLF. When using RRC to transfer the IP address to the IAB node, the Donor-CU can include the IP address in the RRCReconfiguration message, or RRCReestablishment message to the IAB node (up to RAN2 decision). When using OAM, the IAB can only initiates the request IP address procedure after the RRC is CONNECTED.
In a summary, the OAM based solution requires changes to the OAM system and close coordination between different OAM systems. It needs to address the issue on how to detect whether the Donor-DU is changed during intra-CU topology adapation. It also adds delay during topology adaptation. 
One may argue that both OAM based solution and RRC based solution can be developed and leave it to deployment. This just complicate the development, for example, Donor has to support both options. This also requires additional IOT effort. 

Considering the RRC-based solution have been adopted and under development, and the short time to close the WI, we propose Rel-16 does not consider the OAM based solution, or at least deprioritize the OAM based solution. Of course, if proponents believe the OAM based solution can be supported by implementation, it will not be affected by this proposal. 
Observation 2-2: using OAM to assign the IP address to the IAB node have some issues. 

Proposal 2: Rel-16 does not consider the OAM based solution, or at least deprioritize the OAM based solution. 
3
Conclusions
In this contribution we have analysed the issues for IAB IP address. Our proposals are:

Observation 1: When IPsec tunnel mode is used, the Donor-DU only see the outer IP address. This outer IP address is anchored in the Donor-DU.
Proposal 1: When IPSec is used, the IP address assigned by the Donor is the Outer IP address. 
Observation 2-1: using OAM to assign the IP address requires to use normal PDU session/PDU connection for OAM traffic. 
Observation 2-2: using OAM to assign the IP address to the IAB node have some issues. 

Proposal 2: Rel-16 does not consider the OAM based solution, or at least deprioritize the OAM based solution. 
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